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GRANT APPLICATION SUMMARY SHEET

Grant Name: 2025 DNA Capacity Enhancement  Backlog Reduction (CEBR) 

Program 26-28

POLICE DEPARTMENTDepartment:

U.S. DEPARTMENT OF JUSTICE

The DNA Capacity Enhancement for Backlog Reduction (CEBR) Program Grant will assist 

the MNPD Forensic Biology Unit to use the funding to outsource sexual assault kits to 

private vendors for forensic case sample analysis .

Grantor:

Pass-Through Grantor 

(If applicable):

Program Description:

Total Applied For

Metro Cash Match: $0.00

Department Contact: Capt. Kelly Cantrell

862-7119

Plan for continuation of services upon grant expiration:

N/A

Status: CONTINUATION

$250,000.00

____________________________________

 Director of Finance                        Date

____________________________________

Metropolitan Attorney                    Date

APPROVED AS TO AVAILABILITY 

OF FUNDS:

APPROVED AS TO FORM AND 

LEGALITY:

APPROVED AS TO RISK AND 

INSURANCE:

____________________________________

Director of Risk Management        Date      

Services

6125

____________________________________
Metropolitan Mayor                            Date
(This application is contingent upon approval of the
application by the Metropolitan Council.)
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 Pre-Application Application Award Acceptance Contract Amendment
Dept. No. Phone Fax

031 862-7119

Other:
10/01/25 10/29/25
09/30/27 10/29/25

16.036

 Other:

 Fund  Business Unit

0.00
$114,750.00

*Indirect Costs allowed? % Allow. $0.00 in budget

Budget 
Year

Metro 
Fiscal 
Year

Federal 
Grantor State Grantor Local Match 

Cash
Local Match 

In-Kind
Total Grant 
Each Year

Ind. Cost 
Neg. from 
Grantor

Yr 1 FY26 $125,000.00 $125,000.00
Yr 2 FY27 $125,000.00 $125,000.00
Yr 3 FY
Yr 4 FY__
Yr 5 FY__

$250,000.00 $0.00 $0.00 $0.00 $250,000.00

Contract#:

Contact: vaughn.wilson@nashville.gov
juanita.paulsen@nashville.gov

Rev. 10/31/12

6125

$0.00

$0.00
$0.00

 How is Match Determined?

 Explanation for "Other" means of determining match:
 Fixed Amount of $ % of Grant

 Other:
 Actual number of positions added:

0.00%

 Departmental Indirect Cost Rate

Match Source 
(Fund, BU)

 Draw down allowable?
 Metro or Community-based Partners:

Grant Budget

Program costs will be absorbed into the MNPD operating budget

or

45.90%
 Number of FTEs the grant will fund: 0.00

Indirect Cost of Grant to Metro:

 For this Metro FY, how much of the required local Metro cash match:

*(If "No", please attach documentation from the  grantor that indirect costs are not allowable.  See Instructions)
Ind. Cost Requested from Grantor:

 Is already in department budget?

$0.00

$57,375.00

(Indicate Match Amount & Source for Remaining Grant Years in Budget Below)
 Is not budgeted?

Reason:(or) Date Withdrawn:

The DNA Capacity Enhancement for Backlog Reduction (CEBR) Program Grant will assist the MNPD Forensic Biology Unit to use the funding to outsource sexual 
assault kits to private vendors for forensic case sample analysis .

 Plan for continuation of service after expiration of grant/Budgetary Impact:
N/A

Part Two

Indirect 
Cost to 
Metro
$57,375.00

Grants Tracking Form

2025 DNA Capacity Enhancement  Backlog Reduction (CEBR) Program 26-28

 Grant Period From:

 Grant Name:

(applications only) Anticipated Application Date:

Department

Part One

Contact
Capt. Kelly Cantrell

 Funding Type:

 Grantor:

(applications only) Application Deadline:

Pass-Thru:

$0.00 Metro In-Kind Match:

Outside Consultant Project:
 Award Type:
 Status:

 Grant Period To:
If yes, list below. Multi-Department Grant

 Metro Cash Match:

 Is Council approval required? CFDA #
 Metro Category:

 Total Award:

                                                               

 Proposed Source of Match:

 Project Description: Applic. Submitted Electronically?

$250,000.00

Other Grantor

Total

(or) Date Denied:
Date Awarded:

$114,750.00$0.00

Reason:
Tot. Awarded:

Yes No

GCP Received 10/24/25

GCP Approved 10/24/25
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D-25-13703 Page 1 of 1  {N0726741.1}  

Resolution No. ______________ 
 

A resolution approving an application for a DNA Capacity Enhancement for 
Backlog Reduction (CEBR) Program Grant from the U. S. Department of 
Justice to the Metropolitan Government, acting by and through the 
Metropolitan Nashville Police Department, to outsource sexual assault kits 
to private vendors for forensic case sample analysis to reduce the backlog 
associated with DNA analysis. 

 
WHEREAS, the U. S. Department of Justice is accepting applications for a DNA Capacity 
Enhancement for Backlog Reduction (CEBR) Program Grant with an award of $250,000.00 and 
no cash match required; and, 
WHEREAS, the Metropolitan Government is eligible to participate in this grant program; and, 
WHEREAS, it is to the benefit of the citizens of The Metropolitan Government of Nashville and 
Davidson County that this grant application be approved and submitted. 
 
NOW, THEREFORE BE IT RESOLVED BY THE COUNCIL OF THE METROPOLITAN 
GOVERNMENT OF NASHVILLE AND DAVIDSON COUNTY: 
 
Section 1. That the Metropolitan Government’s grant application for a DNA Capacity 
Enhancement for Backlog Reduction (CEBR) Program Grant, with an award of $250,000.00, a 
copy of which is attached hereto and incorporated herein, is hereby approved, and the 
Metropolitan Nashville Police Department is authorized to submit said application to the United 
States Department of Justice. 
Section 2. That this resolution shall take effect from and after its adoption, the welfare of 
The Metropolitan Government of Nashville and Davidson County requiring it. 
 
APPROVED AS TO AVAILABILITY   INTRODUCED BY: 
 OF FUNDS:    
 
_____________________________           _____________________________ 
Jenneen Reed, Director 
Department of Finance            _____________________________  
      
               _____________________________ 
APPROVED AS TO FORM AND   Member(s) of Council  
LEGALITY: 
 
_____________________________  
Assistant Metropolitan Attorney 
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OMB No. 1121-0329 
Approval Expires 02/28/2027 
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BJA FY25 DNA Capacity 
Enhancement for 
Backlog Reduction 
(CEBR) – Formula 
Grants Program 

 

Amount To Be Awarded Under This Funding 
Opportunity: $87,535,359 
Award Ceiling: Up to $3,500,000 
Period of Performance Duration: 24 months 
Funding Opportunity Number: O-BJA-2025-172460 
 

Deadline to submit SF-424 in Grants.gov: October 22, 2025, by 11:59 p.m. Eastern Time 
Deadline to submit application in JustGrants: October 29, 2025, by 8:59 p.m. Eastern Time 
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Requirements 

BASIC INFORMATION 
The U.S. Department of Justice (DOJ), Office of Justice Programs (OJP), Bureau 
of Justice Assistance (BJA) is accepting applications for funding in response to 
this notice of funding opportunity (NOFO). 

Agency Name U.S. Department of Justice 
Office of Justice Programs 
Bureau of Justice Assistance 

NOFO Title FY25 DNA Capacity Enhancement for Backlog Reduction 
(CEBR) – Formula Grants Program 

Announcement Type Initial 

Funding Opportunity Number O-BJA-2025-172460

Assistance Listing Number 16.036 

Executive Summary 
This funding opportunity seeks to support states and units of local government with existing 
crime laboratories that conduct DNA analysis to process, and/or to increase the capacity to 
process, more DNA samples for entry into the Combined DNA Index System (CODIS). The 
objective is to reduce the number of forensic DNA and DNA database samples awaiting analysis 
and/or to prevent a backlog of forensic and database DNA samples.   

This program is for Formula funding only. See FY25 DNA Capacity Enhancement for 
Backlog Reduction (CEBR) – Competitive Grants Program for competitive funding. 
Eligible agencies may apply for both Competitive and Formula CEBR Funding.   

Please see the Eligible Applicants section for the eligibility criteria. 

OJP is committed to advancing work that furthers DOJ’s mission to uphold the rule of law, to 
keep our country safe, and to protect civil rights. OJP provides federal leadership, funding, and 
other critical resources to directly support law enforcement, combat violent crime, protect 
American children, provide services to American crime victims, and address public safety 
challenges, including human trafficking and the opioid crisis. 

Key Dates and Times 
Funding Opportunity Release Date September 11, 2025 

SAM.gov Registration/Renewal Recommend beginning process by September 
22, 2025, and no later than October 8, 2025 

Step 1: Grants.gov Application Deadline 11:59 p.m. Eastern Time on October 22, 2025 

Step 2: JustGrants Application Deadline 8:59 p.m. Eastern Time on October 29, 2025 
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Funding Details 

Amount To Be Awarded Under This Funding Opportunity: $87,535,359 

Anticipated Number of Awards: 130  

Award Ceiling: $3,500,000 

Period of Performance Start Date: October 1, 2025 

Period of Performance Duration: 24 months 

 

Availability of Funds  
This funding opportunity, and awards under this funding opportunity, are subject to the 
availability of funding and any changes or additional requirements that may be imposed by the 
agency or by law. In addition, nothing in this NOFO is intended to, nor does it, create any right 
or benefit, substantive or procedural, enforceable at law or in equity by any party against the 
United States or its departments, agencies, entities, officers, employees, agents, or any other 
person. 

The aggregate amount of FY25 Formula DNA CEBR Program funds expected to be awarded to 
eligible applicants from each state (including the state and its units of local government with 
existing crime laboratories) will be based on the criteria detailed below. 

The formula for distribution of funds to each state is calculated based on the number of Uniform 
Crime Reporting (UCR) Violent Crimes and UCR Property Crimes reported to the Federal 
Bureau of Investigation (FBI) and on the state’s population. Any state falling below the minimum 
allocation of $600,000, which is calculated as 0.5 percent of the total amount appropriated in 
FY25 for this purpose, is increased such that each state is awarded at least this minimum value 
of $600,000. 

The number of state and local applicants may also affect funding allocations. See Chart 1: 
Estimated Aggregate Amounts Available for Each State—FY25 for a chart that identifies the 
estimated aggregate amount available for each state to fund eligible public forensic DNA 
laboratories. 

If there is more than one publicly funded DNA laboratory within a state, the publicly funded DNA 
laboratories MUST coordinate prior to application submission to ensure that the amounts 
requested by each entity’s application do not exceed the total amount allocated for the state. 
Funds generally are expected to be allocated among eligible applicants on the basis of UCR 
Part 1 Violent Crimes, UCR Property Crimes, and the population size of the jurisdiction. 

Statutory Authority 
Full-Year Continuing Appropriations Act, 2025 (Pub. L. No. 119-4, Div. A, Secs. 1101(a)(2) and 
1301(4), 139 Stat. 9, 10-11, 17; see Pub. L. No. 118-42, 138 Stat. 25, 147, para. 10(A)). 
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Agency Contact Information 

For assistance with the requirements of this funding opportunity: 
OJP Response Center 
Phone: 800-851-3420 or 202-353-5556 (TTY for hearing-impaired callers only) 
Email: OJP.ResponseCenter@usdoj.gov 
Hours of operation: 9:00 a.m. to 5:00 p.m. Eastern Time (ET) Monday–Friday 

 
For assistance with SAM.gov (registration/renewal): 
 SAM.gov Help Desk 
 Phone: 866-606-8220 
 Web: SAM.gov Help Desk (Federal Service Desk) 

Hours of operation: 8:00 a.m. to 8:00 p.m. ET Monday–Friday 

For assistance with Grants.gov (registration, submission of the Application for Federal 
Assistance SF-424): 

Grants.gov Customer Support Hotline 
Phone: 800-518-4726, 606-545-5035 
Email: support@grants.gov 
Web: Grants.gov Customer Support 
Hours of operation: 24 hours a day, 7 days a week, except on federal holidays 

For assistance with JustGrants (registration, submission of full application): 
 JustGrants Service Desk 
 Phone: 833-872-5175 

Email: JustGrants.Support@usdoj.gov 
Hours of operation: 7:00 a.m. to 9:00 p.m. ET Monday–Friday and 9:00 a.m. to 
5:00 p.m. ET on Saturday, Sunday, and federal holidays. 

For procedures related to unforeseen technical issues beyond the control of the 
applicant that impact submission by the deadlines, see Experiencing Technical Issues 
Preventing Submission of an Application (Technical Waivers). 

 

 

Resources for Applying 
OJP Grant Application Resource Guide: Referred to as the “Application Resource Guide” 
throughout the NOFO, this resource provides guidance to help applicants for OJP funding 
prepare and submit their applications. 

JustGrants Application Submission Training Webpage: Offers helpful information and 
resources on the grant application process.  

Note: If this NOFO requires something different from any guidance provided in the Application 
Resource Guide, the difference will be noted in this NOFO and the applicant should follow the 
guidance in this NOFO. 
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ELIGIBILITY 

Eligible Applicants 
The types of entities that are eligible to apply for this funding opportunity are 
listed below: 

• Government Entities 
o State governments 
o County governments 
o City or township governments 
o Special district governments 

• Educational Organizations 
o Public and state-controlled institutions of higher education 

• Other 
o Units of local government 

State Government Entities: For the purposes of this NOFO, “state” means any state of the 
United States, the District of Columbia, the Commonwealth of Puerto Rico, the U.S. Virgin 
Islands, Guam, American Samoa, and the Commonwealth of the Northern Mariana Islands.  

“Other” Entities Definition: 
• Other Units of Local Government: For the purposes of this notice of funding 

opportunity, other units of local government include towns, boroughs, parishes, villages, 
or other general purpose political subdivisions of a state. 

Additional Applicant Eligibility Factors  
In order to qualify for funding, an applicant for funds must submit the signed and completed 
DNA CEBR Program Eligibility Certification form. 

A state or unit of local government (or any department, agency, or instrumentality of the 
foregoing) that does not own, control, or operate a crime laboratory or laboratory system is not 
an eligible applicant under this program. For example, a state or unit of local government that 
receives forensic services only by way of an inter- or intra- governmental arrangement or 
contract, but does not own, control, or operate its own crime laboratory within its jurisdiction, is 
not eligible under this program. 

Cost Sharing/Match Requirement 
This NOFO does not require cost sharing/match. 
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PROGRAM DESCRIPTION 

General Purpose of the Funding 
The CEBR Formula Program provides funding for laboratories to process and 
increase their capacity to process DNA samples for entry into CODIS with the 

goals of reducing backlogs and improving timeliness of testing.  
 
Funding under this program supports the following purposes:  
 

• To carry out, for inclusion in CODIS, DNA analysis of database samples collected under 
applicable legal authority.  

• To carry out, for inclusion in CODIS, DNA analysis of forensic case (e.g., “crime scene”) 
samples.  

• To increase the capacity of publicly funded forensic DNA and DNA database laboratories 
to conduct DNA analysis of database and crime scene samples for entry into CODIS.  

Jurisdictions may have different needs depending on their size, population, crime rate/type, and 
other factors. Therefore, this program affords laboratories the flexibility to use CEBR Formula 
funding to strategically bridge any resource gaps identified by their specific agency. Allowable 
uses of funds include the purchasing of DNA collection kits for convicted offender and/or 
arrestee database testing for CODIS, testing of crime scene and/or DNA database samples by 
purchasing essential supplies or with personnel expenditures (e.g., grant funded personnel, 
overtime), and increasing laboratory capacity through the use of new robotics/instrumentation 
(e.g., Rapid DNA instrumentation).  

Projects may use funding for accreditation activities (e.g., relevant training, contracts for 
maintaining accreditation), contracts for process evaluations to improve efficiency or purchasing 
and implementing a laboratory information management system (LIMS) that assists with case 
management, quality assurance, and timely testing. 

Definitions:  
For the purposes of this NOFO, the following terms are defined:  
 

• Backlogged forensic biology/DNA case: A forensic biology/DNA case that has not 
been completed within 30 days of receipt in the laboratory. 

• Backlogged DNA database sample: A DNA database sample that has not been 
uploaded to CODIS within 30 days of receipt in the laboratory. 

• Case: An analysis request for examination in one forensic investigation area (forensic 
biology/DNA for this purpose). 

• Combined DNA Index System (CODIS): CODIS is the generic term used to describe 
the FBI's program of support for criminal justice DNA databases, as well as the software 
used to run these databases. 

• CODIS hit: A CODIS hit refers to an association between DNA profiles in CODIS. 
CODIS hits are tracked as either an offender hit (where the identity of a potential suspect 
is generated) or as a forensic hit (where the DNA profiles obtained from two or more 
crime scenes are linked but the source of these profiles remains unknown). 

• DNA analysis/analyses: Activities conducted to facilitate processing and entry of 
forensic DNA samples into CODIS once the sample has been collected from a crime 
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scene or a known individual; this may include screening (the location, assessment, 
identification, and characterization of body fluid(s) and other biological areas of interest), 
laboratory processing (e.g., extraction, quantitation, amplification), and/or issuing reports 
(e.g., fragment/sequence analysis, DNA profile evaluation and comparison, report writing 
and associated technical/administrative reviews of DNA reports). 

• Forensic Genetic Genealogy: The combination of genetic analysis with traditional 
historical and genealogical research to study family history. For forensic investigations, it 
can be used to identify remains by tying the DNA to a family with a missing person or to 
point to the likely identity of a perpetrator. See notice below on forensic genetic 
genealogical DNA analysis and searching. 

• Laboratory Information Management System (LIMS): A software-based system that 
collects, creates, and stores all data related to forensic examinations in a crime 
laboratory. Key features include, but are not limited to, workflow and data tracking 
support, flexible architecture, and data exchange interfaces. 

• LIMS module: A sample/case tracking component separate from the laboratory’s LIMS 
that functions only for the purposes of the forensic biology/DNA unit. NOTE: The module 
may be a product of the same vendor as the laboratory’s current LIMS or a different one. 

• National DNA Index System (NDIS): A component of CODIS containing the DNA 
profiles contributed by federal, state, and local participating forensic laboratories. All 50 
states, the District of Columbia, the federal government, the U.S. Army Criminal 
Investigation Laboratory, and Puerto Rico participate in NDIS. 

• Number of CEBR-funded DNA profiles from forensic analyses entered into CODIS 
for the DNA laboratory: CEBR grant attribution that contributes to the uploading of a 
DNA profile to CODIS as a result of CEBR-funded overtime, CEBR-funded personnel, 
CEBR-funded analysis supplies, and/or CEBR-funded outsourcing. 

• Number of CEBR-funded forensic biology/DNA cases completed by the 
laboratory: CEBR grant attribution that contributes to the testing of a case as a result of 
CEBR-funded overtime, CEBR-funded personnel, CEBR-funded analysis supplies, 
and/or CEBR-funded outsourcing. 

• Number of forensic biology/DNA cases submitted to the laboratory: The number of 
forensic biology/DNA analysis requests submitted by agencies for testing in the 
laboratory.  

• Rapid DNA; Rapid DNA Analysis: Describes the fully automated (hands-free) process 
of developing a CODIS STR profile from a reference sample buccal swab. The “swab in, 
profile out” process consists of automated extraction, amplification, separation, 
detection, and allele calling without human intervention. See Rapid DNA-FBI and Quality 
Assurance Standards for Forensic DNA Testing Laboratories. 

• Rapid DNA Testing of Crime Scene Samples:  The use of Rapid DNA technology on 
forensic DNA samples obtained from a crime scene. Rapid DNA on crime scene 
samples is not fully automated and requires interpretation and review by a qualified DNA 
analyst. 

• Ratio of backlog/cases completed per month: This ratio is one method that can be 
used to normalize backlogs across laboratories of various sizes. It is calculated by taking 
the backlog of the laboratory and dividing it by the average number of cases the 
laboratory completes within a month. 
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• Sexual assault kit (SAK): A set of items used by medical personnel for the 
preservation of physical evidence collected from a person, living or deceased, 
following an allegation or suspicion of sexual assault. 

• Total number of CODIS hits from forensic analyses for the DNA laboratory: The 
total amount of CODIS hits generated by the laboratory regardless of CEBR, local, or 
other agency funds. 

• Total number of DNA profiles from forensic analyses entered into CODIS for 
the DNA laboratory: Laboratory attribution that contributes to the uploading of a 
DNA profile to CODIS regardless of CEBR, local, or other agency funds. 

• Total number of forensic DNA samples completed by the laboratory: Total 
number of forensic DNA samples tested to completion by the laboratory regardless 
of CEBR, local, or other agency funds. 

• Total number of forensic biology/DNA cases completed by the laboratory: 
Laboratory resource attribution that contributes to the testing of a case to completion 
regardless of CEBR, local, or other agency funds. 

• Turnaround time: The average number of days from the date a laboratory receives 
a case to the date that the laboratory issues a final report for the case. 

 
NOTICE ON FORENSIC GENETIC GENEALOGICAL DNA ANALYSIS AND SEARCHING: 
There have been important non-CODIS advances in DNA technology for the criminal justice 
field. However, because the purpose of the DNA CEBR Program is to process samples for 
CODIS and to increase the capacity of labs to process samples for CODIS, forensic genetic 
genealogical (FGG) DNA analysis expenses are not allowable under the DNA CEBR Program at 
this time.  

NOTICE ON RAPID DNA TESTING OF CRIME SCENE SAMPLES: The FBI has approved 
2025 Quality Assurance Standards (QAS) expanding the use of Rapid DNA Analysis. In 
recognition that the effective date of the 2025 QAS (July 1, 2025) pre-dates the execution of any 
FY25 funding, relevant proposal narratives will be accepted involving the use of Rapid DNA 
technology on samples collected from crime scenes for upload to NDIS in accordance with the 
QAS and NDIS procedures. Applicants should refer to Application Contents, Submission 
Requirements, and Deadlines: Budget Worksheet and Budget Narrative for information on 
allowable and unallowable costs that may inform the development of their project design. 

Unallowable Uses of Funds  
The following are certain unallowable costs and certain activities that are out of the program 
scope and will not be funded. 

1. Out of program scope is any program or activity, at any tier that, directly or indirectly, 
violates (or promotes or facilitates the violation of) federal immigration law (including 8 
U.S.C. § 1373) or impedes or hinders the enforcement of federal immigration law—
including by failing to comply with 8 U.S.C. § 1373, give access to DHS agents, or honor 
DHS requests and provide requested notice to DHS agents.  
  

2. Out of program scope is any program or activity, at any tier that violates any applicable 
Federal civil rights or nondiscrimination law. This includes violations that – (1) indirectly 
violate the law, including by promoting or facilitating violations; or (2) unlawfully favor 
individuals in any race or protected group, including on a majority or minority, or 
privileged or unprivileged, basis, within a given area, population, or sector. 
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3. As specified in the DOJ Grants Financial Guide, in Chapter 3.13 “Unallowable Costs” 

(“Legal Services for Aliens”), any obligations of funds, at any tier, under this award to 
provide (or to support the provision of) legal services to any removable alien or any alien 
otherwise unlawfully present in the United States shall be unallowable costs for 
purposes any award made under this notice, but the foregoing shall not be understood to 
apply— (1) to legal services to obtain protection orders for victims of crime; or (2) to 
immigration-related legal services that may be expressly authorized or required by any 
law, or any judicial ruling, governing or applicable to the award. 

Program Goals and Objectives 
The primary goal of BJA's FY25 CEBR Formula Program is to reduce the number of forensic 
DNA and DNA database samples awaiting analysis by providing funding for laboratories to 
process DNA samples for entry into CODIS and to increase the capacity of publicly funded 
forensic DNA and DNA database laboratories to process more DNA samples. By enabling labs 
to enter more samples into CODIS this program accelerates case resolution, prevents repeat 
victimization, and safeguards communities. 
 
Goal 1: Increase the number of CODIS eligible samples analyzed in forensic DNA and 

DNA databasing laboratories. 

Objective 1: Process CODIS eligible crime scene samples. 

Objective 2: Process CODIS eligible database samples. 

Goal 2: Increase the capacity to process DNA samples for entry into CODIS in forensic 
DNA and DNA databasing laboratories. 

Objective 1: Reduce the DNA backlog for CODIS eligible DNA samples. 

Objective 2: Reduce the forensic case and DNA database sample turnaround time for 
CODIS entry. 

The goals and objectives can be achieved by implementing allowable long-term capacity 
enhancement activities and short-term direct case analysis activities. 
 
Long-term capacity enhancement activities include but are not limited to:  

• Purchasing newer and more efficient instruments. 
• Evaluating, validating, and implementing different laboratory procedures. 
• Purchasing and upgrading LIMS to more efficiently manage laboratory operations.  

 
Short-term direct case analysis activities include but are not limited to:  

• Overtime for existing personnel. 
• Purchasing and using DNA analysis supplies. 
• Funding contracts with private vendors for forensic case or DNA database sample 

analysis. 
• Funding additional personnel to analyze forensic cases or DNA database samples.  

How Awards Will Contribute to Program Goals/Objectives 
As technology advances to improve the analysis of DNA evidence, there is a respective 
increase in demand for DNA testing. Furthermore, as the technology becomes more complex 
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and costly, laboratory budgets struggle to meet the increased demand as identified in DOJ's 
2019 Needs Assessment of Forensic Laboratories and Medical Examiner-Coroner Offices. 
Delays in testing evidence result in delays in justice for victims and lead to additional 
victimization by serial offenders. 

Awardees will use funding in support of CODIS eligible forensic DNA analysis activities, to 
include capacity enhancement activities. By continuing to populate the CODIS database, 
grantees increase the number of CODIS hits generated each year. These hits provide 
investigating agencies, such as law enforcement, with information in cases where crime scene 
evidence has yielded a DNA profile, but no suspect has been identified. Award funds from this 
program are critical to help ensure the availability of objective evidence (DNA reports) to the 
investigative agencies in a timely manner.    

Expected Outcomes: Deliverables and Performance Measures 
To achieve the goals and objectives of this funding opportunity, OJP has identified expected 
deliverables that must be produced by a recipient. OJP has also identified performance 
measures (pieces of data) that will indicate how a recipient is achieving the performance goals 
and objectives identified above. Recipients will need to collect and report this performance 
measure data to OJP. 

OJP will measure success by reviewing a recipient's submission of performance reports and 
data and the extent to which project implementation reflects progress toward the goals and 
objectives of this NOFO.  

Deliverables 
Recipients under this funding opportunity do not need to submit any deliverables other than the 
standard Post-Award Requirements and Administration.  

Note that this progress reporting must include a summary of activities carried out under the 
grant and an assessment of whether such activities are meeting the needs identified in the 
application. 

Performance Measures 
OJP will require each award recipient to submit regular performance reports that communicate 
progress toward achieving the goals and objectives identified in Program Goals and Objectives. 
Applicants can visit OJP’s performance measurement page at ojp.gov/performance for more 
information on performance measurement activities. 

A list of performance measure questions for this funding opportunity can be found at CEBR 
Formula Performance Measures. All numerical data must include supporting documentation 
(e.g. Excel files, LIMS reports) confirming the values input into the performance reporting 
software system. 

Funding Instrument 
OJP expects to make awards under this funding opportunity as grants. See the “Administrative, 
National Policy, and Other Legal Requirements” section of the Application Resource Guide for a 
brief discussion of important statutes, regulations, and award conditions. 
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APPLICATION CONTENTS, SUBMISSION 
REQUIREMENTS, AND DEADLINES 
This NOFO contains all the information needed to apply for this funding 
opportunity. The application for this funding opportunity is submitted through 

web-based forms and attachments in Grants.gov and JustGrants through the steps that follow. 

Unique Entity Identifiers (UEIs) and SAM.gov Registration 
To submit an application, an applicant must have an active registration in the System for Award 
Management (SAM.gov). SAM.gov assigns entities a unique entity identifier (UEI) that is 
required for the entity to apply for federal funding. Applicants will enter their UEI with their 
application. Award recipients must then maintain an active UEI for the duration of their award's 
period of performance. 

First-time Registration: Entities registering in SAM.gov for the first time will submit information 
about their entity type and structure, financial information (such as dates of the fiscal year, 
banking information, and executive compensation), entity points of contact, and other 
information. The information is reviewed and verified by SAM.gov, and then a UEI is issued. 
This process may take several weeks, so entities considering applying for funding should begin 
the registration process as soon as possible. 

Renewing an Existing Registration: Entities must renew their SAM.gov registration every 12 
months to keep it active. If an entity does not renew their SAM.gov registration, it will expire. An 
expired registration can delay or prevent the submission of an application for funding in 
Grants.gov and JustGrants. 

Applicants are encouraged to start the SAM.gov registration or renewal process at least 30 
days prior to the application’s Grants.gov deadline. Applicants who fail to begin the 
registration or renewal process at least 10 business days prior to the Grants.gov deadline may 
not be able to complete the process in time and will not be considered for a technical waiver that 
allows for late submission.  

Submission Instructions: Summary 
Applications must be submitted to DOJ electronically through a two-step process that begins in 
Grants.gov and is completed in JustGrants. See Basic Information: Key Dates and Times for the 
Grants.gov and JustGrants application deadlines.  

• Step 1: The applicant must submit the required Application for Federal Assistance SF-
424 by the Grants.gov deadline.   

• Step 2: The applicant must submit the full application, including attachments, through 
JustGrants by the deadline (see JusticeGrants.usdoj.gov).  

Submission Step 1: Grants.gov Submission of SF-424 
Access/Registration  
If the applicant does not already have a Grants.gov account, they will need to register for this 
opportunity in Grants.gov. Applicants should follow the Grants.gov Quick Start Guide for 
Applicants to register, create a workspace, assign roles, submit an application, and troubleshoot 
issues. 
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Submission of the SF-424 
Applicants will begin the application process in Grants.gov with the submission of the SF-424, 
which collects the applicant’s name, address, and UEI; the funding opportunity number; and 
proposed project title, among other information. The SF-424 must be signed by the Grants.gov 
Authorized Organizational Representative for the applicant. 

See the Application Resource Guide for additional information on completing the SF-424. 

Section 8F – Applicant Point of Contact: Please include the name and contact information of 
the individual who will complete the application in JustGrants. JustGrants will use this 
information (i.e., email address) to assign the application to this user in JustGrants.  

Section 19 – Intergovernmental Review: This funding opportunity is not subject to Executive 
Order (E.O.) 12372 (Intergovernmental Review). Applicants should answer section 19 by 
selecting, “Program is not covered by E.O. 12372.” 

An applicant should submit the SF-424 as early as possible and recommended not later 
than 48 hours before the Grants.gov deadline. If an applicant fails to submit the SF-424 in 
Grants.gov by the deadline, they will be unable to submit their application in JustGrants.  

Once the first part of the application has been successfully submitted in Grants.gov, the 
Grants.gov Workspace status will change from “In Progress” to “Submitted.” Applicants will also 
receive a series of four Grants.gov email notifications. Refer to the DOJ Application Submission 
Checklist for additional details.  

If an applicant needs to update information in the SF-424 after it is submitted in Grants.gov, they 
can update the information as part of their JustGrants submission (see Application Contents, 
Submission Requirements, and Deadlines: Standard Applicant Information). They do not need 
to submit an update in Grants.gov.  

Submission Step 2: JustGrants Submission of Full Application 
Access/Registration  
For first-time JustGrants applicants, once the application is received from Grants.gov, DOJ will 
send an email (from DIAMD-NoReply@usdoj.gov) to the email address listed in Section 8F of 
the SF-424 with instructions on how to create a JustGrants account. This email should arrive 
within 24 hours after confirmation from Grants.gov of the SF-424 submission.  

Creating and setting up a JustGrants account consists of three steps: 
1. Follow the instructions in the email to first confirm who will be the Entity Administrator 

(the person who manages which staff can access JustGrants on behalf of the applicant). 
2. Log in to JustGrants and confirm the information in the Entity Profile.  
3. Invite other individuals who will serve as the Application Submitter and the Authorized 

Representative for the applicant to register for JustGrants.   

These steps should be completed in JustGrants as early as possible and recommended not 
later than 48 hours before the JustGrants deadline. Once registered in JustGrants, the 
Application Submitter will receive a link in an email to complete the rest of the application in 
JustGrants. Applicants can find additional information on JustGrants registration in the DOJ 
Grant Application Submission Checklist.  
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Preparing for Submission  
Some of the required sections of the application will be entered directly into JustGrants, and 
other sections will require documents to be uploaded and attached. Therefore, applicants 
should allow enough time before the JustGrants deadline to prepare, enter, and upload all the 
requirements of the application.  

Applicants may save their application in the system and add to or change the application as 
needed prior to hitting the “Submit” button at the end of the application in JustGrants. After the 
application deadline, no changes or additions can be made to the application. OJP 
recommends that applicants submit the complete application package in JustGrants at 
least 48 hours prior to the JustGrants deadline. 

For additional information, including file name and type requirements, see the “How To Apply” 
section in the Application Resource Guide. 

Standard Applicant Information 
The Standard Applicant Information section of the JustGrants application is pre-populated with 
the SF-424 data submitted in Grants.gov. The applicant will need to review the Standard 
Applicant Information in JustGrants and can make whatever edits are needed. Within this 
section, the applicant will need to add ZIP codes for areas affected by the project; confirm their 
Authorized Representative; and confirm the organization’s unique entity identifier, legal name, 
and address. 

Proposal Abstract 
A proposal abstract (no more than 2,000 characters) summarizing the proposed project must be 
completed in the JustGrants web-based form. The text from abstracts will be made publicly 
available on the OJP.gov and USASpending.gov websites if the project is awarded, so this 
section of the application should not contain any personally identifiable information (e.g., the 
name of the project director). 

The abstract should be in paragraph form without bullets or tables and written in the third person 
(e.g., they, the community, their, themselves, rather than I or we). The abstract should include 
the following information: 

• The name of the applicant’s proposed project. 
• The purpose of the proposed project (i.e., what the project will do and why it is 

necessary). 
• Where the project will take place (i.e., the service area, if applicable). 
• Who will be served by the project (i.e., who will be helped or have their needs addressed 

by the project). 
• What activities will be carried out to complete the project. 
• The subrecipient(s)/partner organizations or entities, if known. 
• Deliverables and expected outcomes (i.e., what the project will achieve). 

See the Application Resource Guide for an example of a proposal abstract. 

Data Requested With Application 
Financial Management and System of Internal Controls Questionnaire 
(including Applicant Disclosure of High-Risk Status) 
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The Financial Management and System of Internal Controls Questionnaire helps OJP assess 
what financial management and internal control systems the applicant has in place, whether 
these systems would be sufficient to maintain a funding award, and the associated potential 
risks of an applicant as part of the pre-award risk assessment process. Every OJP applicant 
(other than an individual applying in their personal capacity, not representing an applicant 
organization) is required to complete the web-based form in JustGrants. See the Application 
Resource Guide: Financial Management and System of Internal Controls Questionnaire 
(including Applicant Disclosure of High-Risk Status) for additional guidance on how to complete 
the questionnaire. 

Proposal Narrative 
Format of the Proposal Narrative: The Proposal Narrative will be submitted as an attachment 
in JustGrants. The attached document should be double-spaced, using a standard 12-point size 
font; have no less than 1-inch margins; have numbered pages; and should not exceed 10 
pages. Applicants may elect, but are not required, to use this template to submit all 
elements of the CEBR Formula proposal narrative. Tables, charts, references and other 
relevant materials may be submitted as an appendix to the proposal narrative if needed and will 
not count toward the page limit.   

Sections of the Proposal Narrative: The Proposal Narrative must include all of the four 
sections listed below. 

1. Description of the Need: What critical issue or problem is the applicant proposing to 
address with this project? Please include: 

• A brief explanation of the need, gap, or issue to be addressed by the proposed project. 
• A discussion of the challenges to improve laboratory processing capacity and/or 

reducing the turnaround times for CODIS eligible samples. 
• Supporting information, data, or evidence to demonstrate the need’s existence, size, and 

impact on the target population and community. 
• How the need relates to the purpose of the NOFO. 

2. Project Design and Implementation: What are the goals and objectives of the proposed 
project and how will the applicant implement project activities that meet those goals and 
objectives? Please include: 

• Project goals (goals are broad, visionary statements on what the applicant hopes to 
accomplish). 

• Project objectives (objectives are specific outcomes the applicant plans to achieve 
through project activities). 

• How the applicant’s goals and objectives relate to the goals and objectives of the NOFO 
(to increase the number of CODIS eligible samples analyzed in publicly funded forensic 
DNA and DNA database laboratories and/or increase the capacity of the laboratory to 
process forensic DNA and DNA database samples for CODIS entry). 

• What activities the applicant will conduct to achieve the proposed goals and objectives 
as listed in the above section. 

o The application should address the processes, policy or technology 
implementation this project will introduce and how this will impact the laboratory 
to process more CODIS eligible samples. Applicants may also discuss how the 
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approach will reduce turnaround time, increase throughput, reduce the number of 
CODIS eligible samples awaiting analysis or prevent a backlog of CODIS eligible 
samples. 

• How the applicant will deliver or complete those activities. 
• When the activities will take place. Include a timeline for the project period which may 

include procurement, validation and implementation of any new equipment or 
chemistries; when personnel expenses (hiring and/or overtime) will start to accrue; and 
for the execution of contracts.   

• Who in the applicant’s organization will staff the activities, including key staff. 
• Applicants are encouraged to consider any observed and/or anticipated increases in 

DNA submissions (e.g., legislative changes, crime trends) that would be expected to 
significantly impact the laboratory's DNA backlog and/or capacity and explain how that 
may impact the project’s expected results. 

3. Capabilities and Competencies: What administrative and technical capacity and expertise 
does the applicant bring to successfully complete this project? Please include: 

• A short description of the applicant’s capacity to deliver the proposed project and meet 
the requirements of the award, including collecting and reporting the required 
performance measure data. Who will be responsible for this task, and how will the 
applicant collect the data? Refer to Program Description: Performance Measures for 
additional details on performance measures for this funding opportunity. 

• A description of projects or activities the applicant organization has conducted, or is 
currently conducting, that demonstrate the applicant’s ability to undertake the proposed 
project activities. 

• A summary of relevant experience of team members with key responsibilities for 
implementing the project. 
 

4. Plan for Collecting the Data Required for This NOFO’s Performance Measures  
• The applicant should describe how the performance measures data will be derived, state 

who will be responsible for collecting the data, and state that the data will be available 
for review for 3 years from the date of submission of the final federal financial report (SF-
425) under the award, or as otherwise required by law. The data collection plan should 
be rigorous to ensure that the performance measures data provided are accurate, are 
auditable, and correctly measure the impact the federal funds provided. 

o The data collection plan should clearly describe both the method for the 
collection and tracking of performance measures data produced as a result of 
federal assistance provided under this NOFO and the method for reporting such 
data. 
 

o The applicant should also provide its policy on validating performance 
measures data, including who is responsible for the process of collecting and 
calculating the data, who is responsible for quality control of the data, and how 
the data will be stored. 

• To assist BJA in determining baseline national backlogs, all applicants are to submit the 
baseline backlog data in the following list as an addendum to their proposal narrative. 
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o Baseline Data Casework and Database Laboratories  
 Number of approved (vacant and filled) full-time equivalents (FTEs) in the 

biology section as of December 31, 2024.  
 Number of filled (non-vacant) FTEs in the biology section as of December 

31, 2024.  
 Staff Retention: Number of the FTEs identified in Question 2 that were in 

the biology section as of January 1, 2024.  

Definitions:  
Biology Section: The section, or sections, of the laboratory responsible for 
processing, analyzing, reporting and reviewing biological evidence and/or 
database samples (convicted offender, arrestee, etc.) for CODIS. This also 
includes serology testing within the laboratory.  
FTE: A paid position, either grant funded or state/local budget, that works the 
agency definition of a full-time workweek. This does not include interns or 
contractors not housed at the agency (e.g. part-time Marshall technical 
review position for CODIS ownership of vendor data). Typically, full-time 
FTE’s can be identified through the biology section organizational chart. 
Vacant FTE: A paid position that is unfilled. An FTE on extended and/or 
family leave is not considered vacant.  

o Baseline Backlog Data Casework Laboratories 
 Number of untested/not completed forensic biology/DNA cases on hand 

on January 1, 2024. 
 Number of untested/not completed forensic biology/DNA cases more than 

30 days old (backlogged) on January 1, 2024. 
• Please estimate the percentage of the backlogged cases that 

were from property crimes. 
 Number of new cases for forensic biology/DNA received in 2024. 

• Please estimate the percentage of these cases that were from 
property crimes. 

 Total number of forensic biology/DNA cases completed in 2024. 
• Please estimate the percentage of these cases that were property 

crimes. 
 Forensic biology/DNA cases closed by administrative means in 2024. 
 Number of untested/not completed forensic biology/DNA cases on hand 

on December 31, 2024. 
 Number of untested/not completed forensic biology/DNA cases more than 

30 days old (backlogged) on December 31, 2024. 
 The average number of days needed to complete (including peer review 

and report) nonpriority forensic DNA cases for calendar year 2024. 
Please indicate violent crime time with a “V” and the nonviolent crime time 
with “NV.” If the applicant cannot separate violent and nonviolent cases, 
give the number with no other markings. 
 

o Database Laboratories 
 Convicted Offender Samples 
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• The number of untested/not completed convicted offender 
samples on hand on January 1, 2024. 

• The number of untested/not completed convicted offender 
samples more than 30 days old (backlogged) as of January 1, 
2024. 

• The number of new convicted offender samples received in 2024. 
• The total number of convicted offender samples completed in 

2024. 
• Samples closed by administrative means (duplicates, 

nonauthorized samples, etc.) in 2024. 
• Number of untested/not completed convicted offender samples on 

December 31, 2024. 
• Number of untested/not completed convicted offender samples 

more than 30 days old (backlogged) on December 31, 2024. 
• Average number of days to complete the processing of a 

convicted offender sample (including upload to CODIS) for 
calendar year 2024. 

 Arrestee Samples 
• The number of untested/not completed arrestee samples on hand 

as of January 1, 2024. 
• The number of untested/not completed arrestee samples more 

than 30 days old (backlogged) on January 1, 2024. 
• The number of new arrestee samples received in 2024. 
• The total number of arrestee samples completed in 2024. 
• Samples closed by administrative means (duplicates, 

nonauthorized samples, etc.) in 2024. 
• Number of untested/not completed arrestee samples on 

December 31, 2024. 
• Number of untested/not completed arrestee samples more than 

30 days old (backlogged) on December 31, 2024. 
• Average number of days to complete the processing of an 

arrestee sample (including upload to CODIS) for calendar year 
2024. 

The request is for backlog data for the database laboratory, regardless of 
whether federal funding assistance is being sought for the database operation. 

See the Definitions Section for additional information on any specific terms or 
technical language. 

Project Evaluations: An applicant that proposes to use award funds to conduct project 
evaluations must follow the guidance in the “Note on Project Evaluations” section in the 
Application Resource Guide. 

Budget Worksheet and Budget Narrative (Attachment) 
The applicant will complete the budget worksheet attachment and submit it by uploading it as an 
attachment in JustGrants. See the OJP Grant Application Resource Guide for additional 
information. 
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For additional information about how to prepare a budget for federal funding, see the Application 
Resource Guide section on “Budget Preparation and Submission Information.” For details on 
the technical steps to complete the budget attachment and upload it in JustGrants, see the 
Complete the Application in JustGrants: Budget training. 

 
Permissible Uses of Funds for Forensic DNA Laboratories and DNA Database 
Laboratories 
 

• Salary and Benefits for Laboratory Employees: Funds may be used to hire 
additional full-time or part-time laboratory employees to directly process, record, screen, 
and/or analyze forensic DNA and/or DNA database samples. Funds may also be used 
to hire additional full-time or part-time laboratory employees (excluding executive 
personnel) to directly perform capacity enhancement-specific activities such as 
validating new DNA analysis technologies for the forensic DNA laboratory and/or the 
laboratory responsible for analysis of DNA database samples. 
 

• Overtime for laboratory staff: Funds may be used to pay overtime for laboratory 
employees (excluding executive personnel) to directly process, record, screen, and/or 
analyze forensic DNA and/or DNA database samples. Funds may also be used to pay 
overtime for existing laboratory employees to directly perform capacity enhancement-
specific activities such as validating new DNA analysis technologies for the forensic DNA 
or DNA database laboratory. Any payments for overtime must be in accordance with the 
applicable provisions of the Grants Financial Guide. 
 

• Training (Limited): Funds may be used to train forensic DNA laboratory and DNA 
database laboratory personnel on topics directly related to and relevant to their specific 
job functions (e.g., continuing education topics to satisfy the FBI’s Quality Assurance 
Standards). For a list of topics that are not allowable, see “Expenses that are not 
Permitted” below. 
 

• Travel (Limited): Funds may be used for travel to conduct the required site visits of 
public or private accredited laboratories that will be conducting DNA analyses on behalf 
of the eligible state or unit of local government to review procedures and practices prior 
to initial sample shipment. Funds may be used to make one additional unannounced 
site visit. 
 
Funds may also be used for travel associated with DNA training, as described in the 
“Training (Limited)” section. 

Travel expenses must be reasonable and comply with the applicable provisions of the 
grant award terms and award conditions, the DOJ Grants Financial Guide, the recipient’s 
(and any subrecipient’s) written policies, and DOJ regulations (Part 200 Uniform 
Requirements). 

Justification for the number of staff traveling and the benefit of their attendance at the 
annual event must be included, as well as justification why other forms of travel/training 
(e.g., webinars or review of journal articles) are not sufficient. 
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• Equipment: In general, funds may be used to upgrade, replace, or purchase laboratory 
equipment, instrumentation, and associated computer hardware for the forensic DNA 
and/or the DNA database laboratory. See “Expenses That Are Not Permitted,” below, 
for specific equipment items that are excluded from the FY 2025 program. 

Requests for equipment must be adequately justified with demonstrated need and be 
associated with the NOFO’s objectives. Computer hardware updates must be based on 
new technology and/or software upgrades to instrumentation. 

• Supplies: Justification for supplies must include support for the number of units 
requested and reasoning for the request. Recipients are expected to use expendable 
supplies, including kits, prior to their expiration date and by no later than the end date of 
the award. 

o Laboratory supplies for validation: Allowable supply expenses include the 
purchase of laboratory supplies that can be directly attributed to the validation of 
new DNA analysis technologies (instruments, processes, or chemistries). 
 

o Laboratory supplies for DNA sample analysis: Allowable supply expenses 
include laboratory supplies that can be directly attributed to the processing, 
recording, screening, and analysis of forensic DNA casework and/or DNA 
database samples for inclusion in CODIS. 
 

o Collection kits for database samples: Collection kits for database samples 
(convicted offender or arrestee) may be purchased. 

• Contracts 

o Contracts for analysis of forensic DNA casework samples or DNA database 
samples to public or private accredited DNA laboratories: Funds may be 
used to send forensic DNA and/or DNA database samples to fee-for-service 
laboratories to conduct DNA analyses. Funds may also be used to enter into 
agreements with government-owned laboratories to conduct forensic DNA and/or 
DNA database sample analyses, perform a data review, enter eligible DNA 
profiles into CODIS, and, where applicable, upload to NDIS. All obligations 
properly incurred by the end of the federal award must be liquidated no later than 
120 days after the end date of the award. Properly obligated awards will have the 
full liquidation period for remaining expenditures. No new obligations may be 
made during the liquidation period. 
 

o Contracts for analysis of forensic DNA casework samples or DNA database 
samples to public or private accredited DNA laboratories: Funds may be 
used to send forensic DNA and/or DNA database samples to fee-for-service 
laboratories to conduct DNA analyses. Funds may also be used to enter into 
agreements with government-owned laboratories to conduct forensic DNA and/or 
DNA database sample analyses, perform a data review, enter eligible DNA 
profiles into CODIS, and, where applicable, upload to NDIS. All obligations 
properly incurred by the end of the federal award must be liquidated no later than 
120 days after the end date of the award. Properly obligated awards will have the 
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full liquidation period for remaining expenditures. No new obligations may be 
made during the liquidation period. 
 
Every laboratory that is contracted to conduct forensic DNA or DNA database 
sample analyses under this program must undergo an external audit, not less 
than once every 2 years, that demonstrates compliance with the requirements of 
the QAS for Forensic DNA Testing Laboratories and/or the QAS for DNA 
Database Laboratories established by the Director of the FBI, and must be 
accredited by a nonprofit professional organization actively involved in forensic 
science that is nationally recognized within the forensic science community. 
 

o Contracts for DNA audits: DNA laboratories may establish contracts with 
vendors (individuals or entities) that can provide an external DNA audit once 
every 2 years, as required by the QAS for Forensic DNA Testing Laboratories 
and/or the QAS for DNA Database Laboratories established by the Director of the 
FBI. 
 
As part of the decision whether to award a contract to a vendor for a DNA audit, 
an award recipient is expected to carefully examine any costs charged by the 
vendor, including auditor fees (refer to Consultant Rate section for more 
information) and auditor travel expenses, and to determine whether all such 
charges are reasonable and justified. All audit-related costs must be detailed in 
the budget. Note that BJA will use the rates established by the General Services 
Administration as a benchmark in examining the reasonableness of audit-related 
travel expenses. 
 
Auditors must meet the requirements specified in the QAS Forensic DNA Testing 
Laboratories and/or the QAS for DNA Database Laboratories. 
 

o Contracts for process mapping or other efficiency studies: Contracts 
may be established for an outside vendor to conduct a process mapping or 
efficiency-type study, such as a Lean Six Sigma-type efficiency study, of the DNA 
laboratory. One of the potential benefits from such an approach is highlighted in 
the report, Increasing Efficiency of Forensic DNA Casework Using Lean Six 
Sigma Tools. 
 

o Warranty, service, or maintenance contracts for equipment: Contracts 
may be established to provide warranty, service, or maintenance contracts for 
laboratory equipment. 
 

o Contracts for temporary laboratory employees: Contracts may be 
established to hire personnel to process, record, screen, and analyze forensic 
DNA casework; to process, record, and analyze DNA database samples; or to 
perform capacity enhancement activities such as validating new DNA analysis 
technologies. Contracts may be established for data review in accordance with 
the QAS Forensic DNA Testing Laboratories and/or the QAS for DNA Database 
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Laboratories. 
 

o Contracts for validation studies of new DNA analysis technologies: 
Contracts may be established for an outside vendor to validate new instruments, 
processes, or chemistries that are NDIS approved within the DNA laboratory. 
 

o Contracts for in-house training services: Contracts may be established for 
an outside vendor to provide in-house training that is directly related to the 
program objectives in this NOFO to laboratory personnel directly involved in the 
processing, recording, screening, and/or analysis of forensic DNA or DNA 
database samples. See “Training” for more information about allowable training 
expenses. 

• Direct administrative expenses: Up to 3 percent of the federal portion of an award 
under this program may be used for direct administrative expenses specifically related 
to grant administration and management, including travel and training costs related to 
federal grant management. 
 

• Costs associated with and including accreditation: Details regarding the costs 
associated with accreditation and justification for these costs must be included within the 
budget narrative. 
 

• Software: Allowable software is that which is associated with running the DNA 
laboratory. Allowable purchases may include, but are not limited to, software and 
licenses associated with running DNA instrumentation; software associated with running 
temperature monitoring systems and other quality control systems; licenses for existing 
LIMS users in the forensic biology and/or DNA laboratory who are directly involved in the 
processing, recording, screening, or analysis of forensic DNA or DNA database samples; 
and software for DNA mixture interpretation. 
 

• Laboratory Information Management System 

o New LIMS to upgrade or replace existing systems: Contracts may be 
established to purchase and install a new LIMS, to upgrade or replace an 
existing system, or to install a LIMS in a laboratory previously without one. 
Projects to purchase and install a new LIMS are expected to be completed by 
the end of the 2-year award period. Applicants should consider a phased 
approach and submit requests for one phase or more, if appropriate, that can be 
completed within the 2-year timeframe of the DNA CEBR award. 
 

o Existing LIMS: Contracts may be established to purchase and add DNA 
modules to an existing LIMS, extra licenses for the DNA Unit users of an existing 
LIMS system, or software upgrades for an existing LIMS or DNA module. NOTE: 
See the definitions section of the NOFO for additional information. 
 

o Accessories for existing LIMS: Accessories for an existing LIMS in the forensic 
biology and/or DNA section of the laboratory may be purchased. Allowable 
accessories include items such as barcode printers and barcode scanners; 
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however, these do not include hardware items such as laptops, desktop 
computers, or computer tablets. A detailed justification for these items would 
need to be submitted with the application documents. 
 

o Annual maintenance and service contracts and licensing agreements for 
new and existing LIMS: Contracts may be established for annual maintenance 
and service contracts, as well as licensing agreements for users in the forensic 
biology/DNA section of the laboratory. 

• Renovations: Funds may be used to upgrade existing laboratory and office space in 
the forensic biology and DNA section to accommodate new equipment, more personnel, 
or to renovate an existing space to a more efficient layout to increase the number of 
samples that can be processed, to decrease the turnaround time of casework or 
database samples, reduce the backlog, or prevent a backlog from occurring. 
Renovations do not include new construction of a building or construction of a new 
room(s) on to an existing building. 
 
Renovations may include electrical, plumbing, and construction of new walls within the 
“four walls” of the existing space. Examples may include expansion of the office space to 
accommodate additional analysts, reconfiguring an existing office space for analysts to 
allow for a more efficient layout, expansion of the laboratory space to accommodate 
additional equipment or additional workspaces, or reconfiguring the laboratory space to 
close off a dedicated screening area so alternate light sources can be used effectively.  
See Expenses That Are Not Permitted section for additional information regarding office 
furniture and supplies. 
 
Applicants should consider undertaking large renovation projects in a phased approach, 
and requests for one or more (if appropriate) phases must be completed in the 2-year 
timeframe of the DNA CEBR award.  
 
Funding for this component must not exceed $200,000.   

Expenses That Are Not Permitted 
Federal funds awarded under this program may only be used for the permissible uses of funds 
outlined above. Among other things, funds may not be used for: 
 

• Salaries and benefits, other than as discussed in “Permissible Uses of Funds.” 

• Travel, other than authorized travel expenses associated with appropriate DNA training 
and visits to outsourcing laboratories as discussed in “Permissible Uses of Funds.” 

• Travel and training costs for continuing education/training opportunities that are 
associated with professional meetings and conferences (including workshops provided 
at such meetings and conferences) that exceed 8 percent of the total award. More in 
depth training opportunities, such new analyst training, that cumulatively with other 
continuing education/training exceed 8percent of the total award may be considered on 
a case-by-case basis. 
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• Education that is of primary benefit to an individual (e.g., doctoral degree), personal 
development training (e.g., general human resources or staff retention trainings), or 
other trainings that are not directly related to the operation of a forensic DNA laboratory. 

• Trial testimony (e.g., hearings, jury/judge trials, depositions) and associated travel costs. 

• Construction, other than as discussed in “Renovations.” 

• Direct administrative expenses that exceed 3 percent of the federal portion of the award. 

• Equipment and Office Furniture/Supplies: 

o Only equipment directly related to DNA analysis (e.g., printers connected directly 
to genetic analyzers or CODIS terminals) is allowable under this award. 
Therefore, it is expected that the grantee provides standard office supplies to 
staff which includes, but is not limited to, computers, monitors, paper, pens, toner, 
printer cartridges, office/modular furniture, chairs, tables, floor mats, “basic 
supplies,” etc. 
 

o Purchase of equipment or technologies that have not been approved for use by 
the National DNA Index System, including personnel and supplies that would be 
needed to validate equipment or technologies not approved for use by NDIS. 
This includes Rapid DNA Analysis instruments or supplies proposed to be used 
in a way not compatible with the FBI’s most recent QAS revision and explicitly 
approved by NDIS, or other instruments not available for purchase through a 
commercial entity.  See definitions section for additional information about Rapid 
DNA. 

Costs Associated With a Conference/Meeting/Training: An applicant that proposes to use 
award funds for activities related to a conference, meeting, training, or similar event should 
review the Application Resource Guide for information on prior approval, planning, and reporting 
costs for a conference/meeting/training. 

Costs Associated With Language Assistance and Access: If an applicant proposes a 
program or activity that would deliver services or benefits to individuals, the costs of taking 
reasonable steps to provide meaningful access to those services or benefits for individuals with 
limited English proficiency may be allowable in specific grant programs. Costs to provide 
reasonable accommodation and facilitate language access for individuals who are deaf or hard 
of hearing may also be allowable in specific grant programs. See the Application Resource 
Guide for information on costs associated with language assistance 

For additional information about how to prepare a budget for federal funding, see the Application 
Resource Guide section on “Budget Preparation and Submission Information” and the technical 
steps to complete the budget form in JustGrants in the Complete the Application in JustGrants: 
Budget training. 

Budget and Associated Documentation: Budget/Financial Attachments 
 
Formula CEBR Budget Certification: Applicants must submit a signed and completed 
Formula DNA CEBR Program Budget Certification form. This form, to be filled out by the 
applicant, outlines the proportion of funding that is planned to be used for (1) processing 
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database samples for CODIS, (2) processing crime scene samples for CODIS (shall be a 
minimum of 40 percent of the award) and (3) increasing the capacity of the laboratory to 
process crime scene and/or database samples for CODIS. Review the DNA CEBR Guidance 
Fact Sheet for more information on how to complete the form.  
 
Indirect Cost Rate Agreement (if applicable): An applicant with a current, federally approved 
indirect cost rate agreement should upload it as an attachment in JustGrants. 

Indirect costs are costs of an organization that are not readily assignable to a particular project 
but are necessary for the operation of the organization and the performance of the project. 
Examples of costs usually treated as indirect include those incurred for operation and 
maintenance of offices or workspaces and salaries of administrative or support staff. The 
requirements for the development and submission of indirect cost proposals and cost allocation 
plans are listed in Appendices III–VII of 2 C.F.R. Part 200. A non-federal applicant should follow 
the guidelines applicable to its type of organization. See the DOJ Grants Financial Guide and 
the OJP Grant Application Resource Guide for additional information on indirect cost rate 
agreements. 

Consultant Rate (if applicable): OJP has established maximum rates for consultants; see the 
“Listing of Costs Requiring Prior Approval” section of the DOJ Grants Financial Guide for more 
information. If an applicant proposes a rate for a consultant on their project that is higher than 
the established maximum rate and receives an award, then the award recipient must submit a 
document requesting approval for the rate and cannot incur costs at the higher rate without prior 
OJP approval. The award recipient must provide justification for why the proposed rate is higher 
than the established maximum rate, such as why the rate is reasonable and consistent with that 
paid for similar services in the marketplace.   

Limitation on Use of Award Funds for Employee Compensation for Awards Over 
$250,000; Waiver (if applicable): This notice of funding opportunity expressly modifies the OJP 
Grant Application Resource Guide by not incorporating the “Limitation on Use of Award Funds 
for Employee Compensation; Waiver” provisions in the “Financial Information” section of the 
OJP Grant Application Resource Guide. 

Disclosure of Process Related to Executive Compensation (if applicable): This notice of 
funding opportunity expressly modifies the Application Resource Guide by not incorporating its 
“Disclosure of Process Related to Executive Compensation” provisions. Applicants to this 
funding opportunity are not required to provide this disclosure. 

Additional Application Components 
The applicant should attach the additional requested documentation listed below in JustGrants. 

• DNA CEBR Program Eligibility Certification: Each applicant must submit a signed 
and completed DNA Capacity Enhancement for Backlog Reduction (CEBR) Program 
Eligibility Certification form. This document further outlines requirements for a state or 
unit of local government to be eligible to receive a grant under the DNA CEBR Formula 
program. The certification must be submitted on the template provided.  

 
• Program Income Declaration: All applications submitted in response to this NOFO are 

to comply with the Program Income Policy for the FY25 DNA CEBR Program. Applicants 
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should carefully read the updated policy to complete the FY25 DNA CEBR grant 
application as well as to ensure compliance with the policy post-award. 

 
Applicants are to submit a Program Income Declaration with their grant applications. The 
declaration should be attached as a separate document in the grant application, and the 
electronic file should be labeled as “Program Income Declaration.”  

 
The Program Income Declaration should indicate one of the four statuses below for the 
applicant in light of any proposed activities to be funded by a grant award.  
 

1. Does not employ a fee-for-service model or otherwise accept compensation from 
external organizations or jurisdictions to conduct DNA sample testing.  

2. Employs a fee-for-service model or otherwise accepts compensation from 
external organizations or jurisdictions to conduct DNA sample testing but does 
not plan to use grant funds for any fee-for-service- related activity.  

3. Employs a fee-for-service model or otherwise accepts compensation from 
external organizations or jurisdictions to conduct DNA sample testing and does 
plan to accept fees for activities and/or services performed using grant funds, in 
whole or in part, from the programs referenced in this policy.  

4. Employs a fee-for-service model or otherwise accepts compensation from 
external organizations or jurisdictions to conduct DNA sample testing but can 
claim the exclusion in Section 8 of the Program Income Policy and can produce 
the required documentation in support of this exclusion.  

 
• Potential Environmental Impact: The National Environmental Policy Act (NEPA) of 

1969 (Public Law No. 90-190; 42 U.S.C. § 4371, et seq.) established a national policy to 
promote the protection and enhancement of the environment. This policy was in 
response to growing concerns about the ecological balance and preservation of wildlife 
in the United States while meeting the demands of a growing population. Any BJA grant 
recipient with a project involving construction, expansion, renovation, facility planning, 
site selection, site preparation, and security or facility upgrades must be in compliance 
with the NEPA requirements during the initiation of the project as part of its planning, site 
selection, and site preparation. The BJA grant recipient must complete the NEPA 
process prior to actual construction, expansion, renovation, or remodeling (including 
security upgrades). Additionally, any BJA grant recipient with a project involving the use 
of chemicals must complete the NEPA process prior to project initiation. 
 
A Categorical Exclusion (CATEX)—a class of actions that, either individually or 
cumulatively, would not have a significant effect on the human environment and 
therefore would not require preparation of an environmental assessment or 
environmental impact statement under NEPA—may be available for some projects 
where the environmental impact is minimal. A Programmatic Environmental Assessment 
(PEA) has been conducted that may cover certain projects, particularly those limited to 
routine indoor laboratory activities.  

Alternatively, a grant recipient may be required to conduct an environmental assessment 
(EA), to assess the need for a project or proposed action, alternatives to the 
project/action, and the environmental impacts of the proposed and alternative 
project/action. If a grantee is required to conduct an EA, BJA will provide this service free 
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of charge. Applicants do not need to allocate funding for this process in their grant 
applications.  

Depending on a review of the project, after award grant recipients may be asked to 
provide additional information, so BJA can determine if either the CATEX or the PEA 
completes the NEPA process for particular projects or if an EA is necessary. For more 
information regarding NEPA, please visit https://bja.ojp.gov/national-environmental-
policy-act-nepa-guidance . 

• Proof of DNA Laboratory Accreditation: Acceptable types of documentation of current 
accreditation include an electronic (scanned) copy of the current accreditation 
certificate(s), a digital photograph of the current accreditation certificate(s), or a letter 
from the accrediting body that includes the certificate number. Additionally, if a certificate 
references another document that contains key information on the type or scope of the 
accreditation, provide a copy of that supplemental documentation.  
 

• Tribal Authorizing Resolution (if applicable): An application in response to this NOFO 
may require inclusion of Tribal authorizing documentation as an attachment. If 
applicable, the applicant will upload the Tribal authorizing documentation as an 
attachment in JustGrants. See the Application Resource Guide for information on Tribal 
authorizing resolutions. 

• Timeline: Provide a timeline listing key activities and milestones, and the quarters 
during which they will take place. 

Disclosures and Assurances 
The applicant will address the following disclosures and assurances.  

Disclosure of Lobbying Activities: JustGrants will prompt each applicant to indicate if it is 
required to complete and submit a lobbying disclosure under 31 U.S.C. § 1352. 

The applicant is required by law to complete and submit a lobbying disclosure form (Standard 
Form/SF-LLL) if it has paid or will pay any person to lobby in connection with the award for 
which it is applying AND this application is for an award in excess of $100,000. This disclosure 
requirement is not applicable to such payments by an Indian Tribe, Tribal organization, or any 
other Indian organization that are permitted by other federal law.  

Lobbying means (for this requirement) influencing or attempting to influence an officer or 
employee of any agency, a member of Congress, an officer or employee of Congress, or an 
employee of a member of Congress.  See 31 U.S.C. 1352; 28 C.F.R. part 69.  Note: Most 
applicants do not engage in activities that trigger this disclosure requirement. 

An applicant that is not required by law (31 U.S.C. 1352) to complete and submit a lobbying 
disclosure, should enter “No.”  By doing so, the applicant is affirmatively asserting (under 
applicable penalties) that it has nothing to disclose under 31 U.S.C. § 1352 with regard to the 
application for the award at issue. 

Disclosure of Duplication in Cost Items: To ensure funding coordination across grantmaking 
agencies, and to avoid unnecessary or inappropriate duplication of grant funding, the applicant 
must disclose if it has any pending applications for federal funding, including pending 
applications for subawards of federal funds, for the same project and the same budget items 
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included in this proposal. Complete the JustGrants Applicant Disclosure of Duplication in Cost 
Items form. See the Application Resource Guide for additional information. 

DOJ Certified Standard Assurances: Review and accept the DOJ Certified Standard 
Assurances in JustGrants. See the Application Resource Guide for additional information. 

DOJ Certifications: Review the DOJ document Certifications Regarding Lobbying; Debarment, 
Suspension and Other Responsibility Matters; Drug-Free Workplace Requirements; 
Coordination with Affected Agencies. An applicant must review and sign the certification 
document in JustGrants. See the Application Resource Guide for more information. 

Applicant Disclosure and Justification – DOJ High-Risk Grantees (if applicable): If 
applicable, submit the DOJ High-Risk Disclosure and Justification as an attachment in 
JustGrants. A DOJ high-risk recipient is an award recipient that has received a DOJ high-risk 
designation based on a documented history of unsatisfactory performance, financial instability, 
management system or other internal control deficiencies, noncompliance with award terms and 
conditions on prior awards, or that is otherwise not responsible. See the Application Resource 
Guide for additional information. 

Submission Dates & Times 
Refer to Basic Information: Key Dates and Times for the submission dates and times. 

Applicants should submit their applications as early as possible and recommended not later 
than 48 hours before the deadlines. To be considered timely, the full application must be 
submitted in JustGrants by the JustGrants application deadline. Applicants will use the “Certify 
and Submit” feature in JustGrants to confirm that all required application components have been 
entered, which includes identifying the Authorized Representative for the applicant. Once the 
application is submitted, the Application Submitter, Authorized Representative, and Entity 
Administrator receive a confirmation email.  

An applicant will receive emails after successfully submitting application components in 
Grants.gov and JustGrants and should retain all emails and other confirmations received from 
the SAM.gov, Grants.gov, and JustGrants systems. 
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Experiencing Technical Issues Preventing Submission of 
an Application (Technical Waivers) 

If an applicant misses a deadline due to unforeseen technical issues with SAM.gov, 
Grants.gov, or JustGrants, the applicant may request a waiver to submit an application 
after the deadline. OJP will only consider requests to submit an application via 
alternative methods or after the deadline when the applicant can document that there is 
a technical issue with a government system that was beyond their control and that 
prevents submission of the application via the standard process prior to the deadlines. 
Issues resulting from circumstances within the applicant’s control, such as failure to 
begin the SAM.gov, Grants.gov, or JustGrants registration and application process in 
sufficient time, will not be considered. 

Requests and documentation must be sent to the OJP Response Center at 
OJP.ResponseCenter@usdoj.gov. Applicants should follow these steps if they 
experience a technical issue: 

1. Contact the relevant help desk to report the issue and receive a tracking 
number. 

See Basic Information: Contact Information for the phone numbers, email 
addresses, and operating hours of the SAM.gov, Grants.gov, and JustGrants 
help desks. Reports of technical issues to the help desk must occur before the 
application deadline.  

If an applicant calls the help desk and experiences a long wait time, they can 
also email the help desk to obtain a tracking number. Tracking numbers are 
generated automatically when an applicant emails the applicable service desk, 
and for this reason, long call wait times for support do not relieve the applicant 
of the responsibility of getting a tracking number. 

2. If an applicant has technical issues with SAM.gov or Grants.gov, the 
applicant must contact the OJP Response Center at 
OJP.ResponseCenter@usdoj.gov within 24 hours of the Grants.gov 
deadline to request approval to submit after the deadline. The applicant’s 
request will need to include: 

• A description of the technical difficulties experienced (provide 
screenshots if applicable). 

• A timeline of the applicant’s submission efforts (e.g., date and time the 
error occurred, date and time of actions taken to resolve the issue and 
resubmit, and date and time support representatives responded). 
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• An attachment of the complete grant application and all the 
required documentation and materials (this serves as a “manual” 
submission of the application). 

• The applicant’s unique entity identifier (UEI). 
• Any SAM.gov, Grants.gov, and JustGrants Service Desk 

tracking/ticket numbers documenting the technical issue. 

3. If an applicant has technical issues with JustGrants that prevent 
application submission by the deadline, the applicant must contact 
the OJP Response Center at OJP.ResponseCenter@usdoj.gov 
within 24 hours of the JustGrants deadline to request approval to 
submit after the deadline. See step 2 for the list of information the 
applicant must provide as part of its request. 

As a reminder: the waiver request will not be considered unless it includes 
documentation of attempts to receive technical assistance to resolve the issue 
prior to the application deadline. OJP will review each waiver request and the 
required supporting documentation and notify the applicant whether the request 
for late submission has been approved or denied. An applicant that does not 
provide documentation of a technical issue (including all information previously 
listed), or that does not submit a waiver request within the required time period, 
will be denied.  

For more details on the waiver process, OJP encourages applicants to review 
the “Experiencing Technical Issues” section in the Application Resource Guide. 
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APPLICATION REVIEW 

Review Process and Criteria 
OJP will review applications to ensure the information presented is reasonable, 
understandable, measurable, achievable, and consistent with the goals of the 

funding opportunity. See the OJP Grant Application Resource Guide for information on the 
application review process for formula grants. 

Risk Review 
Pursuant to the Part 200 Uniform Requirements, before award decisions are made, OJP also 
reviews information related to applicant risk. OJP assesses whether an applicant with one or 
more prior federal awards has a satisfactory record of performance, integrity, and business 
ethics, including by (among other things) checking whether the applicant is listed in SAM.gov as 
excluded from receiving a federal award. 

Depending on the severity and nature of the risk factors, the risk assessment may result in 
additional post-award conditions and oversight for any awarded applicant. 

In addition, if OJP anticipates that an award will exceed $250,000 in federal funds, OJP also 
must review and consider any information about the applicant that appears in the non-public 
segment of the integrity and performance system accessible through SAM.gov. 

Important Note on Responsibility/Qualification Data (formerly FAPIIS): An applicant may 
review and comment on any information about its organization that currently appears in 
SAM.gov and was entered by a federal awarding agency. OJP will consider such comments by 
the applicant, in addition to the other information in SAM.gov, in its assessment of the risk posed 
by the applicant. 

Selection Process 
All final award decisions will be made by the Assistant Attorney General, unless a statute 
explicitly authorizes award decisions by another official or there is written delegation of authority 
to another official. This official may consider not only program office recommendations but also 
other factors as indicated in the “Application Review” section. For additional information on the 
application review process, see the Application Resource Guide. 
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AWARD NOTICES 

Federal Award Notices 
For successful applicants, JustGrants will send a system-generated email to the 
Application Submitter, Authorized Representative, and Entity Administrator with 

information on accessing their official award package in JustGrants. The award package will 
include key information (such as funding amount and period of performance) as well as award 
conditions that must be followed. An authorized representative for the entity should accept or 
decline the award within 45 days of the notification. See the Application Resource Guide for 
information on award notifications and instructions. 
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POST-AWARD REQUIREMENTS AND 
ADMINISTRATION 

Reporting 
All award recipients under this NOFO will be required to submit the following 

reports and data: 

• Quarterly financial reports. 
• Semi-annual performance reports. 
• Final financial and performance reports. 
• If applicable, an annual audit report in accordance with the Part 200 Uniform 

Requirements or specific award conditions. 
• Performance reporting must include a summary of activities carried out under the grant 

and an assessment of whether such activities are meeting the needs identified in the 
application. 

See the Application Resource Guide for additional information on specific post-award reporting 
requirements, including performance measure data and the method for submitting reports in 
OJP’s online systems. Future awards and fund drawdowns may be withheld if reports are 
delinquent (in appropriate cases, OJP may require additional reports). 

Performance Measure Reporting 

Award recipients are required to submit performance measure data in the Performance 
Measurement Tool (PMT) semi-annually and separately submit a semi-annual performance 
report in JustGrants. Applicants selected for an award will receive further guidance on post-
award reporting processes.  

Program- and Award-Specific Award Conditions 
OJP includes various conditions on its awards. These may include program-specific conditions, 
which typically apply to all recipients of a funding opportunity, and award-specific conditions, 
which are included to address recipient-specific issues (e.g., programmatic or financial risk). 
Recipients may view all conditions, and actions required to satisfy those conditions, in the award 
package in JustGrants. 

Administrative, National Policy, and Other Legal Requirements 
If selected for funding, in addition to implementing the funded project consistent with the OJP-
approved application, the recipient must comply with all award conditions and all applicable 
requirements of federal statutes and regulations, including the applicable requirements referred 
to in the assurances and certifications executed in connection with award acceptance. For 
additional information on these legal requirements, see the “Administrative, National Policy, and 
Other Legal Requirements” section in the Application Resource Guide. 

Civil Rights Compliance  
If a successful applicant accepts funding from OJP—as a recipient of OJP funding—that award 
recipient must comply with certain federal civil rights laws that prohibit the award recipient from 
discriminating on the basis of race, color, national origin, sex, religion, or disability in how it 
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delivers its program’s services or benefits and in its employment practices. The civil rights laws 
that may be applicable to the award include, but are not limited to, Title VI of the Civil Rights Act 
of 1964, the nondiscrimination provisions of the Omnibus Crime Control and Safe Streets Act of 
1968, and Section 504 of the Rehabilitation Act of 1973. These and other federal civil rights laws 
are discussed in greater detail on OJP’s Legal Overview—FY 2025 Awards webpage under the 
“Civil Rights Requirements” section. Additional resources are available from the OJP Office for 
Civil Rights. 

Compliance with Federal civil rights and nondiscrimination laws is material to the government’s 
decision to make any award and payment under this program, including for purposes of the 
False Claims Act, and each recipient will be required to certify (in its acceptance of the 
conditions of the award) that it does not operate any programs (including any such programs 
having components relating to diversity, equity, and inclusion) that violate any applicable Federal 
civil rights or nondiscrimination laws. 

See OJP’s Partnerships with Faith-Based and Other Neighborhood Organizations webpage for 
specific information for faith-based organizations applying under this NOFO.  

Financial Management and System of Internal Controls 
Award recipients and subrecipients (including recipients or subrecipients that are pass-through 
entities) must, as described in the Part 200 Uniform Requirements set out at 2 C.F.R. 200.303, 
comply with standards for financial and program management. See the Application Resource 
Guide for additional information. 

Information Technology Security Clauses 
An application in response to this NOFO may require inclusion of information related to 
information technology security. See the Application Resource Guide for more information. 

Other Reporting Requirements 
Applicants and recipients are required to notify OJP if you know that you or any of your 
organization’s principals for the award transaction are presently excluded or disqualified (i.e., 
debarred or suspended) or otherwise meet any of the criteria in 2 C.F.R. 180.335. Recipients 
must comply with requirements in 2 C.F.R. Part 180, as implemented by DOJ in 2 C.F.R. Part 
2867, which, among other things, require recipients to check certain information sources and, in 
some cases, notify the federal awarding agency prior to the agency awarding federal funds via 
contracts or subawards. 

If a recipient’s award includes a federal share of more than $500,000 over the period of 
performance of the award, then the award (per 2 C.F.R. 200.113) will include a condition that 
may require the recipient to report and maintain certain information (relating to certain criminal, 
civil, and administrative proceedings) in SAM.gov. See the Reporting Requirements page for 
more information. 
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OTHER INFORMATION 

Information Regarding Potential Evaluation of 
Programs and Activities 
OJP may conduct or support an evaluation of the projects and activities funded 

under this NOFO. For additional information on what should be included in the application, see 
the Application Resource Guide section “Information Regarding Potential Evaluation of 
Programs and Activities.” 

Freedom of Information and Privacy Act 
See the Application Resource Guide for important information on the Freedom of Information 
and Privacy Act (5 U.S.C. §§ 552 and 552a). 

Applicants are advised not to include any unnecessary personally identifiable information, 
sensitive law enforcement information, or confidential financial information with the application. 

Provide Feedback to OJP 
See the Application Resource Guide for information on how to provide feedback to OJP. 
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APPLICATION CHECKLIST 
BJA FY25 DNA Capacity Enhancement for Backlog Reduction (CEBR) – 
Formula Grants Program 

This application checklist has been created as an aid in developing an 
application. For more information, reference the “OJP Application Submission Steps” in the OJP 
Grant Application Resource Guide and the DOJ Application Submission Checklist. 

SAM.gov Registration/Renewal 
• Confirm that your entity’s registration in the System for Award Management (SAM.gov) is 

active through the NOFO period; submit a new or renewal registration in SAM.gov, if 
needed (see Application Resource Guide). 

Grants.gov Registration 
• Acquire an Authorized Organization Representative (AOR) and a Grants.gov username 

and password (see Application Resource Guide). 
• Acquire AOR confirmation from the E-Business Point of Contact (E-Biz POC) (see 

Application Resource Guide). 

Grants.gov Opportunity Search 
• Search for the funding opportunity in Grants.gov using the opportunity number, 

assistance listing number, or keyword(s). 
• Access the funding opportunity and application package (see Step 7 under “OJP 

Application Submission Steps” in the Application Resource Guide). 
• Sign up for Grants.gov email notifications (optional) (see Application Resource Guide). 

Funding Opportunity Review and Project Planning 
• Review all sections of the NOFO. 
• Confirm your entity is eligible to receive funding (see Eligibility: Eligible Applicants). 
• Confirm your proposed budget is within the allowable limits (see Basic Information: 

Funding Details), includes only allowable costs (see Application Contents, Submission 
Requirements, and Deadlines: Budget Worksheet and Budget Narrative), and includes 
cost sharing if applicable (see Eligibility: Cost Sharing/Match Requirements).  

• Review the performance measures for this funding opportunity and confirm you will be 
prepared to collect and report on this data (see Program Description: Performance 
Measures). 

• Review the “Legal Overview—FY 2025 Awards” in the OJP Funding Resource Center 
and confirm you are prepared to follow the requirements. 

• Read OJP policy and guidance on conference approval, planning, and reporting under 
“Listing of Costs Requiring Prior Approval” in the DOJ Grants Financial Guide or see the 
Application Resource Guide. 

Submission Step 1: Grants.gov 
After registering with SAM.gov, submit the SF-424 in Grants.gov. 

• Complete and submit the SF-424 by the deadline. 
• Confirm Section 8F of the SF-424 lists the name and contact information of the individual 

who will complete the application in JustGrants.  
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• Confirm that, within 48 hours of your submission in Grants.gov, you receive four (4) 
Grants.gov email notifications: 

o A submission receipt 
o A validation receipt 
o A grantor agency retrieval receipt 
o An agency tracking number assignment 

• If no Grants.gov receipt and validation email is received, or if error notifications are 
received, contact the Grants.gov Customer Support Hotline at 800-518-4726, 606-545-
5035, or support@grants.gov regarding technical difficulties (see the Application 
Resource Guide section on “Experiencing Unforeseen Technical Issues”). 

• Confirm that, within 24 hours after receipt of confirmation emails from Grants.gov, the 
individual listed in Section 8F of the SF-424 receives an email from JustGrants with login 
instructions. 

Submission Step 2: JustGrants 
• Complete the following information: 

o Entity and User Verification (first-time applicants) 
o Standard Applicant Information 
o Proposal Abstract 
o Financial Management and System of Internal Controls Questionnaire (see 

Application Resource Guide) 
• Upload the Proposal Narrative. 
• Complete the budget worksheet and budget narrative attachment. 
• Upload the other budget/financial attachments, as applicable. 

o Signed and completed DNA Capacity Enhancement for Backlog Reduction 
(CEBR) Formula Program Budget Certification form.  

• Upload additional application components, as applicable. 
o Signed and completed DNA Capacity Enhancement for Backlog Reduction 

(CEBR) Program Eligibility Certification form 
o Proof of DNA Laboratory Accreditation 
o Program Income Declaration 

• Complete the required disclosures and assurances: 
o Disclosure of Lobbying Activities and submission of SF-LLL, if prompted by the 

system 
o Disclosure of Duplication in Cost Items 
o DOJ Certified Standard Assurances 
o Applicant Disclosure and Justification – DOJ High-Risk Grantees 

• Complete the required DOJ Certification on Lobbying; Debarment, Suspension and 
Other Responsibility Matters; Drug-Free Workplace Requirements; Coordination with 
Affected Agencies. 

JustGrants Review, Certification, and Application Submission 
• Address any validation errors displayed on screen after attempted submission, then 

return to the “Certify and Submit” screen to submit the application.  
• Note the confirmation message at the top of the page. Users will also receive a 

notification in the “bell” alerts confirming submission.  
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• If you do not receive an application submission confirmation email or validation from 
JustGrants, or if you receive an error notification, please contact the JustGrants Service 
Desk at 833-872-5175 or JustGrants.Support@usdoj.gov. See the Application Resource 
Guide for additional information. 
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Certificate Of Completion
Envelope Id: F04E560D-B705-46DB-8E24-B8569B4F1762 Status: Completed

Subject: Complete with Docusign: Police (CEBR) 26-28 App Ready (N0723279xD719A).PDF

Source Envelope: 

Document Pages: 133 Signatures: 4 Envelope Originator: 

Certificate Pages: 16 Initials: 3 Juanita Paulson

AutoNav: Enabled

EnvelopeId Stamping: Enabled

Time Zone: (UTC-06:00) Central Time (US & Canada)

730 2nd Ave. South 1st Floor

Nashville, TN  37219

Juanita.Paulsen@nashville.gov

IP Address: 170.190.198.185

Record Tracking
Status: Original

             10/28/2025 11:52:55 AM

Holder: Juanita Paulson

             Juanita.Paulsen@nashville.gov

Location: DocuSign

Security Appliance Status: Connected Pool: StateLocal

Storage Appliance Status: Connected Pool: Metropolitan Government of Nashville and 

Davidson County

Location: Docusign

Signer Events Signature Timestamp
Ernest Franklin

Ernest.Franklin@nashville.gov

Security Level: Email, Account Authentication 
(None)

Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.190

Sent: 10/28/2025 12:01:09 PM

Viewed: 10/28/2025 1:00:37 PM 

Signed: 10/28/2025 1:00:51 PM

Electronic Record and Signature Disclosure: 
      Not Offered via Docusign

Aaron Pratt

Aaron.Pratt@nashville.gov

Security Level: Email, Account Authentication 
(None)

Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.190

Sent: 10/28/2025 1:00:54 PM

Viewed: 10/28/2025 1:19:48 PM 

Signed: 10/28/2025 1:19:55 PM

Electronic Record and Signature Disclosure: 
      Accepted: 10/28/2025 1:19:48 PM
      ID: 66ae4079-fc10-4c80-b65c-868bd46e6639

Jenneen Reed/mjw

MaryJo.Wiggins@nashville.gov

Security Level: Email, Account Authentication 
(None)

Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.100

Sent: 10/28/2025 1:19:57 PM

Viewed: 10/28/2025 3:07:29 PM 

Signed: 10/28/2025 3:07:45 PM

Electronic Record and Signature Disclosure: 
      Accepted: 10/28/2025 3:07:29 PM
      ID: b897cd84-8ba6-4266-af50-f12985d9c3a3

Balogun Cobb

balogun.cobb@nashville.gov

Insurance Division Manager

Security Level: Email, Account Authentication 
(None) Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.185

Sent: 10/28/2025 3:07:47 PM

Resent: 10/28/2025 3:27:58 PM

Viewed: 10/28/2025 3:31:07 PM 

Signed: 10/28/2025 3:31:46 PM

Electronic Record and Signature Disclosure: 
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Signer Events Signature Timestamp
      Accepted: 10/28/2025 3:31:07 PM
      ID: 88987ff6-e2cf-498c-9c76-fb92ebfdc6c9

Hannah Zeitlin

Hannah.Zeitlin@nashville.gov

Security Level: Email, Account Authentication 
(None)

Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.185

Sent: 10/28/2025 3:31:49 PM

Viewed: 10/28/2025 3:53:40 PM 

Signed: 10/28/2025 3:55:04 PM

Electronic Record and Signature Disclosure: 
      Accepted: 10/28/2025 3:53:40 PM
      ID: 938594ff-cf4b-4a4b-ade4-13bf02f52103

Kristin Wilson

Kristin.Wilson@nashville.gov

Security Level: Email, Account Authentication 
(None)

Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.100

Sent: 10/28/2025 3:55:07 PM

Viewed: 10/28/2025 5:08:10 PM 

Signed: 10/28/2025 5:09:55 PM

Electronic Record and Signature Disclosure: 
      Accepted: 10/28/2025 5:08:10 PM
      ID: 2d92285a-0802-4de1-85c8-a8924edbe0c3

Freddie O' Connell:Masami Tyson

Masami.Tyson@nashville.gov

Security Level: Email, Account Authentication 
(None)

Signature Adoption: Pre-selected Style

Using IP Address: 170.190.198.185

Sent: 10/28/2025 5:09:59 PM

Viewed: 10/28/2025 5:10:35 PM 

Signed: 10/28/2025 5:10:49 PM

Electronic Record and Signature Disclosure: 
      Accepted: 10/28/2025 5:10:35 PM
      ID: f0679f63-5508-444f-aea8-9f952a7f6107

In Person Signer Events Signature Timestamp

Editor Delivery Events Status Timestamp

Agent Delivery Events Status Timestamp

Intermediary Delivery Events Status Timestamp

Certified Delivery Events Status Timestamp

Carbon Copy Events Status Timestamp
Michael Park

michael.park@nashville.gov

Security Level: Email, Account Authentication 
(None)

Sent: 10/28/2025 5:10:51 PM

Electronic Record and Signature Disclosure: 
      Accepted: 6/28/2023 2:37:37 PM
      ID: dc3716f4-6ed3-4204-926e-fc9dc15c56c3

Witness Events Signature Timestamp

Notary Events Signature Timestamp

Envelope Summary Events Status Timestamps
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Envelope Summary Events Status Timestamps
Envelope Sent Hashed/Encrypted 10/28/2025 12:01:09 PM

Certified Delivered Security Checked 10/28/2025 5:10:35 PM

Signing Complete Security Checked 10/28/2025 5:10:49 PM

Completed Security Checked 10/28/2025 5:10:51 PM

Payment Events Status Timestamps

Electronic Record and Signature Disclosure
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1. ACCEPTANCE OF TERMS AND CONDITIONS These Terms and Conditions govern your
("Subscriber" or "you") use of DocuSign's on-demand electronic signature service (the
"Subscription Service"), as accessed either directly through DocuSign.com, DocuSign.net, or
through a DocuSign affiliateâ€™s web page offering a Service Plan (collectively, the "Site"). By
depositing any document into the System (as defined below), you accept these Terms and
Conditions (including your corresponding Service Plan, the DocuSign.com Terms of Use, and all
policies and guidelines referenced and hereby incorporated into these Terms and Conditions) and
any modifications that may be made to the Terms and Conditions from time to time. If you do
not agree to these Terms and Conditions, you should not use the Subscription Service or visit or
browse the Site. These Terms and Conditions constitute a binding legal agreement between you
and DocuSign, Inc. ("DocuSign," "we," "us," and "our"). Please read them carefully and print a
copy for your future reference. 2. MODIFICATION OF TERMS AND CONDITIONS We
reserve the right to modify these Terms and Conditions at any time and in any manner at our sole
discretion by: (a) posting a revision on the Site; or (b) sending information regarding the
amendment to the email address you provide to us. YOU ARE RESPONSIBLE FOR
REGULARLY REVIEWING THE SITE TO OBTAIN TIMELY NOTICE OF ANY
AMENDMENTS. YOU SHALL BE DEEMED TO HAVE ACCEPTED SUCH
AMENDMENTS BY CONTINUING TO USE THE SUBSCRIPTION SERVICE FOR MORE
THAN 20 DAYS AFTER SUCH AMENDMENTS HAVE BEEN POSTED OR
INFORMATION REGARDING SUCH AMENDMENTS HAS BEEN SENT TO YOU. You
agree that we shall not be liable to you or to any third party for any modification of the Terms
and Conditions. 3. DEFINITIONS â€œAccountâ€? means a unique account established by
Subscriber to enable its Authorized Users to access and use the Subscription Service.
â€œAuthorized Userâ€? means any employee or agent of Subscriber, identified by a unique
email address and user name, who is registered under the Account, provided that no two persons
may register, access or use the Subscription Service as the same Authorized User.
â€œeContractâ€? refers to a contract, notice, disclosure, or other record or document deposited
into the System by Subscriber for processing using the Subscription Service. â€œEnvelopeâ€?
means an electronic record containing one or more eContracts consisting of a single page or a
group of pages of data uploaded to the System. â€œSeatâ€? means an active Authorized User
listed in the membership of an Account at any one time. No two individuals may log onto or use
the Subscription Service as the same Authorized User, but Subscriber may unregister or
deactivate Authorized Users and replace them with other Authorized Users without penalty, so
long as the number of active Authorized Users registered at any one time is equal to or less than
the number of Seats purchased. â€œService Planâ€? means the right to access and use the
Subscription Service for a specified period in exchange for a periodic fee, subject to the Service
Plan restrictions and requirements that are used to describe the selected Service Plan on the Site.
Restrictions and requirements may include any or all of the following: (a) number of Seats
and/or Envelopes that a Subscriber may use in a month or year for a fee; (b) fee for sent
Envelopes in excess of the number of Envelopes allocated to Subscriber under the Service Plan;
(c) per-seat or per-user restrictions; (d) the license to use DocuSign software products such as
DocuSign Connect Express in connection with the Subscription Service; and (e) per use fees.
â€œSpecificationsâ€? means the technical specifications set forth in the â€œSubscription Service
Specificationsâ€? available at http://docusign.com/company/specifications. â€œSubscription
Serviceâ€? means DocuSignâ€™s on-demand electronic signature service, as updated from time

Electronic Record and Signature Disclosure created on: 7/9/2014 8:05:49 AM
Parties agreed to: Aaron Pratt, Jenneen Reed/mjw, Balogun Cobb, Hannah Zeitlin, Kristin Wilson, Freddie O' Connell:Masami Tyson, Michael Park
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to time, which provides on-line display, certified delivery, acknowledgement, electronic
signature, and storage services for eContracts via the Internet. â€œSystemâ€? refers to the
software systems and programs, communication and network facilities, and hardware and
equipment used by DocuSign or its agents to provide the Subscription Service. â€œTermâ€?
means the period of effectiveness of these Terms and Conditions, as specified in Section 12
below. â€œTransaction Dataâ€? means the metadata associated with an Envelope (such as
transaction history, image hash value, method and time of Envelope deletion, sender and
recipient names, email addresses and signature IDs) and maintained by DocuSign in order to
establish the digital audit trail required by the Subscription Service. 4. SUBSCRIPTION
SERVICE During the term of the Service Plan and subject to these Terms and Conditions,
Subscriber will have the right to obtain an Account and register its Authorized Users, who may
access and use the Subscription Service, and DocuSign will provide the Subscription Service in
material conformance with the Specifications. You must be 18 years of age or older to register
for an Account and use the Subscription Service. Subscriber's right to use the Subscription
Service is limited to its Authorized Users, and Subscriber agrees not to resell or otherwise
provide or assist with the provision of the Subscription Service to any third party. In addition,
DocuSignâ€™s provision of the Subscription Service is conditioned on Subscriber's
acknowledgement and agreement to the following: (a) The Subscription Service facilitates the
execution of eContracts between the parties to those eContracts. Nothing in these Terms and
Conditions may be construed to make DocuSign a party to any eContract processed through the
Subscription Service, and DocuSign makes no representation or warranty regarding the
transactions sought to be effected by any eContract; (b) Between DocuSign and Subscriber,
Subscriber has exclusive control over and responsibility for the content, quality, and format of
any eContract. All eContracts stored by DocuSign are maintained in an encrypted form, and
DocuSign has no control of or access to their contents; (c) If Subscriber elects to use one or more
of the optional features designed to verify the identity of the intended recipient of an eContract
that DocuSign makes available to its subscribers (â€œAuthentication Measuresâ€?), DocuSign
will apply only those Authentication Measures selected by the Subscriber, but makes no
representations or warranties about the appropriateness of any Authentication Measure. Further,
DocuSign assumes no liability for: (A) the inability or failure by the intended recipient or other
party to satisfy the Authentication Measure; or (B) the circumvention by any person (other than
DocuSign) of any Authentication Measure; (d) Certain types of agreements and documents may
be excepted from electronic signature laws (e.g. wills and agreements pertaining to family law),
or may be subject to specific regulations promulgated by various government agencies regarding
electronic signatures and electronic records. DocuSign is not responsible or liable to determine
whether any particular eContract is subject to an exception to applicable electronic signature
laws, or whether it is subject to any particular agency promulgations, or whether it can be legally
formed by electronic signatures; (e) DocuSign is not responsible for determining how long any
d to be retained or stored under any applicable laws, regulations, or legal or administrative
agency processes. Further, DocuSign is not responsible for or liable to produce any of
Subscriberâ€™s eContracts or other documents to any third parties; (f) Certain consumer
protection or similar laws or regulations may impose special requirements with respect to
electronic transactions involving one or more â€œconsumers,â€? such as (among others)
requirements that the consumer consent to the method of contracting and/or that the consumer be
provided with a copy, or access to a copy, of a paper or other non-electronic, written record of
the transaction. DocuSign does not and is not responsible to: (A) determine whether any
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particular transaction involves a â€œconsumer;â€? (B) furnish or obtain any such consents or
determine if any such consents have been withdrawn; (C) provide any information or disclosures
in connection with any attempt to obtain any such consents; (D) provide legal review of, or
update or correct any information or disclosures currently or previously given; (E) provide any
such copies or access, except as expressly provided in the Specifications for all transactions,
consumer or otherwise; or (F) otherwise to comply with any such special requirements; and (g)
Subscriber undertakes to determine whether any â€œconsumerâ€? is involved in any eContract
presented by Subscriber or its Authorized Users for processing, and, if so, to comply with all
requirements imposed by law on such eContracts or their formation. (h) If the domain of the
primary email address associated with the Account is owned by an organization and was
assigned to Subscriber as an employee, contractor or member of such organization, and that
organization wishes to establish a commercial relationship with DocuSign and add the Account
to such relationship, then, if Subscriber does not change the email address associated with the
Account, the Account may become subject to the commercial relationship between DocuSign
and such organization and controlled by such organization. 5. RESPONSIBILITY FOR
CONTENT OF COMMUNICATIONS As between Subscriber and DocuSign, Subscriber is
solely responsible for the nature and content of all materials, works, data, statements, and other
visual, graphical, video, and written or audible communications submitted by any Authorized
User or otherwise processed through its Account, the Subscription Service, or under any Service
Plan. Accordingly: (a) Subscriber will not use or permit the use of the Subscription Service to
send unsolicited mass mailings outside its organization. The term â€œunsolicited mass
mailingsâ€? includes all statutory or common definitions or understanding of those terms in the
applicable jurisdiction, such as those set forth for â€œCommercial Electronic Mail Messagesâ€?
under the U.S. CAN-SPAM Act, as an example only; and (b) Subscriber will not use or permit
the use of the Subscription Service: (i) to communicate any message or material that is
defamatory, harassing, libelous, threatening, or obscene; (ii) in a way that violates or infringes
upon the intellectual property rights or the privacy or publicity rights of any person or entity or
that may otherwise be unlawful or give rise to civil or criminal liability (other than contractual
liability of the parties under eContracts processed through the Subscription Service); (iii) in any
manner that is likely to damage, disable, overburden, or impair the System or the Subscription
Service or interfere with the use or enjoyment of the Subscription Service by others; or (iv) in
any way that constitutes or encourages conduct that could constitute a criminal offense.
DocuSign does not monitor the content processed through the Subscription Service, but in
accordance with DMCA (Digital Millennium Copyright Act) safe harbors, it may suspend any
use of the Subscription Service, or remove or disable any content that DocuSign reasonably and
in good faith believes violates this Agreement or applicable laws or regulations. DocuSign will
use commercially reasonable efforts to notify Subscriber prior to any such suspension or
disablement, unless DocuSign reasonably believes that: (A) it is prohibited from doing so under
applicable law or under legal process, such as court or government administrative agency
processes, orders, mandates, and the like; or (B) it is necessary to delay notice in order to prevent
imminent harm to the System, Subscription Service, or a third party. Under circumstances where
notice is delayed, DocuSign will provide the notice if and when the related restrictions in the
previous sentence no longer apply. 6. PRICING AND PER USE PURCHASES The prices,
features, and options of the Subscription Service available for an Account depend on the Service
Plan selected by Subscriber. Subscriber may also purchase optional services on a periodic or
per-use basis. DocuSign may add or change the prices, features or options available with a
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Service Plan without notice. Subscriber's usage under a Service Plan is measured based on the
actual number of Seats as described in the Service Plan on the Site. Once a per-Seat Service Plan
is established, the right of the named Authorized User to access and use the Subscription Service
is not transferable; any additional or differently named Authorized Users must purchase per-Seat
Service Plans to send Envelopes. Extra seats, users and/or per use fees will be charged as set
forth in Subscriber's Service Plan if allowed by such Service Plan. If a Services Plan defines a
monthly Envelope Allowance (i.e. # Envelopes per month allowed to be sent), all Envelopes sent
in excess of the Envelope Allowance will incur a per-Envelope charge. Any unused Envelope
Allowances will expire and not carry over from one billing period to another under a Service
Plan. Subscriberâ€™s Account will be deemed to have consumed an Envelope at the time the
Envelope is sent by Subscriber, regardless of whether Envelopes were received by recipients, or
whether recipients have performed any actions upon any eContract in the Envelope. Powerforms
are considered Envelopes within an Envelope Allowance Service Plan, and will be deemed
consumed at the time they are â€œclickedâ€? by any end user regardless of whether or not any
actions are subsequently performed upon such Envelope. For Service Plans that specify the
Envelope Allowance is â€œUnlimited,â€? Subscriber is allowed to send a reasonable number of
Envelopes from the number of Seats purchased. If DocuSign suspects that the number of
Envelopes sent from a particular Seat or a group of Seats is abusive and/or unduly burdensome,
DocuSign will promptly notify Subscriber, discuss the use-case scenario with Subscriber and any
continued monitoring, additional discussions and/or information required to make a final
determination on the course of action based on such information. In the event Subscriber
exceeds, in DocuSignâ€™s sole discretion, reasonable use restrictions under a Service Plan,
DocuSign reserves the right to transfer Subscriber into a higher-tier Service Plan without notice.
If you misrepresent your eligibility for any Service Plan, you agree to pay us the additional
amount you would have been charged under the most favorable pricing structure for which you
are eligible. DocuSign may discontinue a Service Plan at any time, and with prior notice to you,
may migrate your Account to a similar Service Plan that may carry a different fee. You agree to
allow us to charge your credit card for the fees associated with a substitute Service Plan, even if
those fees are higher than those you agreed to when you registered your Account. Optional
asures, are measured at the time of use, and such charges are specific to the number of units of
the service(s) used during the billing period. Optional services subject to periodic charges, such
as additional secure storage, are charged on the same periodic basis as the Service Plan fees for
the Subscription Service. 7. SUBSCRIBER SUPPORT DocuSign will provide Subscriber
support to Subscriber as specified in the Service Plan selected by Subscriber, and that is further
detailed on DocuSignâ€™s website. 8. STORAGE DocuSign will store eContracts per the terms
of the Service Plan selected by Subscriber. For Service Plans that specify the Envelope storage
amount is â€œUnlimited,â€? DocuSign will store an amount of Envelopes that is not abusive
and/or unduly burdensome, in DocuSignâ€™s sole discretion. Subscriber may retrieve and store
copies of eContracts for storage outside of the System at any time during the Term of the Service
Plan when Subscriber is in good financial standing under these Terms and Conditions, and may
delete or purge eContracts from the System at its own discretion. DocuSign may, at its sole
discretion, delete an uncompleted eContract from the System immediately and without notice
upon earlier of: (i) expiration of the Envelope (where Subscriber has established an expiration
for such Envelope, not to exceed 365 days); or (ii) expiration of the Term. DocuSign assumes no
liability or responsibility for a party's failure or inability to electronically sign any eContract
within such a period of time. DocuSign may retain Transaction Data for as long as it has a
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business purpose to do so. 9. BUSINESS AGREEMENT BENEFITS You may receive or be
eligible for certain pricing structures, discounts, features, promotions, and other benefits
(collectively, "Benefits") through a business or government Subscriber's agreement with us (a
"Business Agreement"). Any and all such Benefits are provided to you solely as a result of the
corresponding Business Agreement and such Benefits may be modified or terminated without
notice. If you use the Subscription Service where a business or government entity pays your
charges or is otherwise liable for the charges, you authorize us to share your account information
with that entity and/or its authorized agents. If you are enrolled in a Service Plan or receive
certain Benefits tied to a Business Agreement with us, but you are liable for your own charges,
then you authorize us to share enough account information with that entity and its authorized
agents to verify your continuing eligibility for those Benefits and the Service Plan. 10. FEES
AND PAYMENT TERMS The Service Plan rates, charges, and other conditions for use are set
forth in the Site. Subscriber will pay DocuSign the applicable charges for the Services Plan as set
forth on the Site. If you add more Authorized Users than the number of Seats you purchased, we
will add those Authorized Users to your Account and impose additional charges for such
additional Seats on an ongoing basis. Charges for pre-paid Service Plans will be billed to
Subscriber in advance. Charges for per use purchases and standard Service Plan charges will be
billed in arrears. When you register for an Account, you will be required to provide DocuSign
with accurate, complete, and current credit card information for a valid credit card that you are
authorized to use. You must promptly notify us of any change in your invoicing address or
changes related to the credit card used for payment. By completing your registration for the
Services Plan, you authorize DocuSign or its agent to bill your credit card the applicable Service
Plan charges, any and all applicable taxes, and any other charges you may incur in connection
with your use of the Subscription Service, all of which will be charged to your credit card. Each
time you use the Subscription Service, or allow or cause the Subscription Service to be used, you
reaffirm that we are authorized to charge your credit card. You may terminate your Account and
revoke your credit card authorization as set forth in the Term and Termination section of these
Terms and Conditions. We will provide you with one invoice in a format we choose, which may
change from time to time, for all Subscription Service associated with each Account and any
charges of a third party on whose behalf we bill. Payment of all charges is due and will be
charged to your credit card upon your receipt of an invoice. Billing cycle end dates may change
from time to time. When a billing cycle covers less than or more than a full month, we may make
reasonable adjustments and/or prorations. If your Account is a qualified business account and is
approved by us in writing for corporate billing, charges will be accumulated, identified by
Account identification number, and invoiced on a monthly basis. You agree that we may (at our
option) accumulate charges incurred during your monthly billing cycle and submit them as one
or more aggregate charges during or at the end of each cycle, and that we may delay obtaining
authorization from your credit card issuer until submission of the accumulated charge(s). This
means that accumulated charges may appear on the statement you receive from your credit card
issuer. If DocuSign does not receive payment from your credit card provider, you agree to pay
all amounts due upon demand. DocuSign reserves the right to correct any errors or mistakes that
it makes even if it has already requested or received payment. Your credit card issuer's
agreement governs your use of your credit card in connection with the Subscription Service, and
you must refer to such agreement (not these Terms and Conditions) with respect to your rights
and liabilities as a cardholder. You are solely responsible for any and all fees charged to your
credit card by the issuer, bank, or financial institution including, but not limited to, membership,
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overdraft, insufficient funds, and over the credit limit fees. You agree to notify us about any
billing problems or discrepancies within 20 days after they first appear on your invoice. If you do
not bring them to our attention within 20 days, you agree that you waive your right to dispute
such problems or discrepancies. We may modify the price, content, or nature of the Subscription
Service and/or your Service Plan at any time. If we modify any of the foregoing terms, you may
cancel your use of the Subscription Service. We may provide notice of any such changes by
e-mail, notice to you upon log-in, or by publishing them on the Site. Your payment obligations
survive any termination of your use of the Subscription Service before the end of the billing
cycle. Any amount not paid when due will be subject to finance charges equal to 1.5% of the
unpaid balance per month or the highest rate permitted by applicable usury law, whichever is
less, determined and compounded daily from the date due until the date paid. Subscriber will
reimburse any costs or expenses (including, but not limited to, reasonable attorneysâ€™ fees)
incurred by DocuSign to collect any amount that is not paid when due. DocuSign may accept any
check or payment in any amount without prejudice to DocuSignâ€™s right to recover the
balance of the amount due or to pursue any other right or remedy. Amounts due to DocuSign
under these Terms and Conditions may not be withheld or offset by Subscriber for any reason
against amounts due or asserted to be due to Subscriber from DocuSign. Unless otherwise noted
 and Conditions are denominated in United States dollars, and Subscriber will pay all such
amounts in United States dollars. Other than federal and state net income taxes imposed on
DocuSign by the United States, Subscriber will bear all taxes, duties, VAT and other
governmental charges (collectively, â€œtaxesâ€?) resulting from these Terms and Conditions or
transactions conducted in relation to these Terms and Conditions. Subscriber will pay any
additional taxes as are necessary to ensure that the net amounts received and retained by
DocuSign after all such taxes are paid are equal to the amounts that DocuSign would have been
entitled to in accordance with these Terms and Conditions as if the taxes did not exist. 11.
DEPOSITS, SERVICE LIMITS, CREDIT REPORTS, AND RETURN OF BALANCES You
authorize us to ask consumer reporting agencies or trade references to furnish us with
employment and credit information, and you consent to our rechecking and reporting personal
and/or business payment and credit history if, in our sole discretion, we so choose. If you believe
that we have reported inaccurate information about your account to a consumer reporting
agency, you may send a written notice describing the specific inaccuracy to the address provided
in the Notices section below. For you to use the Subscription Service, we may require a deposit
or set a service limit. The deposit will be held as a partial guarantee of payment. It cannot be
used by you to pay your invoice or delayed payment. Unless otherwise required by law, deposits
may be mixed with other funds and will not earn interest. We reserve the right to increase your
deposit if we deem appropriate. You may request that we reevaluate your deposit on an annual
basis, which may result in a partial or total refund of the deposit to you or credit to your account.
If you default or these Terms and Conditions are terminated, we may, without notice to you,
apply any deposit towards payment of any amounts you owe to us. After approximately 90 days
following termination of these Terms and Conditions, any remaining deposit or other credit
balance in excess of amounts owed will be returned without interest, unless otherwise required
by law, to you at your last known address. You agree that any amounts under $15 will not be
refunded to cover our costs of closing your account. If the deposit balance is undeliverable and
returned to us, we will hold it for you for one year from the date of return and, during that period,
we may charge a service fee against the deposit balance. You hereby grant us a security interest
in any deposit we require to secure the performance of your obligations under these Terms and
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Conditions. 12. TERM AND TERMINATION The term of these Terms and Conditions for each
Account begins on the date you register for an Account and continues for the term specified by
the Service Plan you purchase (the â€œTermâ€?). You may terminate your Account at any time
upon 10 days advance written notice to DocuSign following the Notice procedures set forth in
these Terms and Conditions. Unless you terminate your Account or you set your Account to not
auto renew, your Service Plan will automatically renew at the end of its Term (each a
â€œRenewal Termâ€?), and you authorize us (without notice) to collect the then-applicable fee
and any taxes for the renewed Service Plan, using any credit card we have on record for you.
Service Plan fees and features may change over time. Your Service Plan for a Renewal Term
will be the one we choose as being closest to your Service Plan from the prior Term. For any
termination (including when you switch your Account), you will be responsible for payment of
all fees and charges through the end of the billing cycle in which termination occurs. If you
terminate your annual Service Plan Account within the first 30 days of the Term, you may
submit written request to DocuSign following the Notice procedures set forth in these Terms and
Conditions, for a full refund of the prepaid fees paid by you to DocuSign. You will be limited to
one refund. You agree that termination of an annual Service Plan after the first 30 days will not
entitle you to any refund of prepaid fees. You will be in default of these Terms and Conditions if
you: (a) fail to pay any amount owed to us or an affiliate of ours or any amount appearing on
your invoice; (b) have amounts still owing to us or an affiliate of ours from a prior account; (c)
breach any provision of these Terms and Conditions; (d) violate any policy applicable to the
Subscription Service; (e) are subject to any proceeding under the Bankruptcy Code or similar
laws; or (f) if, in our sole discretion, we believe that your continued use of the Subscription
Service presents a threat to the security of other users of the Subscription Service. If you are in
default, we may, without notice to you, suspend your Account and use of the Subscription
Service, withhold refunds and terminate your Account, in addition to all other remedies available
to us. We may require reactivation charges to reactivate your Account after termination or
suspension. The following provisions will survive the termination of these Terms and Conditions
and your Account: Sections 3, 9-11, and 15-23. 13. SUBSCRIBER WARRANTIES You hereby
represent and warrant to DocuSign that: (a) you have all requisite rights and authority to use the
Subscription Service under these Terms and Conditions and to grant all applicable rights herein;
(b) the performance of your obligations under these Terms and Conditions will not violate,
conflict with, or result in a default under any other agreement, including confidentiality
agreements between you and third parties; (c) you will use the Subscription Service for lawful
purposes only and subject to these Terms and Conditions; (d) you are responsible for all use of
the Subscription Service in your Account; (e) you are solely responsible for maintaining the
confidentiality of your Account names and password(s); (f) you agree to immediately notify us
of any unauthorized use of your Account of which you become aware; (g) you agree that
DocuSign will not be liable for any losses incurred as a result of a third party's use of your
Account, regardless of whether such use is with or without your knowledge and consent; (h) you
will not use the Subscription Service in any manner that could damage, disable, overburden or
impair the System, or interfere with another's use of the Subscription Service by others; (i) any
information submitted to DocuSign by you is true, accurate, and correct; and (j) you will not
attempt to gain unauthorized access to the System or the Subscription Service, other accounts,
computer systems, or networks under the control or responsibility of DocuSign through hacking,
cracking, password mining, or any other unauthorized means. 14. DOCUSIGN WARRANTIES
DocuSign represents and warrants that: (a) the Subscription Service as delivered to Subscriber
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and used in accordance with the Specifications will not infringe on any United States patent,
copyright or trade secret; (b) the Subscription Service will be performed in accordance with the
Specifications in their then-current form at the time of the provision of such Subscription
Service; (c) any DocuSign Products that are software shall be free of harmful or illicit code,
trapdoors, viruses, or other harmful features; (d) the proper use of the Subscription Service by
Subscriber in accordance with the Specifications and applicable law in the formation of an
eContract not involving any consumer will be sufficient under the Electronic Signatures in
Global and National Commerce Act, 15 U.S.C. Â§Â§ 7001 et seq. (the â€œESIGN Actâ€?) to
 ESIGN Act; (e) the proper use of the Subscription Service by Subscriber in accordance with the
Specifications and applicable law in the formation of an eContract involving a consumer will be
sufficient under the ESIGN Act to support the validity of such formation, to the extent provided
in the ESIGN Act, so long as and provided that Subscriber complies with all special
requirements for consumer eContracts, including and subject to those referenced in Section 4.(f)
and (g) above; and (f) DocuSign has implemented information security policies and safeguards
to preserve the security, integrity, and confidentiality of eContracts and to protect against
unauthorized access and anticipated threats or hazards thereto, that meet the objectives of the
Interagency Guidelines Establishing Standards for Safeguarding Subscriber Information as set
forth in Section 501 (b) of the Gramm-Leach-Bliley Act. 15. DISCLAIMER OF WARRANTIES
EXCEPT FOR THE REPRESENTATIONS AND WARRANTIES EXPRESSLY PROVIDED
IN SECTION 14 OF THESE TERMS AND CONDITIONS, THE SUBSCRIPTION SERVICE
AND THE SITE ARE PROVIDED â€œAS IS,â€? AND DOCUSIGN: (a) MAKES NO
ADDITIONAL REPRESENTATION OR WARRANTY OF ANY KIND WHETHER
EXPRESS, IMPLIED (EITHER IN FACT OR BY OPERATION OF LAW), OR STATUTORY,
AS TO ANY MATTER WHATSOEVER; (b) EXPRESSLY DISCLAIMS ALL IMPLIED
WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE,
QUALITY, ACCURACY, AND TITLE; AND (c) DOES NOT WARRANT THAT THE
SUBSCRIPTION SERVICE OR SITE ARE OR WILL BE ERROR-FREE, WILL MEET
SUBSCRIBERâ€™S REQUIREMENTS, OR BE TIMELY OR SECURE. SUBSCRIBER
WILL BE SOLELY RESPONSIBLE FOR ANY DAMAGE RESULTING FROM THE USE OF
THE SUBSCRIPTION SERVICE OR SITE. SUBSCRIBER WILL NOT HAVE THE RIGHT
TO MAKE OR PASS ON ANY REPRESENTATION OR WARRANTY ON BEHALF OF
DOCUSIGN TO ANY THIRD PARTY. USE OF THE SUBSCRIPTION SERVICE AND SITE
ARE AT YOUR SOLE RISK. Because some states and jurisdictions do not allow limitations on
implied warranties, the above limitation may not apply to you. In that event, such warranties are
limited to the minimum warranty period allowed by the applicable law. 16. SUBSCRIBER
INDEMNIFICATION OBLIGATIONS You will defend, indemnify, and hold us, our affiliates,
officers, directors, employees, suppliers, consultants, and agents harmless from any and all third
party claims, liability, damages, and costs (including, but not limited to, attorneys' fees) arising
from or related to: (a) your use of the Subscription Service; (b) your violation of these Terms and
Conditions; (c) your infringement, or infringement by any other user of your Account, of any
intellectual property or other right of any person or entity; or (d) the nature and content of all
materials, works, data, statements, and other visual, graphical, written, or audible
communications of any nature submitted by any Authorized User of your Account or otherwise
processed through your Account. 17. LIMITATIONS OF LIABILITY NOTWITHSTANDING
ANYTHING TO THE CONTRARY CONTAINED IN THESE TERMS AND CONDITIONS,
DOCUSIGN WILL NOT, UNDER ANY CIRCUMSTANCES, BE LIABLE TO SUBSCRIBER
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FOR ANY CONSEQUENTIAL, INCIDENTAL, SPECIAL, OR EXEMPLARY DAMAGES
ARISING OUT OF OR RELATED TO THE TRANSACTIONS CONTEMPLATED UNDER
THESE TERMS AND CONDITIONS, INCLUDING BUT NOT LIMITED TO LOST
PROFITS OR LOSS OF BUSINESS, EVEN IF APPRISED OF THE LIKELIHOOD OF SUCH
DAMAGES OCCURRING. UNDER NO CIRCUMSTANCES WILL DOCUSIGN'S TOTAL
LIABILITY OF ALL KINDS ARISING OUT OF OR RELATED TO THESE TERMS AND
CONDITIONS OR SUBSCRIBERâ€™S USE OF THE SUBSCRIPTION SERVICE
(INCLUDING BUT NOT LIMITED TO WARRANTY CLAIMS), REGARDLESS OF THE
FORUM AND REGARDLESS OF WHETHER ANY ACTION OR CLAIM IS BASED ON
CONTRACT, TORT (INCLUDING NEGLIGENCE), OR OTHERWISE, EXCEED THE
TOTAL AMOUNT PAID BY SUBSCRIBER TO DOCUSIGN UNDER THESE TERMS AND
CONDITIONS DURING THE 3 MONTHS PRECEDING THE DATE OF THE ACTION OR
CLAIM. EACH PROVISION OF THESE TERMS AND CONDITIONS THAT PROVIDES
FOR A LIMITATION OF LIABILITY, DISCLAIMER OF WARRANTIES, OR EXCLUSION
OF DAMAGES REPRESENTS AN AGREED ALLOCATION OF THE RISKS OF THESE
TERMS AND CONDITIONS BETWEEN THE PARTIES. THIS ALLOCATION IS
REFLECTED IN THE PRICING OFFERED BY DOCUSIGN TO SUBSCRIBER AND IS AN
ESSENTIAL ELEMENT OF THE BASIS OF THE BARGAIN BETWEEN THE PARTIES.
EACH OF THESE PROVISIONS IS SEVERABLE AND INDEPENDENT OF ALL OTHER
PROVISIONS OF THESE TERMS AND CONDITIONS, AND EACH OF THESE
PROVISIONS WILL APPLY EVEN IF THE WARRANTIES IN THESE TERMS AND
CONDITIONS HAVE FAILED OF THEIR ESSENTIAL PURPOSE. Because some states and
jurisdictions do not allow limitation of liability in certain instances, portions of the above
limitation may not apply to you. 18. CONFIDENTIALITY â€œConfidential Informationâ€?
means any trade secrets or other information of DocuSign, whether of a technical, business, or
other nature (including, without limitation, DocuSign software and related information), that is
disclosed to or made available to Subscriber. Confidential Information does not include any
information that: (a) was known to Subscriber prior to receiving it from DocuSign; (b) is
independently developed by Subscriber without use of or reference to any Confidential
Information; (c) is acquired by Subscriber from another source without restriction as to use or
disclosure; or (d) is or becomes part of the public domain through no fault or action of
Subscriber. During and after the Term of these Terms and Conditions, Subscriber will: (i) use the
Confidential Information solely for the purpose for which it is provided; (ii) not disclose such
Confidential Information to a third party; and (iii) protect such Confidential Information from
unauthorized use and disclosure to the same extent (but using no less than a reasonable degree of
care) that it protects its own Confidential Information of a similar nature. If Subscriber is
required by law to disclose the Confidential Information or the terms of these Terms and
Conditions, Subscriber must give prompt written notice of such requirement before such
disclosure and assist the DocuSign in obtaining an order protecting the Confidential Information
from public disclosure. Subscriber acknowledges that, as between the parties, all Confidential
Information it receives from DocuSign, including all copies thereof in Subscriber's possession or
control, in any media, is proprietary to and exclusively owned by DocuSign. Nothing in these
Terms and Conditions grants Subscriber any right, title, or interest in or to any of the
Confidential Information. Subscriber's incorporation of the Confidential Information into any of
its own materials shall not render Confidential Information non-confidential. Subscriber
acknowledges that any actual or threatened violation of this confidentiality provision may cause
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irreparable, non-monetary injury to the disclosing party, the extent of which may be difficult to
ascertain, and therefore agrees that DocuSign shall be entitled to seek injunctive relief in
addition to all remedies available to DocuSign at law and/or in equity. Absent written consent of
DocuSign, the burden of proving that the Confidential Information is not, or is no longer,
confidential or a trade secret shall be on Subscriber. 19. PRIVACY Personal information
provided or collected through or in connection with this Site shall only by used in accordance
with DocuSignâ€™s Privacy Policy and these Terms and Conditions are subject to the Privacy
Policy on DocuSign's website which sets forth the terms and conditions governing DocuSign's
collection and use of personal information from Authorized Users that is gathered through the
Site. 20. ACCESS LIMITS Your use of the Site is at all times governed by our website Terms of
 is the owner of various intellectual property and technology rights associated with the
Subscription Service, its document management, digital signature, and notary system, including
patent, copyright, trade secret, and trademark and service mark rights. Except for the rights
expressly granted in these Terms and Conditions, DocuSign does not transfer to Subscriber of
any Authorized User any of DocuSignâ€™s technology or other intellectual property or
technology rights. All right, title, and interest in and to DocuSignâ€™s technology and
intellectual property will remain solely with the DocuSign. Subscriber agrees that it will not,
directly or indirectly, reverse engineer, decompile, disassemble, or otherwise attempt to derive
source code or other trade secrets from the Subscription Service or DocuSignâ€™s technology.
DocuSign agrees that data and information provided by Subscriber under these Terms and
Conditions shall remain, as between Subscriber and DocuSign, owned by Subscriber. DocuSign
hereby grants to users and licensees of its products and services a limited, revocable,
nonexclusive and nontransferable right to use DocuSignâ€™s regular trade names, trademarks,
titles and logos (â€œLicensed Marksâ€?) solely for purposes of identifying DocuSignâ€™s
products and services. Details of this trademark license are available at:
http://www.docusign.com/IP. 22. FEEDBACK By submitting feedback to DocuSign: (a)
Subscriber automatically grants to DocuSign a perpetual, irrevocable, transferable, royalty-free
license to use Subscriber's feedback for any and all purposes without any compensation to
Subscriber; and (b) Subscriber agrees that it will not publish, submit, or display feedback
submitted by Subscriber or its Authorized Users to or on any other web site or in any other
publicly accessible forum without DocuSign's prior written consent. 23. GENERAL Subscriber
acknowledges that the Subscription Service and any related products, information,
documentation, software, technology, technical data, and any derivatives thereof, that DocuSign
makes available to its Subscribers (collectively â€œExcluded Dataâ€?), is subject to export
control laws and regulations of the United States and other jurisdictions (collectively â€œExport
Lawsâ€?). Subscriber represents and warrants that: (i) it is not located in, under the control of, or
a national or resident of an embargoed country or prohibited end user under Export Laws; and
(ii) it will not access, download, use, export or re-export, directly or indirectly, the Excluded
Data to any location, entity, government or person prohibited by export laws, without first
complying with all Export Laws that may be imposed by the U.S. Government and any country
or organization of nations within whose jurisdiction it operates or does business. Subscriber is
solely responsible for complying with Export Laws for all Excluded Data and any of its content
transmitted through the Subscription Service. Subscriber shall advise DocuSign in the event the
Excluded Data requires DocuSign to obtain additional licenses, permits and/or approvals from
any government in the jurisdiction where Subscriber intends to use the Subscription Service.
Upon being advised of such a requirement, DocuSign may at its sole discretion: (a) terminate
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Subscriber's Account; (b) obtain such licenses, permits, and/or approvals as may be required; or
(c) modify these Terms and Conditions such that additional licenses, permits, and/or approvals
are no longer required to be obtained by DocuSign. The Subscription Service will be accessed
and delivered via the internet. Subscriber is responsible for obtaining the necessary equipment
and internet connection in order to access and use the Subscription Service. In order to fully
utilize the Subscription Service, Subscriber will need to maintain certain minimum hardware and
software requirements. These requirements are set forth in the Specifications. DocuSign will be
and act as an independent contractor (and not as the agent or representative of Subscriber) in the
performance of these Terms and Conditions. These Terms and Conditions will not be interpreted
or construed as: (a) creating or evidencing any association, joint venture, partnership, or
franchise between the parties; (b) imposing any partnership or franchise obligation or liability on
either party; (c) prohibiting or restricting either partyâ€™s performance of any services for any
third party; or (d) establishing or as a foundation for any rights or remedies for any third party,
whether as a third party beneficiary or otherwise. Subscriber must not represent to anyone that
Subscriber is an agent of DocuSign or is otherwise authorized to bind or commit DocuSign in
any way without DocuSignâ€™s prior authorization. Subscriber may not assign its rights, duties,
or obligations under these Terms and Conditions without DocuSignâ€™s prior written consent.
If consent is given, these Terms and Conditions will bind Subscriberâ€™s successors and
assigns. Any attempt by Subscriber to transfer its rights, duties, or obligations under these Terms
and Conditions except as expressly provided in these Terms and Conditions is void. DocuSign
may freely assign its rights, duties, and obligations under these Terms and Conditions. DocuSign
may utilize a subcontractor or other third party to perform its duties under these Terms and
Conditions so long as: (a) DocuSign shall not be relieved of any responsibilities or obligations
under these Terms and Conditions that are performed by the subcontractor or third party; and (b)
DocuSign shall remain Subscriberâ€™s sole point of contact and sole contracting party. We may
provide, or third parties may provide, links to other Web sites or resources that are beyond our
control. We make no representations as to the quality, suitability, functionality, or legality of any
sites to which links may be provided, and you hereby waive any claim you might have against us
with respect to such sites. DOCUSIGN IS NOT RESPONSIBLE FOR THE CONTENT ON
THE INTERNET OR WEB PAGES THAT ARE CONTAINED OUTSIDE THE SITE. Your
correspondence or business dealings with, or participation in promotions of, advertisers or
partners found on or through the Site, including payment and delivery of related goods or
services, and any other terms, conditions, warranties, or representations associated with such
dealings, are solely between you and such advertiser or partner. You agree that we are not
responsible or liable for any loss or damage of any sort incurred as the result of any such
dealings or as the result of the presence of such advertisers or partners on the Site. Any notice
required or permitted to be given in accordance with these Terms and Conditions will be
effective if it is in writing and sent using the certified delivery function of the Subscription
Service, by email, certified or registered mail, or insured courier, return receipt requested, to the
appropriate party at the address set forth in Subscriber's registration information for Subscriber
or on the Site for DocuSign. Either party may change its address for receipt of notice by notice to
the other party in accordance with this Section. Notices are deemed given upon receipt if
delivered using the Subscription Service or email, two business days following the date of
mailing, or one business day following delivery to a courier. Written notification to terminate an
Account shall be sent by email to support@docusign.com from the Subscriberâ€™s email
address set forth in Subscriber's registration information for Subscriber, or by calling
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1.866.219.4318. Neither party will be liable for, or be considered to be in breach of or default
ns on account of, any delay or failure to perform as required by these Terms and Conditions as a
result of any cause or condition beyond such partyâ€™s reasonable control, so long as such
party uses all commercially reasonable efforts to avoid or remove such causes of
non-performance or delay. These Terms and Conditions are governed in all respects by the laws
of the State of Washington as such laws are applied to agreements entered into and to be
performed entirely within Washington between Washington residents. Any controversy or claim
arising out of or relating to these Terms and Conditions, the Hosted Service, or the Site will be
settled by binding arbitration in accordance with the commercial arbitration rules of the
American Arbitration Association. Any such controversy or claim shall be arbitrated on an
individual basis, and shall not be consolidated in any arbitration with any claim or controversy of
any other party. The arbitration will be conducted in King County, Washington, and judgment on
the arbitration award may be entered into any court having jurisdiction thereof. The award of the
arbitrator shall be final and binding upon the parties without appeal or review except as
permitted by Washington law. Notwithstanding the foregoing, either party may seek any interim
or preliminary injunctive relief from any court of competent jurisdiction, as necessary to protect
the party's rights or property pending the completion of arbitration. By using the Site or the
Subscription Service, you consent and submit to the exclusive jurisdiction and venue of the state
and federal courts located in King County, Washington. Any legal action by Subscriber arising
under these Terms and Conditions must be initiated within two years after the cause of action
arises. The waiver by either party of any breach of any provision of these Terms and Conditions
does not waive any other breach. The failure of any party to insist on strict performance of any
covenant or obligation in accordance with these Terms and Conditions will not be a waiver of
such party's right to demand strict compliance in the future, nor will the same be construed as a
novation of these Terms and Conditions. If any part of these Terms and Conditions is found to be
illegal, unenforceable, or invalid, the remaining portions of these Terms and Conditions will
remain in full force and effect. If any material limitation or restriction on the grant of any license
to Subscriber under these Terms and Conditions is found to be illegal, unenforceable, or invalid,
the license will immediately terminate. Except as set forth in Section 2 of these Terms and
Conditions, these Terms and Conditions may not be amended except in writing signed by both
you and us. In the event that we make such a change that has a material adverse impact on your
rights or use of the Service, you may terminate these Terms and Conditions by giving us notice
within 20 days of the date we notify you, and you will not be charged any cancellation fee. These
Terms and Conditions are the final and complete expression of the agreement between these
parties regarding the Subscription Service. These Terms and Conditions supersede, and the terms
of these Terms and Conditions govern, all previous oral and written communications regarding
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1. ACCEPTANCE OF TERMS AND CONDITIONS These Terms and Conditions govern your
("Subscriber" or "you") use of DocuSign's on-demand electronic signature service (the
"Subscription Service"), as accessed either directly through DocuSign.com, DocuSign.net, or
through a DocuSign affiliateâ€™s web page offering a Service Plan (collectively, the "Site"). By
depositing any document into the System (as defined below), you accept these Terms and
Conditions (including your corresponding Service Plan, the DocuSign.com Terms of Use, and all
policies and guidelines referenced and hereby incorporated into these Terms and Conditions) and
any modifications that may be made to the Terms and Conditions from time to time. If you do
not agree to these Terms and Conditions, you should not use the Subscription Service or visit or
browse the Site. These Terms and Conditions constitute a binding legal agreement between you
and DocuSign, Inc. ("DocuSign," "we," "us," and "our"). Please read them carefully and print a
copy for your future reference. 2. MODIFICATION OF TERMS AND CONDITIONS We
reserve the right to modify these Terms and Conditions at any time and in any manner at our sole
discretion by: (a) posting a revision on the Site; or (b) sending information regarding the
amendment to the email address you provide to us. YOU ARE RESPONSIBLE FOR
REGULARLY REVIEWING THE SITE TO OBTAIN TIMELY NOTICE OF ANY
AMENDMENTS. YOU SHALL BE DEEMED TO HAVE ACCEPTED SUCH
AMENDMENTS BY CONTINUING TO USE THE SUBSCRIPTION SERVICE FOR MORE
THAN 20 DAYS AFTER SUCH AMENDMENTS HAVE BEEN POSTED OR
INFORMATION REGARDING SUCH AMENDMENTS HAS BEEN SENT TO YOU. You
agree that we shall not be liable to you or to any third party for any modification of the Terms
and Conditions. 3. DEFINITIONS â€œAccountâ€? means a unique account established by
Subscriber to enable its Authorized Users to access and use the Subscription Service.
â€œAuthorized Userâ€? means any employee or agent of Subscriber, identified by a unique
email address and user name, who is registered under the Account, provided that no two persons
may register, access or use the Subscription Service as the same Authorized User.
â€œeContractâ€? refers to a contract, notice, disclosure, or other record or document deposited
into the System by Subscriber for processing using the Subscription Service. â€œEnvelopeâ€?
means an electronic record containing one or more eContracts consisting of a single page or a
group of pages of data uploaded to the System. â€œSeatâ€? means an active Authorized User
listed in the membership of an Account at any one time. No two individuals may log onto or use
the Subscription Service as the same Authorized User, but Subscriber may unregister or
deactivate Authorized Users and replace them with other Authorized Users without penalty, so
long as the number of active Authorized Users registered at any one time is equal to or less than
the number of Seats purchased. â€œService Planâ€? means the right to access and use the
Subscription Service for a specified period in exchange for a periodic fee, subject to the Service
Plan restrictions and requirements that are used to describe the selected Service Plan on the Site.
Restrictions and requirements may include any or all of the following: (a) number of Seats
and/or Envelopes that a Subscriber may use in a month or year for a fee; (b) fee for sent
Envelopes in excess of the number of Envelopes allocated to Subscriber under the Service Plan;
(c) per-seat or per-user restrictions; (d) the license to use DocuSign software products such as
DocuSign Connect Express in connection with the Subscription Service; and (e) per use fees.
â€œSpecificationsâ€? means the technical specifications set forth in the â€œSubscription Service
Specificationsâ€? available at http://docusign.com/company/specifications. â€œSubscription
Serviceâ€? means DocuSignâ€™s on-demand electronic signature service, as updated from time
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to time, which provides on-line display, certified delivery, acknowledgement, electronic
signature, and storage services for eContracts via the Internet. â€œSystemâ€? refers to the
software systems and programs, communication and network facilities, and hardware and
equipment used by DocuSign or its agents to provide the Subscription Service. â€œTermâ€?
means the period of effectiveness of these Terms and Conditions, as specified in Section 12
below. â€œTransaction Dataâ€? means the metadata associated with an Envelope (such as
transaction history, image hash value, method and time of Envelope deletion, sender and
recipient names, email addresses and signature IDs) and maintained by DocuSign in order to
establish the digital audit trail required by the Subscription Service. 4. SUBSCRIPTION
SERVICE During the term of the Service Plan and subject to these Terms and Conditions,
Subscriber will have the right to obtain an Account and register its Authorized Users, who may
access and use the Subscription Service, and DocuSign will provide the Subscription Service in
material conformance with the Specifications. You must be 18 years of age or older to register
for an Account and use the Subscription Service. Subscriber's right to use the Subscription
Service is limited to its Authorized Users, and Subscriber agrees not to resell or otherwise
provide or assist with the provision of the Subscription Service to any third party. In addition,
DocuSignâ€™s provision of the Subscription Service is conditioned on Subscriber's
acknowledgement and agreement to the following: (a) The Subscription Service facilitates the
execution of eContracts between the parties to those eContracts. Nothing in these Terms and
Conditions may be construed to make DocuSign a party to any eContract processed through the
Subscription Service, and DocuSign makes no representation or warranty regarding the
transactions sought to be effected by any eContract; (b) Between DocuSign and Subscriber,
Subscriber has exclusive control over and responsibility for the content, quality, and format of
any eContract. All eContracts stored by DocuSign are maintained in an encrypted form, and
DocuSign has no control of or access to their contents; (c) If Subscriber elects to use one or more
of the optional features designed to verify the identity of the intended recipient of an eContract
that DocuSign makes available to its subscribers (â€œAuthentication Measuresâ€?), DocuSign
will apply only those Authentication Measures selected by the Subscriber, but makes no
representations or warranties about the appropriateness of any Authentication Measure. Further,
DocuSign assumes no liability for: (A) the inability or failure by the intended recipient or other
party to satisfy the Authentication Measure; or (B) the circumvention by any person (other than
DocuSign) of any Authentication Measure; (d) Certain types of agreements and documents may
be excepted from electronic signature laws (e.g. wills and agreements pertaining to family law),
or may be subject to specific regulations promulgated by various government agencies regarding
electronic signatures and electronic records. DocuSign is not responsible or liable to determine
whether any particular eContract is subject to an exception to applicable electronic signature
laws, or whether it is subject to any particular agency promulgations, or whether it can be legally
formed by electronic signatures; (e) DocuSign is not responsible for determining how long any
d to be retained or stored under any applicable laws, regulations, or legal or administrative
agency processes. Further, DocuSign is not responsible for or liable to produce any of
Subscriberâ€™s eContracts or other documents to any third parties; (f) Certain consumer
protection or similar laws or regulations may impose special requirements with respect to
electronic transactions involving one or more â€œconsumers,â€? such as (among others)
requirements that the consumer consent to the method of contracting and/or that the consumer be
provided with a copy, or access to a copy, of a paper or other non-electronic, written record of
the transaction. DocuSign does not and is not responsible to: (A) determine whether any



particular transaction involves a â€œconsumer;â€? (B) furnish or obtain any such consents or
determine if any such consents have been withdrawn; (C) provide any information or disclosures
in connection with any attempt to obtain any such consents; (D) provide legal review of, or
update or correct any information or disclosures currently or previously given; (E) provide any
such copies or access, except as expressly provided in the Specifications for all transactions,
consumer or otherwise; or (F) otherwise to comply with any such special requirements; and (g)
Subscriber undertakes to determine whether any â€œconsumerâ€? is involved in any eContract
presented by Subscriber or its Authorized Users for processing, and, if so, to comply with all
requirements imposed by law on such eContracts or their formation. (h) If the domain of the
primary email address associated with the Account is owned by an organization and was
assigned to Subscriber as an employee, contractor or member of such organization, and that
organization wishes to establish a commercial relationship with DocuSign and add the Account
to such relationship, then, if Subscriber does not change the email address associated with the
Account, the Account may become subject to the commercial relationship between DocuSign
and such organization and controlled by such organization. 5. RESPONSIBILITY FOR
CONTENT OF COMMUNICATIONS As between Subscriber and DocuSign, Subscriber is
solely responsible for the nature and content of all materials, works, data, statements, and other
visual, graphical, video, and written or audible communications submitted by any Authorized
User or otherwise processed through its Account, the Subscription Service, or under any Service
Plan. Accordingly: (a) Subscriber will not use or permit the use of the Subscription Service to
send unsolicited mass mailings outside its organization. The term â€œunsolicited mass
mailingsâ€? includes all statutory or common definitions or understanding of those terms in the
applicable jurisdiction, such as those set forth for â€œCommercial Electronic Mail Messagesâ€?
under the U.S. CAN-SPAM Act, as an example only; and (b) Subscriber will not use or permit
the use of the Subscription Service: (i) to communicate any message or material that is
defamatory, harassing, libelous, threatening, or obscene; (ii) in a way that violates or infringes
upon the intellectual property rights or the privacy or publicity rights of any person or entity or
that may otherwise be unlawful or give rise to civil or criminal liability (other than contractual
liability of the parties under eContracts processed through the Subscription Service); (iii) in any
manner that is likely to damage, disable, overburden, or impair the System or the Subscription
Service or interfere with the use or enjoyment of the Subscription Service by others; or (iv) in
any way that constitutes or encourages conduct that could constitute a criminal offense.
DocuSign does not monitor the content processed through the Subscription Service, but in
accordance with DMCA (Digital Millennium Copyright Act) safe harbors, it may suspend any
use of the Subscription Service, or remove or disable any content that DocuSign reasonably and
in good faith believes violates this Agreement or applicable laws or regulations. DocuSign will
use commercially reasonable efforts to notify Subscriber prior to any such suspension or
disablement, unless DocuSign reasonably believes that: (A) it is prohibited from doing so under
applicable law or under legal process, such as court or government administrative agency
processes, orders, mandates, and the like; or (B) it is necessary to delay notice in order to prevent
imminent harm to the System, Subscription Service, or a third party. Under circumstances where
notice is delayed, DocuSign will provide the notice if and when the related restrictions in the
previous sentence no longer apply. 6. PRICING AND PER USE PURCHASES The prices,
features, and options of the Subscription Service available for an Account depend on the Service
Plan selected by Subscriber. Subscriber may also purchase optional services on a periodic or
per-use basis. DocuSign may add or change the prices, features or options available with a



Service Plan without notice. Subscriber's usage under a Service Plan is measured based on the
actual number of Seats as described in the Service Plan on the Site. Once a per-Seat Service Plan
is established, the right of the named Authorized User to access and use the Subscription Service
is not transferable; any additional or differently named Authorized Users must purchase per-Seat
Service Plans to send Envelopes. Extra seats, users and/or per use fees will be charged as set
forth in Subscriber's Service Plan if allowed by such Service Plan. If a Services Plan defines a
monthly Envelope Allowance (i.e. # Envelopes per month allowed to be sent), all Envelopes sent
in excess of the Envelope Allowance will incur a per-Envelope charge. Any unused Envelope
Allowances will expire and not carry over from one billing period to another under a Service
Plan. Subscriberâ€™s Account will be deemed to have consumed an Envelope at the time the
Envelope is sent by Subscriber, regardless of whether Envelopes were received by recipients, or
whether recipients have performed any actions upon any eContract in the Envelope. Powerforms
are considered Envelopes within an Envelope Allowance Service Plan, and will be deemed
consumed at the time they are â€œclickedâ€? by any end user regardless of whether or not any
actions are subsequently performed upon such Envelope. For Service Plans that specify the
Envelope Allowance is â€œUnlimited,â€? Subscriber is allowed to send a reasonable number of
Envelopes from the number of Seats purchased. If DocuSign suspects that the number of
Envelopes sent from a particular Seat or a group of Seats is abusive and/or unduly burdensome,
DocuSign will promptly notify Subscriber, discuss the use-case scenario with Subscriber and any
continued monitoring, additional discussions and/or information required to make a final
determination on the course of action based on such information. In the event Subscriber
exceeds, in DocuSignâ€™s sole discretion, reasonable use restrictions under a Service Plan,
DocuSign reserves the right to transfer Subscriber into a higher-tier Service Plan without notice.
If you misrepresent your eligibility for any Service Plan, you agree to pay us the additional
amount you would have been charged under the most favorable pricing structure for which you
are eligible. DocuSign may discontinue a Service Plan at any time, and with prior notice to you,
may migrate your Account to a similar Service Plan that may carry a different fee. You agree to
allow us to charge your credit card for the fees associated with a substitute Service Plan, even if
those fees are higher than those you agreed to when you registered your Account. Optional
asures, are measured at the time of use, and such charges are specific to the number of units of
the service(s) used during the billing period. Optional services subject to periodic charges, such
as additional secure storage, are charged on the same periodic basis as the Service Plan fees for
the Subscription Service. 7. SUBSCRIBER SUPPORT DocuSign will provide Subscriber
support to Subscriber as specified in the Service Plan selected by Subscriber, and that is further
detailed on DocuSignâ€™s website. 8. STORAGE DocuSign will store eContracts per the terms
of the Service Plan selected by Subscriber. For Service Plans that specify the Envelope storage
amount is â€œUnlimited,â€? DocuSign will store an amount of Envelopes that is not abusive
and/or unduly burdensome, in DocuSignâ€™s sole discretion. Subscriber may retrieve and store
copies of eContracts for storage outside of the System at any time during the Term of the Service
Plan when Subscriber is in good financial standing under these Terms and Conditions, and may
delete or purge eContracts from the System at its own discretion. DocuSign may, at its sole
discretion, delete an uncompleted eContract from the System immediately and without notice
upon earlier of: (i) expiration of the Envelope (where Subscriber has established an expiration
for such Envelope, not to exceed 365 days); or (ii) expiration of the Term. DocuSign assumes no
liability or responsibility for a party's failure or inability to electronically sign any eContract
within such a period of time. DocuSign may retain Transaction Data for as long as it has a



business purpose to do so. 9. BUSINESS AGREEMENT BENEFITS You may receive or be
eligible for certain pricing structures, discounts, features, promotions, and other benefits
(collectively, "Benefits") through a business or government Subscriber's agreement with us (a
"Business Agreement"). Any and all such Benefits are provided to you solely as a result of the
corresponding Business Agreement and such Benefits may be modified or terminated without
notice. If you use the Subscription Service where a business or government entity pays your
charges or is otherwise liable for the charges, you authorize us to share your account information
with that entity and/or its authorized agents. If you are enrolled in a Service Plan or receive
certain Benefits tied to a Business Agreement with us, but you are liable for your own charges,
then you authorize us to share enough account information with that entity and its authorized
agents to verify your continuing eligibility for those Benefits and the Service Plan. 10. FEES
AND PAYMENT TERMS The Service Plan rates, charges, and other conditions for use are set
forth in the Site. Subscriber will pay DocuSign the applicable charges for the Services Plan as set
forth on the Site. If you add more Authorized Users than the number of Seats you purchased, we
will add those Authorized Users to your Account and impose additional charges for such
additional Seats on an ongoing basis. Charges for pre-paid Service Plans will be billed to
Subscriber in advance. Charges for per use purchases and standard Service Plan charges will be
billed in arrears. When you register for an Account, you will be required to provide DocuSign
with accurate, complete, and current credit card information for a valid credit card that you are
authorized to use. You must promptly notify us of any change in your invoicing address or
changes related to the credit card used for payment. By completing your registration for the
Services Plan, you authorize DocuSign or its agent to bill your credit card the applicable Service
Plan charges, any and all applicable taxes, and any other charges you may incur in connection
with your use of the Subscription Service, all of which will be charged to your credit card. Each
time you use the Subscription Service, or allow or cause the Subscription Service to be used, you
reaffirm that we are authorized to charge your credit card. You may terminate your Account and
revoke your credit card authorization as set forth in the Term and Termination section of these
Terms and Conditions. We will provide you with one invoice in a format we choose, which may
change from time to time, for all Subscription Service associated with each Account and any
charges of a third party on whose behalf we bill. Payment of all charges is due and will be
charged to your credit card upon your receipt of an invoice. Billing cycle end dates may change
from time to time. When a billing cycle covers less than or more than a full month, we may make
reasonable adjustments and/or prorations. If your Account is a qualified business account and is
approved by us in writing for corporate billing, charges will be accumulated, identified by
Account identification number, and invoiced on a monthly basis. You agree that we may (at our
option) accumulate charges incurred during your monthly billing cycle and submit them as one
or more aggregate charges during or at the end of each cycle, and that we may delay obtaining
authorization from your credit card issuer until submission of the accumulated charge(s). This
means that accumulated charges may appear on the statement you receive from your credit card
issuer. If DocuSign does not receive payment from your credit card provider, you agree to pay
all amounts due upon demand. DocuSign reserves the right to correct any errors or mistakes that
it makes even if it has already requested or received payment. Your credit card issuer's
agreement governs your use of your credit card in connection with the Subscription Service, and
you must refer to such agreement (not these Terms and Conditions) with respect to your rights
and liabilities as a cardholder. You are solely responsible for any and all fees charged to your
credit card by the issuer, bank, or financial institution including, but not limited to, membership,



overdraft, insufficient funds, and over the credit limit fees. You agree to notify us about any
billing problems or discrepancies within 20 days after they first appear on your invoice. If you do
not bring them to our attention within 20 days, you agree that you waive your right to dispute
such problems or discrepancies. We may modify the price, content, or nature of the Subscription
Service and/or your Service Plan at any time. If we modify any of the foregoing terms, you may
cancel your use of the Subscription Service. We may provide notice of any such changes by
e-mail, notice to you upon log-in, or by publishing them on the Site. Your payment obligations
survive any termination of your use of the Subscription Service before the end of the billing
cycle. Any amount not paid when due will be subject to finance charges equal to 1.5% of the
unpaid balance per month or the highest rate permitted by applicable usury law, whichever is
less, determined and compounded daily from the date due until the date paid. Subscriber will
reimburse any costs or expenses (including, but not limited to, reasonable attorneysâ€™ fees)
incurred by DocuSign to collect any amount that is not paid when due. DocuSign may accept any
check or payment in any amount without prejudice to DocuSignâ€™s right to recover the
balance of the amount due or to pursue any other right or remedy. Amounts due to DocuSign
under these Terms and Conditions may not be withheld or offset by Subscriber for any reason
against amounts due or asserted to be due to Subscriber from DocuSign. Unless otherwise noted
 and Conditions are denominated in United States dollars, and Subscriber will pay all such
amounts in United States dollars. Other than federal and state net income taxes imposed on
DocuSign by the United States, Subscriber will bear all taxes, duties, VAT and other
governmental charges (collectively, â€œtaxesâ€?) resulting from these Terms and Conditions or
transactions conducted in relation to these Terms and Conditions. Subscriber will pay any
additional taxes as are necessary to ensure that the net amounts received and retained by
DocuSign after all such taxes are paid are equal to the amounts that DocuSign would have been
entitled to in accordance with these Terms and Conditions as if the taxes did not exist. 11.
DEPOSITS, SERVICE LIMITS, CREDIT REPORTS, AND RETURN OF BALANCES You
authorize us to ask consumer reporting agencies or trade references to furnish us with
employment and credit information, and you consent to our rechecking and reporting personal
and/or business payment and credit history if, in our sole discretion, we so choose. If you believe
that we have reported inaccurate information about your account to a consumer reporting
agency, you may send a written notice describing the specific inaccuracy to the address provided
in the Notices section below. For you to use the Subscription Service, we may require a deposit
or set a service limit. The deposit will be held as a partial guarantee of payment. It cannot be
used by you to pay your invoice or delayed payment. Unless otherwise required by law, deposits
may be mixed with other funds and will not earn interest. We reserve the right to increase your
deposit if we deem appropriate. You may request that we reevaluate your deposit on an annual
basis, which may result in a partial or total refund of the deposit to you or credit to your account.
If you default or these Terms and Conditions are terminated, we may, without notice to you,
apply any deposit towards payment of any amounts you owe to us. After approximately 90 days
following termination of these Terms and Conditions, any remaining deposit or other credit
balance in excess of amounts owed will be returned without interest, unless otherwise required
by law, to you at your last known address. You agree that any amounts under $15 will not be
refunded to cover our costs of closing your account. If the deposit balance is undeliverable and
returned to us, we will hold it for you for one year from the date of return and, during that period,
we may charge a service fee against the deposit balance. You hereby grant us a security interest
in any deposit we require to secure the performance of your obligations under these Terms and



Conditions. 12. TERM AND TERMINATION The term of these Terms and Conditions for each
Account begins on the date you register for an Account and continues for the term specified by
the Service Plan you purchase (the â€œTermâ€?). You may terminate your Account at any time
upon 10 days advance written notice to DocuSign following the Notice procedures set forth in
these Terms and Conditions. Unless you terminate your Account or you set your Account to not
auto renew, your Service Plan will automatically renew at the end of its Term (each a
â€œRenewal Termâ€?), and you authorize us (without notice) to collect the then-applicable fee
and any taxes for the renewed Service Plan, using any credit card we have on record for you.
Service Plan fees and features may change over time. Your Service Plan for a Renewal Term
will be the one we choose as being closest to your Service Plan from the prior Term. For any
termination (including when you switch your Account), you will be responsible for payment of
all fees and charges through the end of the billing cycle in which termination occurs. If you
terminate your annual Service Plan Account within the first 30 days of the Term, you may
submit written request to DocuSign following the Notice procedures set forth in these Terms and
Conditions, for a full refund of the prepaid fees paid by you to DocuSign. You will be limited to
one refund. You agree that termination of an annual Service Plan after the first 30 days will not
entitle you to any refund of prepaid fees. You will be in default of these Terms and Conditions if
you: (a) fail to pay any amount owed to us or an affiliate of ours or any amount appearing on
your invoice; (b) have amounts still owing to us or an affiliate of ours from a prior account; (c)
breach any provision of these Terms and Conditions; (d) violate any policy applicable to the
Subscription Service; (e) are subject to any proceeding under the Bankruptcy Code or similar
laws; or (f) if, in our sole discretion, we believe that your continued use of the Subscription
Service presents a threat to the security of other users of the Subscription Service. If you are in
default, we may, without notice to you, suspend your Account and use of the Subscription
Service, withhold refunds and terminate your Account, in addition to all other remedies available
to us. We may require reactivation charges to reactivate your Account after termination or
suspension. The following provisions will survive the termination of these Terms and Conditions
and your Account: Sections 3, 9-11, and 15-23. 13. SUBSCRIBER WARRANTIES You hereby
represent and warrant to DocuSign that: (a) you have all requisite rights and authority to use the
Subscription Service under these Terms and Conditions and to grant all applicable rights herein;
(b) the performance of your obligations under these Terms and Conditions will not violate,
conflict with, or result in a default under any other agreement, including confidentiality
agreements between you and third parties; (c) you will use the Subscription Service for lawful
purposes only and subject to these Terms and Conditions; (d) you are responsible for all use of
the Subscription Service in your Account; (e) you are solely responsible for maintaining the
confidentiality of your Account names and password(s); (f) you agree to immediately notify us
of any unauthorized use of your Account of which you become aware; (g) you agree that
DocuSign will not be liable for any losses incurred as a result of a third party's use of your
Account, regardless of whether such use is with or without your knowledge and consent; (h) you
will not use the Subscription Service in any manner that could damage, disable, overburden or
impair the System, or interfere with another's use of the Subscription Service by others; (i) any
information submitted to DocuSign by you is true, accurate, and correct; and (j) you will not
attempt to gain unauthorized access to the System or the Subscription Service, other accounts,
computer systems, or networks under the control or responsibility of DocuSign through hacking,
cracking, password mining, or any other unauthorized means. 14. DOCUSIGN WARRANTIES
DocuSign represents and warrants that: (a) the Subscription Service as delivered to Subscriber



and used in accordance with the Specifications will not infringe on any United States patent,
copyright or trade secret; (b) the Subscription Service will be performed in accordance with the
Specifications in their then-current form at the time of the provision of such Subscription
Service; (c) any DocuSign Products that are software shall be free of harmful or illicit code,
trapdoors, viruses, or other harmful features; (d) the proper use of the Subscription Service by
Subscriber in accordance with the Specifications and applicable law in the formation of an
eContract not involving any consumer will be sufficient under the Electronic Signatures in
Global and National Commerce Act, 15 U.S.C. Â§Â§ 7001 et seq. (the â€œESIGN Actâ€?) to
 ESIGN Act; (e) the proper use of the Subscription Service by Subscriber in accordance with the
Specifications and applicable law in the formation of an eContract involving a consumer will be
sufficient under the ESIGN Act to support the validity of such formation, to the extent provided
in the ESIGN Act, so long as and provided that Subscriber complies with all special
requirements for consumer eContracts, including and subject to those referenced in Section 4.(f)
and (g) above; and (f) DocuSign has implemented information security policies and safeguards
to preserve the security, integrity, and confidentiality of eContracts and to protect against
unauthorized access and anticipated threats or hazards thereto, that meet the objectives of the
Interagency Guidelines Establishing Standards for Safeguarding Subscriber Information as set
forth in Section 501 (b) of the Gramm-Leach-Bliley Act. 15. DISCLAIMER OF WARRANTIES
EXCEPT FOR THE REPRESENTATIONS AND WARRANTIES EXPRESSLY PROVIDED
IN SECTION 14 OF THESE TERMS AND CONDITIONS, THE SUBSCRIPTION SERVICE
AND THE SITE ARE PROVIDED â€œAS IS,â€? AND DOCUSIGN: (a) MAKES NO
ADDITIONAL REPRESENTATION OR WARRANTY OF ANY KIND WHETHER
EXPRESS, IMPLIED (EITHER IN FACT OR BY OPERATION OF LAW), OR STATUTORY,
AS TO ANY MATTER WHATSOEVER; (b) EXPRESSLY DISCLAIMS ALL IMPLIED
WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE,
QUALITY, ACCURACY, AND TITLE; AND (c) DOES NOT WARRANT THAT THE
SUBSCRIPTION SERVICE OR SITE ARE OR WILL BE ERROR-FREE, WILL MEET
SUBSCRIBERâ€™S REQUIREMENTS, OR BE TIMELY OR SECURE. SUBSCRIBER
WILL BE SOLELY RESPONSIBLE FOR ANY DAMAGE RESULTING FROM THE USE OF
THE SUBSCRIPTION SERVICE OR SITE. SUBSCRIBER WILL NOT HAVE THE RIGHT
TO MAKE OR PASS ON ANY REPRESENTATION OR WARRANTY ON BEHALF OF
DOCUSIGN TO ANY THIRD PARTY. USE OF THE SUBSCRIPTION SERVICE AND SITE
ARE AT YOUR SOLE RISK. Because some states and jurisdictions do not allow limitations on
implied warranties, the above limitation may not apply to you. In that event, such warranties are
limited to the minimum warranty period allowed by the applicable law. 16. SUBSCRIBER
INDEMNIFICATION OBLIGATIONS You will defend, indemnify, and hold us, our affiliates,
officers, directors, employees, suppliers, consultants, and agents harmless from any and all third
party claims, liability, damages, and costs (including, but not limited to, attorneys' fees) arising
from or related to: (a) your use of the Subscription Service; (b) your violation of these Terms and
Conditions; (c) your infringement, or infringement by any other user of your Account, of any
intellectual property or other right of any person or entity; or (d) the nature and content of all
materials, works, data, statements, and other visual, graphical, written, or audible
communications of any nature submitted by any Authorized User of your Account or otherwise
processed through your Account. 17. LIMITATIONS OF LIABILITY NOTWITHSTANDING
ANYTHING TO THE CONTRARY CONTAINED IN THESE TERMS AND CONDITIONS,
DOCUSIGN WILL NOT, UNDER ANY CIRCUMSTANCES, BE LIABLE TO SUBSCRIBER



FOR ANY CONSEQUENTIAL, INCIDENTAL, SPECIAL, OR EXEMPLARY DAMAGES
ARISING OUT OF OR RELATED TO THE TRANSACTIONS CONTEMPLATED UNDER
THESE TERMS AND CONDITIONS, INCLUDING BUT NOT LIMITED TO LOST
PROFITS OR LOSS OF BUSINESS, EVEN IF APPRISED OF THE LIKELIHOOD OF SUCH
DAMAGES OCCURRING. UNDER NO CIRCUMSTANCES WILL DOCUSIGN'S TOTAL
LIABILITY OF ALL KINDS ARISING OUT OF OR RELATED TO THESE TERMS AND
CONDITIONS OR SUBSCRIBERâ€™S USE OF THE SUBSCRIPTION SERVICE
(INCLUDING BUT NOT LIMITED TO WARRANTY CLAIMS), REGARDLESS OF THE
FORUM AND REGARDLESS OF WHETHER ANY ACTION OR CLAIM IS BASED ON
CONTRACT, TORT (INCLUDING NEGLIGENCE), OR OTHERWISE, EXCEED THE
TOTAL AMOUNT PAID BY SUBSCRIBER TO DOCUSIGN UNDER THESE TERMS AND
CONDITIONS DURING THE 3 MONTHS PRECEDING THE DATE OF THE ACTION OR
CLAIM. EACH PROVISION OF THESE TERMS AND CONDITIONS THAT PROVIDES
FOR A LIMITATION OF LIABILITY, DISCLAIMER OF WARRANTIES, OR EXCLUSION
OF DAMAGES REPRESENTS AN AGREED ALLOCATION OF THE RISKS OF THESE
TERMS AND CONDITIONS BETWEEN THE PARTIES. THIS ALLOCATION IS
REFLECTED IN THE PRICING OFFERED BY DOCUSIGN TO SUBSCRIBER AND IS AN
ESSENTIAL ELEMENT OF THE BASIS OF THE BARGAIN BETWEEN THE PARTIES.
EACH OF THESE PROVISIONS IS SEVERABLE AND INDEPENDENT OF ALL OTHER
PROVISIONS OF THESE TERMS AND CONDITIONS, AND EACH OF THESE
PROVISIONS WILL APPLY EVEN IF THE WARRANTIES IN THESE TERMS AND
CONDITIONS HAVE FAILED OF THEIR ESSENTIAL PURPOSE. Because some states and
jurisdictions do not allow limitation of liability in certain instances, portions of the above
limitation may not apply to you. 18. CONFIDENTIALITY â€œConfidential Informationâ€?
means any trade secrets or other information of DocuSign, whether of a technical, business, or
other nature (including, without limitation, DocuSign software and related information), that is
disclosed to or made available to Subscriber. Confidential Information does not include any
information that: (a) was known to Subscriber prior to receiving it from DocuSign; (b) is
independently developed by Subscriber without use of or reference to any Confidential
Information; (c) is acquired by Subscriber from another source without restriction as to use or
disclosure; or (d) is or becomes part of the public domain through no fault or action of
Subscriber. During and after the Term of these Terms and Conditions, Subscriber will: (i) use the
Confidential Information solely for the purpose for which it is provided; (ii) not disclose such
Confidential Information to a third party; and (iii) protect such Confidential Information from
unauthorized use and disclosure to the same extent (but using no less than a reasonable degree of
care) that it protects its own Confidential Information of a similar nature. If Subscriber is
required by law to disclose the Confidential Information or the terms of these Terms and
Conditions, Subscriber must give prompt written notice of such requirement before such
disclosure and assist the DocuSign in obtaining an order protecting the Confidential Information
from public disclosure. Subscriber acknowledges that, as between the parties, all Confidential
Information it receives from DocuSign, including all copies thereof in Subscriber's possession or
control, in any media, is proprietary to and exclusively owned by DocuSign. Nothing in these
Terms and Conditions grants Subscriber any right, title, or interest in or to any of the
Confidential Information. Subscriber's incorporation of the Confidential Information into any of
its own materials shall not render Confidential Information non-confidential. Subscriber
acknowledges that any actual or threatened violation of this confidentiality provision may cause



irreparable, non-monetary injury to the disclosing party, the extent of which may be difficult to
ascertain, and therefore agrees that DocuSign shall be entitled to seek injunctive relief in
addition to all remedies available to DocuSign at law and/or in equity. Absent written consent of
DocuSign, the burden of proving that the Confidential Information is not, or is no longer,
confidential or a trade secret shall be on Subscriber. 19. PRIVACY Personal information
provided or collected through or in connection with this Site shall only by used in accordance
with DocuSignâ€™s Privacy Policy and these Terms and Conditions are subject to the Privacy
Policy on DocuSign's website which sets forth the terms and conditions governing DocuSign's
collection and use of personal information from Authorized Users that is gathered through the
Site. 20. ACCESS LIMITS Your use of the Site is at all times governed by our website Terms of
 is the owner of various intellectual property and technology rights associated with the
Subscription Service, its document management, digital signature, and notary system, including
patent, copyright, trade secret, and trademark and service mark rights. Except for the rights
expressly granted in these Terms and Conditions, DocuSign does not transfer to Subscriber of
any Authorized User any of DocuSignâ€™s technology or other intellectual property or
technology rights. All right, title, and interest in and to DocuSignâ€™s technology and
intellectual property will remain solely with the DocuSign. Subscriber agrees that it will not,
directly or indirectly, reverse engineer, decompile, disassemble, or otherwise attempt to derive
source code or other trade secrets from the Subscription Service or DocuSignâ€™s technology.
DocuSign agrees that data and information provided by Subscriber under these Terms and
Conditions shall remain, as between Subscriber and DocuSign, owned by Subscriber. DocuSign
hereby grants to users and licensees of its products and services a limited, revocable,
nonexclusive and nontransferable right to use DocuSignâ€™s regular trade names, trademarks,
titles and logos (â€œLicensed Marksâ€?) solely for purposes of identifying DocuSignâ€™s
products and services. Details of this trademark license are available at:
http://www.docusign.com/IP. 22. FEEDBACK By submitting feedback to DocuSign: (a)
Subscriber automatically grants to DocuSign a perpetual, irrevocable, transferable, royalty-free
license to use Subscriber's feedback for any and all purposes without any compensation to
Subscriber; and (b) Subscriber agrees that it will not publish, submit, or display feedback
submitted by Subscriber or its Authorized Users to or on any other web site or in any other
publicly accessible forum without DocuSign's prior written consent. 23. GENERAL Subscriber
acknowledges that the Subscription Service and any related products, information,
documentation, software, technology, technical data, and any derivatives thereof, that DocuSign
makes available to its Subscribers (collectively â€œExcluded Dataâ€?), is subject to export
control laws and regulations of the United States and other jurisdictions (collectively â€œExport
Lawsâ€?). Subscriber represents and warrants that: (i) it is not located in, under the control of, or
a national or resident of an embargoed country or prohibited end user under Export Laws; and
(ii) it will not access, download, use, export or re-export, directly or indirectly, the Excluded
Data to any location, entity, government or person prohibited by export laws, without first
complying with all Export Laws that may be imposed by the U.S. Government and any country
or organization of nations within whose jurisdiction it operates or does business. Subscriber is
solely responsible for complying with Export Laws for all Excluded Data and any of its content
transmitted through the Subscription Service. Subscriber shall advise DocuSign in the event the
Excluded Data requires DocuSign to obtain additional licenses, permits and/or approvals from
any government in the jurisdiction where Subscriber intends to use the Subscription Service.
Upon being advised of such a requirement, DocuSign may at its sole discretion: (a) terminate



Subscriber's Account; (b) obtain such licenses, permits, and/or approvals as may be required; or
(c) modify these Terms and Conditions such that additional licenses, permits, and/or approvals
are no longer required to be obtained by DocuSign. The Subscription Service will be accessed
and delivered via the internet. Subscriber is responsible for obtaining the necessary equipment
and internet connection in order to access and use the Subscription Service. In order to fully
utilize the Subscription Service, Subscriber will need to maintain certain minimum hardware and
software requirements. These requirements are set forth in the Specifications. DocuSign will be
and act as an independent contractor (and not as the agent or representative of Subscriber) in the
performance of these Terms and Conditions. These Terms and Conditions will not be interpreted
or construed as: (a) creating or evidencing any association, joint venture, partnership, or
franchise between the parties; (b) imposing any partnership or franchise obligation or liability on
either party; (c) prohibiting or restricting either partyâ€™s performance of any services for any
third party; or (d) establishing or as a foundation for any rights or remedies for any third party,
whether as a third party beneficiary or otherwise. Subscriber must not represent to anyone that
Subscriber is an agent of DocuSign or is otherwise authorized to bind or commit DocuSign in
any way without DocuSignâ€™s prior authorization. Subscriber may not assign its rights, duties,
or obligations under these Terms and Conditions without DocuSignâ€™s prior written consent.
If consent is given, these Terms and Conditions will bind Subscriberâ€™s successors and
assigns. Any attempt by Subscriber to transfer its rights, duties, or obligations under these Terms
and Conditions except as expressly provided in these Terms and Conditions is void. DocuSign
may freely assign its rights, duties, and obligations under these Terms and Conditions. DocuSign
may utilize a subcontractor or other third party to perform its duties under these Terms and
Conditions so long as: (a) DocuSign shall not be relieved of any responsibilities or obligations
under these Terms and Conditions that are performed by the subcontractor or third party; and (b)
DocuSign shall remain Subscriberâ€™s sole point of contact and sole contracting party. We may
provide, or third parties may provide, links to other Web sites or resources that are beyond our
control. We make no representations as to the quality, suitability, functionality, or legality of any
sites to which links may be provided, and you hereby waive any claim you might have against us
with respect to such sites. DOCUSIGN IS NOT RESPONSIBLE FOR THE CONTENT ON
THE INTERNET OR WEB PAGES THAT ARE CONTAINED OUTSIDE THE SITE. Your
correspondence or business dealings with, or participation in promotions of, advertisers or
partners found on or through the Site, including payment and delivery of related goods or
services, and any other terms, conditions, warranties, or representations associated with such
dealings, are solely between you and such advertiser or partner. You agree that we are not
responsible or liable for any loss or damage of any sort incurred as the result of any such
dealings or as the result of the presence of such advertisers or partners on the Site. Any notice
required or permitted to be given in accordance with these Terms and Conditions will be
effective if it is in writing and sent using the certified delivery function of the Subscription
Service, by email, certified or registered mail, or insured courier, return receipt requested, to the
appropriate party at the address set forth in Subscriber's registration information for Subscriber
or on the Site for DocuSign. Either party may change its address for receipt of notice by notice to
the other party in accordance with this Section. Notices are deemed given upon receipt if
delivered using the Subscription Service or email, two business days following the date of
mailing, or one business day following delivery to a courier. Written notification to terminate an
Account shall be sent by email to support@docusign.com from the Subscriberâ€™s email
address set forth in Subscriber's registration information for Subscriber, or by calling



1.866.219.4318. Neither party will be liable for, or be considered to be in breach of or default
ns on account of, any delay or failure to perform as required by these Terms and Conditions as a
result of any cause or condition beyond such partyâ€™s reasonable control, so long as such
party uses all commercially reasonable efforts to avoid or remove such causes of
non-performance or delay. These Terms and Conditions are governed in all respects by the laws
of the State of Washington as such laws are applied to agreements entered into and to be
performed entirely within Washington between Washington residents. Any controversy or claim
arising out of or relating to these Terms and Conditions, the Hosted Service, or the Site will be
settled by binding arbitration in accordance with the commercial arbitration rules of the
American Arbitration Association. Any such controversy or claim shall be arbitrated on an
individual basis, and shall not be consolidated in any arbitration with any claim or controversy of
any other party. The arbitration will be conducted in King County, Washington, and judgment on
the arbitration award may be entered into any court having jurisdiction thereof. The award of the
arbitrator shall be final and binding upon the parties without appeal or review except as
permitted by Washington law. Notwithstanding the foregoing, either party may seek any interim
or preliminary injunctive relief from any court of competent jurisdiction, as necessary to protect
the party's rights or property pending the completion of arbitration. By using the Site or the
Subscription Service, you consent and submit to the exclusive jurisdiction and venue of the state
and federal courts located in King County, Washington. Any legal action by Subscriber arising
under these Terms and Conditions must be initiated within two years after the cause of action
arises. The waiver by either party of any breach of any provision of these Terms and Conditions
does not waive any other breach. The failure of any party to insist on strict performance of any
covenant or obligation in accordance with these Terms and Conditions will not be a waiver of
such party's right to demand strict compliance in the future, nor will the same be construed as a
novation of these Terms and Conditions. If any part of these Terms and Conditions is found to be
illegal, unenforceable, or invalid, the remaining portions of these Terms and Conditions will
remain in full force and effect. If any material limitation or restriction on the grant of any license
to Subscriber under these Terms and Conditions is found to be illegal, unenforceable, or invalid,
the license will immediately terminate. Except as set forth in Section 2 of these Terms and
Conditions, these Terms and Conditions may not be amended except in writing signed by both
you and us. In the event that we make such a change that has a material adverse impact on your
rights or use of the Service, you may terminate these Terms and Conditions by giving us notice
within 20 days of the date we notify you, and you will not be charged any cancellation fee. These
Terms and Conditions are the final and complete expression of the agreement between these
parties regarding the Subscription Service. These Terms and Conditions supersede, and the terms
of these Terms and Conditions govern, all previous oral and written communications regarding
these matters. v140527 How it works eSignature Digital Transaction Management Legality
Security Global Take a Demo Free Trial Resource Center By Industry Financial Services
Healthcare High Tech Higher Education Insurance Real Estate Life Sciences Government By
Department Sales Human Resources Finance IT/Operations Legal Marketing Facilities Support
Product Management Procurement Partners & Developers Partner Programs Find a Partner
Solution Showcase Partner Portal Dev Center Support & Training DocuSign Support
Community DocuSign University Company About DocuSign Leadership Team Financial
Investors Board of Directors Security & Trust Blog Events Press Room Careers Contact
Subscriptions Follow Us Facebook Twitter LinkedIn Glassdoor Google + YouTube Validate
TRUSTe privacy certification Â© DocuSign Inc., 2003 - 2014 221 Main St., Suite 1000, San



Francisco, CA 94105 Sales: +1.877.720.2040 | Support: +1.866.219.4318 North America Terms
of Use Privacy Policy Intellectual Property Trending Topics: Digital Signature Free What Is
Electronic Signature Pdf App For Signing Documents Sign Documents On Android What Is
Digital Signature Processing DocuSign FREE TRIAL BUY NOW Validate TRUSTe privacy
certification .


	Complete_with_Docusign_Police_(CEBR)_26-28_A (1).pdf
	Police-2025 DNA (CEBR) Program 26-28 App Edited.pdf
	Grant Tracking Form


	Legislation.pdf
	Resolution No. ______________
	Approved as to availability   introduced BY:
	of funds:
	Jenneen Reed, Director
	Department of Finance            _____________________________
	_____________________________


		2025-11-18T12:35:23-0800
	Digitally verifiable PDF exported from www.docusign.com




