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Terms and Conditions 

1. GOODS AND SERVICES CONTRACT

1.1. Heading 
This contract is initiated by and between The Metropolitan Government of Nashville and Davidson County 
(METRO) and Pictometry International Corp dba EagleView (CONTRACTOR) located at 25 Methodist Hill 
Drive, Rochester NY 14623, resulting from an approved sole source signed by Metro's Purchasing Agent (made a 
part of this contract by reference). This Contract consists of the following documents: 

Any properly executed contract amendment (most recent with first priority),
This document,
Exhibit A – Contractor’s Master Services Agreement and Order Form
Exhibit B - MISA Terms and Conditions
Exhibit C - Affidavits
Purchase Orders (and PO Changes),

In the event of conflicting provisions, all documents shall be construed in the order listed above.

2. THE PARTIES HEREBY AGREE TO THE FOLLOWING TERMS AND CONDITIONS:

2.1. Duties and Responsibilities 
CONTRACTOR agrees to provide digital ortho and oblique images, maintenance, upgrades, and support of software 
used to access, view, analyze, and otherwise utilize, captured licensed aerially derived images and software. 

2.2. Delivery and/or Installation. 
All deliveries (if provided by the performance of this Contract) are F.O.B. Destination, Prepaid by Supplier, Inside 
Delivery, as defined by METRO. 
METRO assumes no liability for any Products and/or Services (as defined in Exhibit A) delivered without a 
purchase order. All deliveries shall be made as defined in the Order Form and by the date specified on the Order 
Form. 

3. CONTRACT TERM

3.1. Contract Term 
The Contract Term will begin on the date  (the "Effective Date")  this Contract is approved by all required parties 
and filed in the Metropolitan Clerk's Office. This Contract Term will end (60) months from the Effective Date. In no 
event shall the term of this Contract exceed sixty (60) months from the Effective Date.

4. COMPENSATION

4.1. Contract Value 
This Contract has an estimated value of $821,922.50. The pricing details are included in Exhibit A and are made a 
part of this Contract by reference. CONTRACTOR shall be paid as work is completed as provided in Exhibit A and 
METRO is accordingly, invoiced. 
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There will be no other charges or fees for the performance of this Contract and payment will be made in accordance 
with Section 3 of Exhibit A.  

4.2. Payment Methodology 
Payment in accordance with the terms and conditions of this Contract shall constitute the entire compensation due 
CONTRACTOR for all Products and/or Services provided under this Contract. 
METRO will compensate CONTRACTOR in accordance with Exhibit A of this Contract. Subject to these payment terms 
and conditions, CONTRACTOR shall be paid for delivered/performed products and/or services properly authorized by 
METRO in accordance with this Contract.  

4.3. Escalation/De-escalation 
This Contract is not eligible for annual escalation/de-escalation adjustments. 

4.4. Electronic Payment 
All payments shall be effectuated by ACH (Automated Clearing House). 

4.5. Invoicing Requirements 
CONTRACTOR shall submit invoices for payment in a format acceptable to METRO and shall submit invoices no more 
frequently than monthly for performed services. Invoices shall detail this Contract Number accompanied by any necessary 
supporting documentation as required by METRO. CONTRACTOR shall submit all invoices no later than ninety (90) 
days after the services have been delivered/performed. 

4.6. Subcontractor/Subconsultant Payments 
When payment is received from METRO, CONTRACTOR shall within fourteen (14) calendar days pay all subcontractors, 
subconsultants, laborers, and suppliers the amounts they are due for the work covered by such 
payment. In the event METRO becomes informed that CONTRACTOR has not paid a subcontractor, subconsultant, 
laborer, or supplier as provided herein, METRO shall have the right, but not the duty, to issue future checks and payments 
to CONTRACTOR of amounts otherwise due hereunder naming CONTRACTOR and any such 
subcontractor, subconsultant, laborer, or supplier as joint payees. Such joint check procedure, if employed by 
METRO, shall create no rights in favor of any person or entity beyond the right of the named payees to payment of 
the check and shall not be deemed to commit METRO to repeat the procedure in the future. If persistent, this may 
be determined to be a material breach of this Contract. 

5. TERMINATION

5.1. Breach 
Should either party fail to fulfill in a timely and proper manner its obligations under this Contract or if it should 
violate any of the terms of this Contract, the non-breaching party shall identify the breach and the breaching party 
shall cure the performance within thirty (30) days. If the breaching party fails to satisfactorily provide cure, the 
non-breaching party shall have the right to immediately terminate this Contract. Such termination shall not relieve 
the breaching party of any liability to the non-breaching party for damages sustained by virtue of any breach by the 
breaching party. 

5.2. Effect of Termination on Fees:  CONTRACTOR Breach 
In the event this Contract is terminated by METRO for a material breach by CONTRACTOR, (a) where CONTRACTOR 
has fully delivered imagery to METRO, no refund of fees shall be made, or (b) where METRO is accessing on-line 
imagery and data access and/or an application, CONTRACTOR will refund any unused prorated, 
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5.3 Effect of Termination on Fees:  METRO Breach  
In the event this Agreement is terminated by CONTRACTOR for a material breach by METRO, METRO shall be 
responsible for all fees under any current Order Form(s). 

5.4. Lack of Funding 
Should funding for this Contract be discontinued, METRO shall have the right to terminate this Contract 
immediately upon written notice to CONTRACTOR, the following provisions shall apply: 

a. METRO shall provide CONTRACTOR with written documentation of non-appropriation of funds from its funding
source thirty (300) days prior to commencement of a subsequent refresh;

b. This Contract shall remain in full force and effect, however commencement of the subsequent refresh shall be deemed
postponed until such time as funds for the subsequent refresh have been appropriated and all other sums due under the terms
and conditions of this Contract have been paid by METRO. In the event that the postponement exceeds eighteen months,
CONTRACTOR reserves the right to terminate any and all obligations with respect to the postponement and all subsequent
deliverables included in this CONTRACT; and

c. If METRO, or any party authorized under the terms and conditions of this Contract to use the licensed products set forth
in the Order Form of Exhibit A, is in possession of licensed products for which CONTRACTOR has not been fully
compensated in accordance with the payment terms of this Contract, METRO or such authorized party shall immediately
cease use of those licensed products, purge those licensed products from all METRO and authorized party computers, and
return those licensed products to CONTRACTOR.

6. NONDISCRIMINATION 
6.1. METRO's Nondiscrimination Policy
It is the policy of METRO not to discriminate on the basis of race, creed, color, national origin, age, sex, or 
disability in its hiring and employment practices, or in admission to, access to, or operation of its programs, services, 
and activities. 

6.2. Nondiscrimination Requirement 
No person shall be excluded from participation in, be denied benefits of, be discriminated against in the admission 
or access to, or be discriminated against in treatment or employment in METRO's contracted programs or activities, 
on the grounds of race, creed, color, national origin, age, sex, disability, or any other classification protected by 
federal or Tennessee State Constitutional or statutory law; nor shall they be excluded from participation in, be 
denied benefits of, or be otherwise subjected to discrimination in the performance of contracts with METRO or in 
the employment practices of METRO's CONTRACTORs. CONTRACTOR certifies and warrants that it will 
comply with this nondiscrimination requirement. Accordingly, all offerors entering into contracts with METRO 
shall, upon request, be required to show proof of such nondiscrimination and to post in conspicuous places that are 
available to all employees and applicants, notices of nondiscrimination. 

6.3. Equal Business Opportunity (EBO) Program Requirement 
The Equal Business Opportunity (EBO) Program is not applicable to this Contract. 

6.4. Covenant of Nondiscrimination 
All offerors have committed to the Covenant of Nondiscrimination when registering with METRO to do business. 
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6.5. Americans with Disabilities Act (ADA) 
CONTRACTOR assures METRO that all services provided shall be completed in full compliance with the 
Americans with Disabilities Act ('ADA') 2010 ADA Standards for Accessible Design, enacted by law March 15, 
2012, as has been adopted by METRO. CONTRACTOR will ensure that participants with disabilities will have 
communication access that is equally effective as that provided to people without disabilities. Information shall be 
made available in accessible formats, and auxiliary aids and services shall be provided upon the reasonable request 
of a qualified person with a disability. 

7. INSURANCE

7.1. Proof of Insurance 
During the term of this Contract, for any and all awards, CONTRACTOR shall, at its sole expense, obtain and 
maintain in full force and effect for the duration of this Contract, including any extension(s), the types and amounts 
of insurance identified below. Proof of insurance shall be required naming METRO as additional insured and 
identifying Contract number on the ACORD document. 

7.2. Automobile Liability Insurance 
In the amount of one million ($1,000,000.00) dollars. 

7.3. General Liability Insurance 
In the amount of one million ($1,000,000.00) dollars. 

7.4. Worker's Compensation Insurance (if applicable) 

CONTRACTOR shall maintain workers' compensation insurance with statutory limits required by the State of 
Tennessee or other applicable laws and Employer's Liability Insurance with limits of no less than one hundred 
thousand ($100,000.00) dollars, as required by the laws of Tennessee. 

7.5. Cyber Liability Insurance 
In the amount of four million ($4,000,000.00) dollars. 

7.6. Technological Errors and Omissions Insurance 
In the amount of one million ($1,000,000.00) dollars. 

7.7. Such insurance shall: 
Contain or be endorsed to contain a provision that includes METRO, its officials, officers, employees, and 
volunteers as additional insureds with respect to liability arising out of work or operations performed by or on behalf 
of CONTRACTOR including materials, parts, or equipment furnished in connection with such work or operations. 
The coverage shall contain no special limitations on the scope of its protection afforded to the above-listed insureds. 
For any claims related to this Contract, CONTRACTOR's insurance coverage shall be primary insurance with 
respects to METRO, its officers, officials, employees, and volunteers. Any insurance or self-insurance programs 
covering METRO, its officials, officers, employees, and volunteers shall be in excess of CONTRACTOR's 
insurance and shall not contribute with it. 
Automotive Liability insurance shall include vehicles owned, hired, and/or non-owned. Said insurance shall include 
coverage for loading and unloading hazards. Insurance shall contain or be endorsed to contain a provision that 
includes METRO, its officials, officers, employees, and volunteers as additional insureds with respect to liability 
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arising out of automobiles owned, leased, hired, or borrowed by or on behalf of CONTRACTOR. 
CONTRACTOR shall maintain Workers' Compensation insurance (if applicable) with statutory limits as required by 
the State of Tennessee or other applicable laws and Employers' Liability insurance. CONTRACTOR shall require 
each of its subcontractors to provide Workers' Compensation for all of the latter's employees to be engaged in such 
work unless such employees are covered by CONTRACTOR's Workers' Compensation insurance coverage. 

7.8. Other Insurance Requirements 
Prior to commencement of services, CONTRACTOR shall furnish METRO with original certificates and 
amendatory endorsements effecting coverage required by this section and provide that such insurance shall not be 
cancelled, allowed to expire, or be materially reduced in coverage except on 30 days' prior written notice to: 

PROCUREMENTCOI@NASHVILLE.GOV 
Provide certified copies of endorsements and policies if requested by METRO in lieu of or in addition to certificates 
of insurance. 
Replace certificates, policies, and/or endorsements for any such insurance expiring prior to completion of services. 
Maintain such insurance from the time services commence until services are completed. Failure to maintain or 
renew coverage and to provide evidence of renewal may be treated by METRO as a material breach of this Contract. 
Said insurance shall be with an insurer licensed to do business in Tennessee and having A.M. Best Company ratings 
of no less than A-. Modification of this standard may be considered upon appeal to the METRO Director of Risk 
Management Services. 
Require all subcontractors to maintain during the term of this Contract, Commercial General Liability insurance, 
Business Automobile Liability insurance, and Worker's Compensation/ Employers Liability insurance (unless 
subcontractor's employees are covered by CONTRACTOR's insurance) in the same manner as specified for 
CONTRACTOR. CONTRACTOR shall require subcontractor's to have all necessary insurance and maintain the 
subcontractor's certificates of insurance. 
Any deductibles and/or self-insured retentions greater than $10,000.00 must be disclosed to and approved by 
METRO prior to the commencement of services. 
If CONTRACTOR has or obtains primary and excess policy(ies), there shall be no gap between the limits of the 
primary policy and the deductible features of the excess policies. 

8. GENERAL TERMS AND CONDITONS

8.1. Taxes 
METRO shall not be responsible for any taxes that are imposed on CONTRACTOR and shall provide CONTRACTOR with 
a valid tax exemption certificate authorized by the applicable taxing authority prior to billing. Furthermore, 
CONTRACTOR understands that it cannot claim exemption from taxes by virtue of any exemption that is provided to 
METRO. 

8.2. Warranty 
CONTRACTOR warrants that for a period of one year from date of delivery and/or installation, whichever is later, 
the Products provided, including software, shall be free of any defects that interfere with or prohibit the use of the 
Products for the purposes for which they were obtained. 
During the warranty period, METRO may, at its option, request that CONTRACTOR repair or replace any defective 
Products, by written notice to CONTRACTOR. In that event, CONTRACTOR shall repair or replace the defective 
Products, as required by METRO, at CONTRACTOR's expense, within thirty (30) days of written notice. 
Alternatively, METRO may return the defective Products, at CONTRACTOR's expense, for a full refund. Exercise 
of either option shall not relieve CONTRACTOR of any liability to METRO for damages sustained by virtue of 
CONTRACTOR's breach of warranty. 
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8.3. Confidentiality 
Tennessee Code Annotated § 10-7-504(i) specifies that information which would allow a person to obtain 
unauthorized access to confidential information or to government property shall be maintained as confidential. 
"Government property" includes electronic information processing systems, telecommunication systems, or other 
communications systems of a governmental entity subject to this chapter. Such records include: (A) Plans, security 
codes, passwords, combinations, or computer programs used to protect electronic information and government 
property; (B) Information that would identify those areas of structural or operational vulnerability that would permit 
unlawful disruption to, or interference with, the services provided by a governmental entity; and (C) Information 
that could be used to disrupt, interfere with, or gain unauthorized access to electronic information or government 
property. 
The foregoing listing is not intended to be comprehensive, and any information which METRO marks or otherwise 
designates as anything other than "Public Information" will be deemed and treated as sensitive information, which is 
defined as any information not specifically labeled as "Public Information". Information which qualifies as 
"sensitive information" may be presented in oral, written, graphic, and/or machine-readable formats. Regardless of 
presentation format, such information will be deemed and treated as sensitive information. 
CONTRACTOR, and its Agents, for METRO, may have access to sensitive information. CONTRACTOR, and its 
Agents, are required to maintain such information in a manner appropriate to its level of sensitivity. All sensitive 
information must be secured at all times including, but not limited to, the secured destruction of any written or 
electronic information no longer needed. The unauthorized access, modification, deletion, or disclosure of any 
METRO information may compromise the integrity and security of METRO, violate individual rights of privacy, 
and/or constitute a criminal act. 
Upon the request of METRO, CONTRACTOR shall return or destroy all information in whatever form in a format 
chosen by METRO. In the event of any disclosure or threatened disclosure of METRO information, METRO is 
further authorized and entitled to immediately seek and obtain injunctive or other similar relief against 
CONTRACTOR, including but not limited to emergency and ex parte relief where available. 

8.4. Information Ownership 
All METRO information is and shall be the sole property of METRO. CONTRACTOR hereby waives any and all 
statutory and common law liens it may now or hereafter have with respect to METRO information. Nothing in this 
Contract or any other agreement between METRO and CONTRACTOR shall operate as an obstacle to such 
METRO's right to retrieve any and all METRO information from CONTRACTOR or its agents or to retrieve such 
information or place such information with a third party for provision of services to METRO, including without 
limitation, any outstanding payments, overdue payments and/or disputes, pending legal action, or arbitration. Upon 
METRO's request, CONTRACTOR shall supply METRO with an inventory of METRO information that 
CONTRACTOR stores and/or backs up. 
Any information provided to the CONTRACTOR, including information provided by METRO customers or 
citizens, is only to be used to fulfill the contracted services. Any additional information that is inferred or 
determined based on primary information that is provided to the CONTRACTOR, i.e. "second-order data", is only 
to be used to fulfill the contracted services. This information is not to be used for marketing or commercial 
purposes and the CONTRACTOR asserts no rights to this information outside of fulfilling the contracted services. 
Storage of this information is not allowed outside United States' jurisdiction. 

8.5. Information Security Breach Notification 
In addition to the notification requirements in any Business Associate Agreement with METRO, when applicable, 
CONTRACTOR shall notify METRO of any data breach within 74 hours of CONTRACTOR's knowledge or 
reasonable belief (whichever is earlier) that such breach has occurred (Breach Notice) by contacting the METRO 
ITS Help Desk. The Breach Notice should describe the nature of the breach, the scope of the information 
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compromised, the date the breach occurred, and the identities of the individuals affected or potentially affected by 
the breach as well as specific information about the data compromised so that METRO can properly notify those 
individuals whose information was compromised. CONTRACTOR shall periodically update the information 
contained in the Breach Notice to METRO and reasonably cooperate with METRO in connection with METRO's 
efforts to mitigate the damage or harm of such breach. 

8.6. Virus Representation and Warranty 
CONTRACTOR represents and warrants that Products and/or Services, or any media upon which the Products 
and/or Services are stored, do not have, nor shall CONTRACTOR or its Agents otherwise introduce into METRO's 
systems, network, or infrastructure, any type of software routines or element which is designed to or capable of 
unauthorized access to or intrusion upon, disabling, deactivating, deleting, or otherwise damaging or interfering with 
any system, equipment, software, data, or the METRO network.  

8.7. Maintenance of Records 
CONTRACTOR shall maintain documentation for all charges against METRO. The books, records, and documents 
of CONTRACTOR, insofar as they relate to work performed or money received under this Contract, shall be 
maintained for a period of three (3) full years from the date of final payment and will be subject to audit, at any 
reasonable time and upon reasonable notice by METRO or its duly appointed representatives. The records shall be 
maintained in accordance with generally accepted accounting principles. In the event of litigation, working papers 
and other documents shall be produced in accordance with applicable laws and/or rules of discovery. Breach of the 
provisions of this paragraph is a material breach of this Contract. 
All documents and supporting materials related in any manner whatsoever to this Contract or any designated portion 
thereof, which are in the possession of CONTRACTOR or any subcontractor or subconsultant shall be made 
available to METRO for inspection and copying upon written request from METRO. Said documents shall also be 
made available for inspection and/or copying by any state, federal or other regulatory authority, upon request from 
METRO. Said records include, but are not limited to, all drawings, plans, specifications, submittals, 
correspondence, minutes, memoranda, tape recordings, videos, or other writings or things which document the 
procurement and/or performance of this Contract. Said records expressly include those documents reflecting the 
cost, including all subcontractors' records and payroll records of CONTRACTOR and subcontractors. 

8.8. Monitoring 
CONTRACTOR's activities conducted and records maintained pursuant to this Contract shall be subject to 
monitoring and evaluation by METRO, the Department of Finance, the Division of Internal Audit, or their duly 
appointed representatives. 
METRO shall have the option of reviewing and performing a security assessment of the information security 
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management practices of CONTRACTOR. METRO shall have the right, at its expense, during normal business 
hours and with reasonable advance notice, to evaluate, test, and review at CONTRACTOR's premises the Products 
and/or Services to ensure compliance with the terms and conditions of this Contract. METRO shall have the right to 
conduct such audits by use of its own employees and internal audit staff, or by use of outside consultants and 
auditors. 

8.9. Modification of Contract 
This Contract may be modified only by written amendment executed by all parties and their signatories hereto. All 
change orders, where required, shall be executed in conformance with section 4.24.020 of the Metropolitan Code of 
Laws. 

8.10. Partnership/Joint Venture 
This Contract shall not in any way be construed or intended to create a partnership or joint venture between the 
Parties or to create the relationship of principal and agent between or among any of the Parties. None of the Parties 
hereto shall hold itself out in a manner contrary to the terms of this paragraph. No Party shall become liable for any 
representation, act, or omission of any other Party contrary to the terms of this Contract. 

8.11. Waiver 
No waiver of any provision of this Contract shall affect the right of any Party to enforce such provision or to 
exercise any right or remedy available to it. 

8.12. Employment 
CONTRACTOR shall not subscribe to any personnel policy which permits or allows for the promotion, demotion, 
employment, dismissal or laying off of any individual due to race, creed, color, national origin, age, sex, or which is 
in violation of applicable laws concerning the employment of individuals with disabilities. 
CONTRACTOR shall not knowingly employ, permit, dispatch, subcontract, or instruct any person who is an 
undocumented and/or unlawful worker to perform work in whole or part under the terms of this Contract. 
Violation of either of these contract provisions may result in suspension or debarment if not resolved in a timely 
manner, not to exceed ninety (90) days, to the satisfaction of METRO. 

8.13. Compliance with Laws 
CONTRACTOR agrees to comply with all applicable federal, state and local laws and regulations. 

8.14. Iran Divestment Act 
In accordance with the Iran Divestment Act, Tennessee Code Annotated § 12-12-101 et seq., CONTRACTOR 
certifies that to the best of its knowledge and belief, neither CONTRACTOR nor any of its subcontractors are on 
the list created pursuant to Tennessee Code Annotated § 12-12-106. Misrepresentation may result in civil and 
criminal sanctions, including contract termination, debarment, or suspension from being a contractor or 
subcontractor under METRO contracts. 

8.15. Boycott of Israel 
The Contractor certifies that it is not currently engaged in, and will not for the duration of the contract engage in, a 
boycott of Israel as defined by Tenn. Code Ann. § 12-4-119. This provision shall not apply to contracts with a total 
value of less than two hundred fifty thousand dollars ($250,000) or to contractors with less than ten (10) employees. 
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8.16. Taxes and Licensure 
CONTRACTOR shall have all applicable licenses and be current on its payment of all applicable gross receipt taxes 
and personal property taxes. 

8.17. Ethical Standards 
It shall be a breach of the Ethics in Public Contracting standards in the Metropolitan Code of Laws for any person to 
offer, give or agree to give any employee or former employee, or for any employee or former employee to solicit, 
demand, accept or agree to accept from another person, a gratuity or an offer of employment in connection with any 
decision, approval, disapproval, recommendation, preparation of any part of a program requirement or a purchase 
request, influencing the content of any specification or procurement standard, rendering of advice, investigation, 
auditing or in any other advisory capacity in any proceeding or application, request for ruling, determination, claim 
or controversy or other particular matter, pertaining to any program requirement of a contract or subcontract or to 
any solicitation or proposal therefore. It shall be a breach of the Ethics in Public Contracting standards for any 
payment, gratuity or offer of employment to be made by or on behalf of a subcontractor under a contract to the 
prime contractor or higher tier subcontractor or a person associated therewith, as an inducement for the award of a 
subcontract or order. Breach of the provisions of this paragraph is, in addition to a breach of this contract, a breach 
of ethical and legal standards which may result in civil or criminal sanction and/or debarment or suspension from 
being a contractor or subcontractor under METRO contracts. 
Pursuant to Metropolitan Code of Laws, Section 4.48.020, entities and persons doing business with, or proposing to 
do business with, the Metropolitan Government of Nashville & Davidson County must adhere to the ethical 
standards prescribed in Section 4.48 of the Code. By signing this contract, you agree that you have read the 
standards in Section 4.48 and understand that you are obligated to follow them. Violation of any of those standards 
is a breach of contract and a breach of legal standards that may result in sanctions, including those set out in Section 
4.48. 

8.18. Assignment--Consent Required 
The provisions of this Contract shall inure to the benefit of and shall be binding upon the respective successors and 
assignees of the parties hereto. Except for an assignment in connection with a merger, acquisition, corporate 
reorganization, or sale of all or substantially all of its asset, or the rights of money due to CONTRACTOR under this 
Contract, neither this Contract nor any of the rights and obligations of CONTRACTOR hereunder shall be assigned 
or transferred in whole or in part without the prior written consent of METRO. Any such assignment or transfer 
shall not release CONTRACTOR from its obligations hereunder. 
NOTICE OF ASSIGNMENT OF ANY RIGHTS TO MONEY DUE TO CONTRACTOR UNDER THIS 
CONTRACT MUST BE SENT TO THE ATTENTION OF: 

PRG@NASHVILLE.GOV (Preferred Method) 
OR 
METRO'S PURCHASING AGENT 
PROCUREMENT DIVISION 
DEPARTMENT OF FINANCE 
PO BOX 196300 
NASHVILLE, TN 37219-6300 

Funds Assignment Requests should contain complete contact information (contact person, organization name, address, 
telephone number, and email) for METRO to use to request any follow up information needed to complete or investigate 
the requested funds assignment. To the extent permitted by law, METRO has the discretion to approve or deny a Funds 
Assignment Request. 
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8.19. Entire Contract 
This Contract sets forth the entire agreement between the parties with respect to the subject matter hereof and shall 
govern the respective duties and obligations of the parties. 

 
8.20. Force Majeure 
No party shall have any liability to the other hereunder by reason of any delay or failure to perform any obligation or 
covenant if the delay or failure to perform is occasioned by force majeure, meaning any act of God, storm, fire, 
casualty, unanticipated work stoppage, strike, lockout, labor dispute, civil disturbance, riot, war, national 
emergency, act of Government, act of public enemy, or other cause of similar or dissimilar nature beyond its control. 

 
8.21. Governing Law 
The validity, construction, and effect of this Contract and any and all extensions and/or modifications thereof shall 
be governed by the laws of the State of Tennessee. Tennessee law shall govern regardless of any language in any 
attachment or other document that CONTRACTOR may provide. 

8.22. Venue 
Any action between the Parties arising from this Contract shall be maintained in the courts of Davidson County, 
Tennessee. 

 
8.23. Severability 
Should any provision of this Contract be declared to be invalid by any court of competent jurisdiction, such 
provision shall be severed and shall not affect the validity of the remaining provisions of this Contract. 

[BALANCE OF PAGE IS INTENTIONALLY LEFT 
BLANK]. 





Notices & Designations 
Department & Project Manager 

Contract Number 

The primary DEPARTMENT/AGENCY responsible for the administration of this contract is: 

DEPARTMENT 

Attention 

Address 

Telephone 

Email 

The primary DEPARTMENT/AGENCY responsible for the administration of this contract designates the 
following individual as the PROJECT MANAGER responsible for the duties outlined in APPENDIX – Z 
CONTRACT ADMINISTRATION: 

Project Manager 

Title 

Address 

Telephone 

Email 

6549105

Assessor of Property
Cristi Scott
700 President Ronald Reagan Way Ste 210
615-880-3650
cristi.scott@nashville.gov

Brad Pigue
Chief Deputy of Information Technology
700 President Ronald Reagan Way Ste 210
615-862-6075
brad.pigue@nashville.gov



Appendix Z – Contract Administration 

Upon filing with the Metropolitan Clerk, the PROJECT MANAGER designated by the primary 
DEPARTMENT/AGENCY is responsible for contract administration. Duties related to contract administration 
include, but are not necessarily limited to, the following:  

Vendor Performance Management Plan 
For contracts in excess of $50,000.00, the project manager will develop a vendor performance management 
plan. This plan is managed by the primary department/agency and will be retained by the department/agency 
for their records. At contract close out, copies of all vendor performance management documents will be sent 
to PRG@nashville.gov.  

For best practices related to vendor performance management, project managers will consult chapter 
of the PROCUREMENT MANUAL found on the division of purchases internal resources 
page: https://metronashville.sharepoint.com/sites/IMFinanceProcurement.  

Amendment 
For all contracts, the project manager will notify PRG@nashville.gov if changes to the term, value, scope, 
conditions, or any other material aspect of the contract are required. The email notification will include a 
complete CONTRACT AMENDMENT REQUEST FORM found on the division of purchases internal resources 
page: https://metronashville.sharepoint.com/sites/IMFinanceProcurement. 

Escalation 
For contracts that include an escalation/de-escalation clause, the project manager will notify 
PRG@nashville.gov when any request for escalation/de-escalation is received.  The email notification will 
include any documentation required by the contract to support the request. 

Contract Close Out – Purchasing 
For all contracts, the project manager will notify PRG@nashville.gov when the work is complete and has been 
accepted by the department/agency. The email notification will include the contract number, contract title, 
date of completion, warranty start date and warranty end date (if applicable), and copies of all vendor 
performance management documents (if applicable). 

Contract Close Out – BAO 
For contracts with compliance monitored by the Business Assistance Office (BAO), the project manager will 
notify the designated contract compliance officer via email when the contract is complete and final payment 
has been issued. The email notification will include the contract number, contract title, and the date final 
payment was issued.  

Best Practices 
Project managers are strongly encouraged to consult chapter  of the PROCUREMENT MANUAL for
best practices related to contract administration. The manual is found on the division of purchases 
internal resources page: 
https://metronashville.sharepoint.com/sites/IMFinanceProcurement 
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CUSTOMER NAME: Davidson County, TN 
Attn: Christi Scott 
CUSTOMER ADDRESS: 800 Second Avenue South 

Nashville, Tennessee 37201 
CUSTOMER PHONE: (615) 880-3650 
CUSTOMER E-MAIL: cristi.scott@nashville.gov 

 
 
 

MASTER SERVICES AGREEMENT 
 

This Master Service Agreement (“Agreement”) is entered into by and between the Customer identified above 
(“Customer”) and Pictometry International Corp. dba EagleView, a corporation formed under the laws of the State of 
Delaware, with its principal place of business at 25 Methodist Hill Drive, Rochester, NY 14623 ("EagleView"). This 
Agreement is effective as of the date Customer signs the Order Form and will remain in effect during the Term, as 
defined below or until terminated as provided in this Agreement. In the event of a conflict between the terms of this 
Agreement and an Order Form, the Order Form shall prevail. Customer and EagleView may be referred to individually 
as “Party” and/or collectively as “Parties”. EagleView shall provide the Product(s) and/or Service(s) in accordance 
with and subject to the conditions of this Agreement during the applicable Term as defined below. 

 
GENERAL TERMS AND CONDITIONS 

1. DEFINITIONS 

1.1. “Account” means an account created for Customer by EagleView for the purpose of providing access to 
the Product(s) and/or Service(s). 

 
1.2. “Activation” means the point in time where Customer has access to an Account and the Products and/or 
Services are available to Customer. 

 
1.3. “Authorized User” means: (i) any employee or elected or appointed official of the Customer authorized by 
Customer to use the Service; (ii) any additional users as may be defined in an Order Form (such as governmental 
subdivisions and their employees or elected or appointed officials if the Order Form indicates that governmental 
subdivisions are included) all of whom are considered to be agents of Customer for the purposes of Section 1.3; or 
(iii) a contractor of Customer (so long as Customer gives written notice of its intent to use such contractor to 
EagleView prior to being granted access to the Service and, unless EagleView expressly waives such requirement 
for any individual, has entered into a written agreement with EagleView authorizing such access). 

1.4. “Confidential Information” means any non-public information that is identified as or would be 
reasonably understood to be confidential and/or proprietary as disclosed by a Party (“Discloser”) to another Party 
(“Recipient”). Confidential Information of EagleView includes, but is not limited to: (a) the Product(s) and/or 
Service(s) including any related software code and Documentation; (b) the terms of this Agreement including all 
Order Forms and statements of work as applicable and related pricing, to the extent Customer is not required to 
disclose this information under a Freedom of Information Act type obligation, and (c) EagleView’s roadmaps, 
product plans, product designs, architecture, technology and technical information, security audit reviews, business 
and marketing plans, and business processes, however disclosed. Confidential Information shall not include 
information that was (a) at the time of disclosure, through no fault of the Recipient, already known and generally 
available to the public; (b) at the time of disclosure to Recipient already rightfully known to the Recipient without 
any obligation of confidentiality; (c) disclosed to the Recipient by a third party who had the right to make the 
disclosure without any confidentiality restrictions; or (d) independently developed by the Recipient without access 
to or use of the Discloser’s Confidential Information. 
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1.5. “Documentation” means the materials describing the features and functions of the Product(s) and/or 
Service(s) as may be updated from time to time by EagleView. 

 
1.6. “Fee” means the fees charged by EagleView for the Product(s) and/or Service(s) as identified in an Order 
Form or an invoice issued by EagleView. 

 
1.7. “Intellectual Property Rights” means all worldwide intellectual property rights whether registered or 
unregistered including copyrights, patents, patent applications, trademarks, service marks, trade secrets, and all other 
proprietary rights. 

 
1.8. “Malware” means any software program or code intended to harm, destroy, interfere with, corrupt, or 
cause undesired effects on program files, data, or other information, executable code, or application software 
macros. 

1.9. “Order Form” means a mutually agreeable order describing the Product(s) and/or Service(s) purchased by 
Customer. The Parties may enter into several Order Forms with each Order Form made part of this Agreement. 

 
1.10. “Products and/or Services” means EagleView’s proprietary products and/or services and/or content 
identified in an Order Form and developed and owned by EagleView, its Affiliates (its directors, officers, 
employees, agents, representatives, advisors, and persons or entities which are controlled by or are under common 
control with EagleView) and/or their licensors. 

 
 

2. ACCESS AND USE OF THE PRODUCT(S) AND/OR SERVICE(S) 
 

2.1. Access to the Product(s) and/or Service(s). Subject to Customer’s compliance with the terms of this 
Agreement, EagleView hereby grants to Customer the right to access and use the Product(s) and/or Service(s) 
identified on an Order Form(s) for its internal business purpose on a limited, revocable, non-exclusive, non- 
transferable basis in accordance with the scope of use identified in the Order Form. Unless a different term of the 
license grant to a Product is set forth in an Order Form, the right to access and use the Product(s) and Service(s) for 
its internal business purpose during the term of any Order Form(s) is the only right granted to Customer under this 
Agreement and any Order Form(s). EagleView will have no liability for any loss or damage arising from Customer’s 
failure to comply with the terms of this Agreement. EagleView will provide Customer a primary Administrator 
Account for managing and granting access to its Authorized Users. Customer shall be responsible for activating 
Authorized Users through use of the Account. Customer and its Authorized Users are responsible for maintaining 
the confidentiality of all passwords. 

2.2. Access Restrictions. Access by Customer and its Authorized Users to the Service is subject to the 
following conditions: 

 
2.2.1. Customer shall not access the Product(s), Service(s) or Confidential Information of EagleView in 
a way that might adversely affect the security, stability, performance, or functions of the Service. 

 
2.2.2. Customer will not directly or indirectly: (a) resell or sublicense the Product(s) and/or Service(s), 
(b) modify, disassemble, decompress, reverse compile, reverse assemble, reverse engineer, or translate any 
portion of the software related to the Product(s) and/or Service(s); (c) create derivative works from the Product(s) 
or Service(s); (d) use the Product(s) and/or Service(s) in violation of applicable law or the rights of others; (e) 
perform any vulnerability or penetration testing of the Service; (f) cause harm in any way to the Product(s) 
and/or Service(s) or cause Malware to harm the Products and/or Service(s); (g) work around the Product(s)' 
and/or Service(s)' technical limitations; (h) remove any proprietary notices from the Application, 
documentation or any other EagleView materials furnished or made available hereunder; (i) access the 
Application in order to build a competitive product or service; or (j) copy any features, functions or graphics 
of the Application. 
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2.2.3. Customer will not use the Product(s) and/or Service(s) in connection with any data that: (a) may 
create a risk of harm or loss to any person or property; (b) constitutes or contributes to a crime or tort; (c) is 
illegal, unlawful, harmful, pornographic, defamatory, infringing, or invasive of personal privacy or publicity 
rights; (d) contains any information that Customer does not have the right to use; or (e) use the Application or 
associated documentation or Data Products in violation of export control laws and regulations. 

 
2.2.4. EagleView may suspend the Product(s) and/or Service(s) if EagleView determines, in its 
reasonable discretion, that suspension is necessary to protect Customer or the Service from operational, 
security, or other material risk, or if the suspension is ordered by a court or other tribunal. In such event(s), 
EagleView will provide notice of suspension to Customer as soon as reasonably practicable. 

 
2.3. Account Use. Customer is responsible for maintaining and keeping confidential its Account information, 
including passwords, usernames, and email addresses. If Customer becomes aware of: (i) any violation of the terms 
of this Agreement by an Authorized User or unauthorized access to an Account, or (ii) any compromise to an 
Account including unauthorized access to or disclosure of any Account information, passwords, usernames or login 
credentials, Customer must promptly suspend such access or Authorized User and notify EagleView. 

 
2.4. Reservation of Rights. Except for the limited rights expressly granted herein, EagleView and its Affiliates 
retain all right, title and interest in all Intellectual Property Rights and technology related to EagleView’s proprietary 
Products and Services. Customer shall preserve and keep intact all EagleView copyright, patent, and/or trademark 
notices presented in connection with the Products and Services. Customer shall not assert any implied rights in or to 
any of EagleView’s Intellectual Property Rights. From time to time, Customer may provide suggestions, ideas, 
enhancement requests, or other information on their use of the Products or Services (“Feedback”). Customer agrees 
that EagleView shall have all right, title, and interest to use such Feedback without any restrictions and without any 
payment to Customer. 

 
3. PAYMENT 

 
3.1. Fees. Customer shall pay the Fees within thirty (30) days of receipt of invoice. EagleView shall have the 
right to assess a late payment charge on any overdue amounts equal to the higher of: (i) one and one-half percent 
(1.5%) per month; or (ii) the rate allowed by applicable law. Additional payment terms may be set forth in the Order 
Form. All Fees paid pursuant to this Agreement and any applicable Order Form are non-refundable and all Product(s) 
and/or Service(s) ordered pursuant to an Order Form are non-cancelable, unless expressly stated to the contrary. In 
the event that EagleView seeks legal recourse for the collection of any unpaid Fees from Customer, Customer shall 
be responsible for all of EagleView’s costs of such collection action if EagleView is the prevailing party If any Fees 
are overdue by more than thirty (30) days, EagleView may, without limiting its other rights and remedies, suspend the 
Product(s) and/or Service(s) until such amounts are paid in full, provided that, EagleView will give Customer at least 
ten (10) days’ prior notice that its account is overdue. 

 
3.2. Pricing Changes. EagleView shall have the option to adjust the pricing for any Products and/or Services 
upon any renewal or extension of an Order Form by providing one hundred and eighty (180) days’ notice of such 
pricing change to Customer prior to the date for such renewal or extension. 

3.3. Taxes. The Fees do not include any levies, duties excise, sales, use, value added or other taxes, tariffs, or 
duties that may apply to the Product(s) and/or Service(s) (“Taxes”). Customer is responsible for paying all Taxes 
associated with its purchases hereunder. If EagleView has the legal obligation to collect Taxes from Customer, 
Customer will pay that amount to EagleView unless Customer provides EagleView with a valid tax exemption 
certificate authorized by the applicable taxing authority prior to billing. For clarity, EagleView is solely responsible 
for taxes assessable against it based on its income, property, and employees. 

 
4. TERM AND TERMINATION 

4.1. Term. The term of this Agreement is provided in Section 3.1 of METRO’s Contract (#6549105). After 
expiration Customer shall not have any access to content , Product(s) or Service(s). . 
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4.2. Termination. Either Party may terminate this Agreement in accordance with Section 5.1 of METRO’s 
Contract (#6549105). EagleView may suspend the Product(s) and/or Service(s) in the event Customer is in 
material breach of this Agreement and such breach has not been cured within thirty (30) days’ written notice to 
Customer. In the event of suspension due to Customer’s material breach of this Agreement, Customer will remain 
liable for all Fees applicable to the Term that would have been paid had the Product(s) and/or Service(s) not been 
suspended. 

 
4.3. Reserved. 

 
4.4. Reserved. 

 
4.5. Survival. Upon any expiration of the Product(s) and/or Services or termination of this Agreement, the 
following sections shall survive: 2.4 (Reservation of Rights), 3 (Payment), 5 (Confidentiality), 7 (Indemnification), 
8 (Limitation of Liability), and 9 (General Provisions). 

 
5. CONFIDENTIALITY 

5.1. Obligations. Each Party will hold the other Party’s Confidential Information in confidence with at least as 
much care as it holds its own Confidential Information, and neither Party will disclose any of the other Party’s 
Confidential Information to any third party. Each Party may use the Confidential Information solely for purposes of 
its performance under this Agreement, and may disclose such information to its employees, subcontractors and 
professional advisors only on a need-to-know basis, provided that such employees, subcontractors and professional 
advisors are bound by obligations of confidentiality at least as restrictive as those set forth in this Agreement. 

 
5.2. Required Disclosure. The Recipient may disclose Confidential Information as required by court order or 
otherwise by law, provided that it gives the Discloser prior written notice of such disclosure (to the extent legally 
permitted) as well as reasonable assistance if Discloser seeks a protective order to prevent the disclosure. Any 
disclosure pursuant to this Section 5.2 shall be restricted to include the least amount of Confidential Information 
necessary to comply with the order. All costs incurred by the Recipient in connection with complying with such 
order shall be reimbursed by the Discloser. 

 
6. WARRANTIES 

 
6.1. Mutual Warranties. Each Party represents and warrants to the other Party that: (i) it is a organization duly 
organized, validly existing and in good standing under the laws of the jurisdiction of its formation, has all requisite 
power and authority to carry on its business and to own and operate its properties and assets; and (ii) the individual 
signing this Master Services Agreement and/or the Order Form(s) has the requisite authority to bind the party to this 
Agreement. 

 
6.2. EagleView Warranty. EagleView warrants that (i) it will provide the Product(s) and/or Service(s) with 
commercially reasonable care and skill; and (ii) the Product(s) and/or Service(s) will conform to the then-current 
Documentation in all material respects. In the event of a breach of this warranty, Customer’s sole and exclusive 
remedy shall be as described in Section 4.3 Payments Upon Termination. 

 
6.3. Disclaimer. EXCEPT FOR EXPRESS WARRANTIES SET FORTH IN THIS AGREEMENT, 
EAGLEVIEW MAKES NO ADDITIONAL REPRESENTATION OR WARRANTY OF ANY KIND, WHETHER 
EXPRESS, IMPLIED IN FACT OR BY OPERATION OF LAW, OR STATUTORY, AS TO ANY MATTER 
WHATSOEVER. EAGLEVIEW EXPRESSLY DISCLAIMS ALL IMPLIED WARRANTIES OF 
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MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE. EAGLEVIEW DOES NOT 
WARRANT THAT THE PRODUCT(S) AND/OR SERVICE(S) (INCLUDING ANY SUPPORT SERVICES) 
WILL BE ERROR FREE, WILL MEET CUSTOMER’S REQUIREMENTS, OR WILL BE TIMELY OR 
SECURE. CUSTOMER WILL NOT HAVE THE RIGHT TO MAKE OR PASS ON ANY REPRESENTATIONS 
OR WARRANTY ON BEHALF OF CUSTOMER TO ANY THIRD PARTY. TO THE MAXIMUM EXTENT 
PERMITTED BY LAW, THE SERVICES AND SUPPORT SERVICES ARE PROVIDED "AS IS." 

 
7. INDEMNIFICATION 

 
7.1. EagleView Indemnification. EagleView will defend Customer against any claim, demand, suit or 
proceeding made by a third party alleging that the Product(s) and/or Service(s) infringes the intellectual property 
rights of such third party and will pay all costs or damages that are finally awarded by a court of competent 
jurisdiction (including reasonable attorneys’ fees) or agreed to in a written settlement signed by EagleView. 
Customer will: (i) notify EagleView in writing within ten (10) calendar days of its receipt of notice of the claim, (ii) 
give EagleView sole control of the defense and settlement of the claim (except that EagleView will not settle any 
claim that results in liability or an admission of liability by Customer without Customer’s prior written consent), and 
(iii) provide EagleView with all reasonable assistance, information, and authority necessary to perform 
EagleView’s obligations under this paragraph. Notwithstanding the foregoing, EagleView will have no liability for 
any claim of infringement or misappropriation to the extent such claim arises from: (i) use of the Product(s) and/or 
Service(s) in combination with materials including software, hardware, or content not furnished by EagleView; or 
(ii) Customer’s breach of this Agreement. 

 
7.2. Remedies. In the event the Product(s) and/or Service(s) is held or is believed by EagleView to infringe or 
misappropriate any Intellectual Property Right of a third party, EagleView will have the option, at its expense, to: (i) 
replace the Product and/or Service with a non-infringing equivalent, (ii) modify the Product(s) and/or Service(s) to 
be non-infringing, (iii) obtain for Customer a license to continue using the Product(s) and/or Service(s); or (iv) 
terminate the Agreement and refund any prepaid, prorated fees for the remainder of the Term. The foregoing 
remedies constitute Customer’s sole and exclusive remedies and EagleView’s sole liability with respect to any third- 
party infringement claim. 

 
7.3. Reserved. 

8. LIMITATION OF LIABILITY 

8.1. Consequential Damages. TO THE EXTENT PERMITTED BY LAW, IN NO EVENT SHALL EITHER 
PARTY OR ITS AFFILIATES BE LIABLE TO THE OTHER FOR ANY INDIRECT, INCIDENTAL, 
CONSEQUENTIAL, COVER, BUSINESS INTERRUPTION, SPECIAL, OR PUNITIVE DAMAGES OF ANY 
KIND OR NATURE, INCLUDING, BUT NOT LIMITED TO, LOSS OF USE, DATA, PROFITS, REVENUE, OR 
GOODWILL, WHETHER AN ACTION IS BASED IN CONTRACT, TORT, OR OTHERWISE, REGARDLESS 
OF WHETHER EITHER PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 

 
8.2. Limitation of Liability. TO THE EXTENT PERMITTED BY LAW, THE AGGREGATE AND 
CUMULATIVE LIABILITY OF EITHER PARTY INCLUDING ALL THEIR AFFILIATES REGARDLESS OF 
THE FORM OF ACTION, WHETHER IN CONTRACT OR TORT (INCLUDING BUT NOT LIMITED TO 
NEGLIGENCE) SHALL IN NO EVENT EXCEED THE AMOUNT OF FEES PAID OR PAYABLE BY 
CUSTOMER IN THE TWELVE MONTHS PRECEDING THE ACTIONS GIVING RISE TO THE CLAIM. 

 
9. GENERAL PROVISIONS 

9.1. Export Laws. The Product(s) and/or Services and derivatives thereof may be subject to export laws and 
regulations of the United States and other jurisdictions. EagleView and Customer each represent that it is not named 
on any U.S. government denied-party list. Customer will not permit any user to access or use any Product(s) and/or 
Service(s) or Content in a U.S.-embargoed country or region (including but not limited to Cuba, Iran, North Korea, 
Sudan, Syria, Crimea, or Russia) or in violation of any U.S. export law or regulation. 
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9.2. No Third-Party Beneficiaries. Except as specifically identified in this Agreement, nothing in this 
Agreement is intended to confer upon any person other than the parties and their respective successors or permitted 
assigns, any rights, remedies, obligations, or liabilities whatsoever. 

 
9.3. Independent Contractors. Nothing contained in this Agreement shall be deemed or construed as creating 
a joint venture or partnership between any of the Parties hereto. Neither Party shall have the power nor authority to 
control the activities or operations of the other. At all times, the status of the Parties shall be that of independent 
contractors. 

 
9.4. Reserved. 

 
9.5. Security Assessment. Upon reasonable request, EagleView will assist Customer in its EagleView security 
risk assessments by completing forms and/or providing reports that provide Customer with generally available 
information relating to EagleView’s security practices, policies and procedures used to protect its systems. Such 
information will include high level overviews of implemented security measures, such as access controls, 
encryption, or other means, where appropriate, and will provide details relating to how Customer’s Confidential 
Information is disclosed, accessed, processed, and stored (as applicable). 

9.6. Reserved. 
 

9.7. Reserved. 
 

9.8. Severability & Waiver. The failure of either Party to exercise any right or the waiver by either Party of 
any breach, shall not prevent a subsequent exercise of such right or be deemed a waiver of any subsequent breach of 
the same, or any other provision of this Agreement. All waivers must be in writing and signed by the Party waiving 
its rights. If any section of this Agreement is held to be invalid or unenforceable, the remain sections of this 
Agreement will remain in force to the extent feasible. 

9.9. Notices. Notwithstanding anything to the contrary in this Agreement, notices and other communications 
may be given or made pursuant to this Agreement via electronic mail. Notwithstanding the foregoing, any notice 
concerning a material breach, violation, or termination hereof must be in writing and will be delivered: (a) by 
certified or registered mail; or (b) by an internationally recognized express courier or overnight delivery service. All 
written notices or other written communications to EagleView shall be provided to the address first listed above and 
addressed to: ATTENTION: LEGAL DEPARTMENT. All written notices to Customer shall be sent to the address 
identified on the Order Form and addressed to the individual signing said Order Form, and shall be deemed to have 
been duly given when delivered personally, when deposited in the U.S. mail, postage prepaid, or when deposited 
with an overnight courier or delivery service. With respect to notices and other communications regarding 
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EagleView’s privacy policy, Support Plan, or other similar provisions, such notices shall be deemed given when 
posted to EagleView’s website (www.eagleview.com) or e-mailed to the Customer’s Account administrator(s). 

 
9.10. Reserved. 

9.11. Reserved. 
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EXHIBIT A 

ORDER FORM 

EFFECTIVE DATE (MONTH/DAY/YEAR):   
 

TERM (DURATION):  Five years 
 

ORDER # 
LC-10005598 

 
 

BILL TO  SHIP TO 
Davidson County, TN Davidson County, TN 
Christi Scott Christi Scott 
800 Second Avenue South 
Nashville, Tennessee 37201 

800 Second Avenue South 
Nashville, Tennessee 37201 

(615) 880-3650 (615) 880-3650 
cristi.scott@nashville.gov cristi.scott@nashville.gov 

 
CUSTOMER ID SALES REP REFRESH FREQUENCY 

A1212423 Trent Pell Annual 
 

 

QTY PRODUCT NAME PRODUCT DESCRIPTION 
 
 
 

 
572 

EagleView Cloud - 
Imagery 

Provides entitlement to the EagleView Platform, a secure hosted infrastructure and 
access to EagleView enabled workflow, analytics, and high-resolution imagery to 
dramatically improve efficiency for government agencies. Includes regular 
refreshes of ortho and oblique imagery at the GSD and frequency specified. Target 
capture season subject to weather and airspace permissions. Services term 
commences on date of activation. 

 
 

• GSD: 1in 
• Refresh Frequency: 1-Year Refresh 

 
1 

EagleView Cloud - 
Physical Delivery - Ortho 

Provides an offline copy of the orthomosaic tiles and mosaics at the GSD specified 
in the EagleView Cloud - Imagery product once per refresh. Files to be provided in 
industry standard formats selectable by the customer with delivery made physically 
via hard drive media. 

 
1 

EagleView Cloud - 
Software 

Provides an unlimited number of authorized users the ability to login and access 
the EagleView Cloud software and analytics via the web-based EagleView Cloud 
platform. This software provides a robust complement of tools for engaging with 
imagery as well as additional project and collaboration tools, and access to mobile 
application. Requires the purchase of an EagleView - Imagery entitlement. 

 
1 

EagleView Cloud - 
Comprehensive 
Integration Bundle 

Provides activation of integrations between the EagleView Cloud platform and 
compatible customer environments (including compatible CAMA providers, 
911/PSAP, Cityworks, and ESRI/GIS) and via the Integrated Web Application. 

 
1 

EagleView Cloud - 
Authorized Subdivisions 

Extends the ability for a contracting county or non-state consortium of counties the 
ability to authorize access to their EagleView Cloud organization to any political 
unit or subdivision located totally or substantially within their boundary. 

 

 
1 

EagleView Cloud - Early 
Access 

Provides entitlement to imagery from counties neighboring the imagery AOI as 
part of EagleView Cloud. Also provides entitlement to Early Access to refreshed 
imagery captures which allows authorized users to use new imagery immediately 
following its preliminary processing and quality control checks and prior to its final 
processing. Early Access imagery will become available incrementally as it is 
processed, and it will remain available until final, fully processed imagery is made 
available through other means. 
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1 
EagleView Cloud - 
Disaster Response 
Program 

Includes eligibility for the Disaster Response Program. 

 
6 

EagleView Cloud - Years 
Capture History 

Includes access to historical ortho and oblique frame imagery from the EagleView 
archive. Quantity represents the number of calendar years of archive imagery 
available in EagleView Cloud. 

FEES 
 

Due at Initial Activation of Services $164,384.50 
Due at First Anniversary of Initial Activation of Services $164,384.50 
Due at Second Anniversary of Initial Activation of Services $164,384.50 
Due at Third Anniversary of Initial Activation of Services $164,384.50 
Due at Fourth Anniversary of Initial Activation of Services $164,384.50 

 
PRODUCT PARAMETERS 

 
Disaster Response Program (“DRP”) 

 
Agreement includes eligibility for the DRP described below so long as the customer remains under an active 
services agreement and in good standing with EagleView. Imagery captured through DRP will be captured “as-is”. 

 
A. Disaster Coverage Imagery at No Additional Charge – EagleView will, upon request of Customer and at no 
additional charge, provide standard quality imagery of up to 200 square miles of affected areas (as determined by 
EagleView) upon the occurrence of any of the following events during any period Customer is eligible for DRP: 

 Hurricane: areas affected by hurricanes of Category 2 and higher. 
 Tornado: areas affected by tornados rated EF4 and higher. 
 Terrorist: areas affected by damage from terrorist attack. 
 Earthquake: areas affected by damage to critical infrastructure resulting from earthquakes measured at 6.0 

or higher on the Richter scale. 
 Tsunami: areas affected by damage to critical infrastructure resulting from tsunamis. 

B. Discounted Rate – Coverage for areas affected by the events set forth above exceeding 200 square miles will be, 
subject to EagleView resource availability, offered to Customer at the then current DRP rates. Also, coverage for 
areas affected by hurricanes below Category II, tornadoes below EF4 or earthquakes rated below 6.0 on the Richter 
scale, flooding meeting or exceeding the major flood stage, wildfires impacting population centers, or other disasters 
as agreed to between the customer and EagleView, will be, subject to EagleView resource availability, offered to 
Customer at the then current DRP rates. 
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AOI(S) 
 
 
 

 

 
 
 

 
[Signature page follows] 
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This Order Form is incorporated by reference into the Master Services Agreement between Pictometry International 
Corp. dba EagleView and Customer. 

 
Pictometry International Corp. dba EagleView Customer 

 
By:   By:   

 
Name:   Name:   

Title:   Title:   
 

Date:   Date:   
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ORDER FORM – OPTIONAL PRODUCTS 
 
 

EFFECTIVE DATE (MONTH/DAY/YEAR):   
 

TERM (DURATION):  Five years 
 
 

ORDER # 
LC-10008642 

 
BILL TO  SHIP TO 
Davidson County, TN Davidson County, TN 
Christi Scott Christi Scott 
800 Second Avenue South 
Nashville, Tennessee 37201 

800 Second Avenue South 
Nashville, Tennessee 37201 

(615) 880-3650 (615) 880-3650 
cristi.scott@nashville.gov cristi.scott@nashville.gov 

 
CUSTOMER ID SALES REP REFRESH FREQUENCY 

A1212423 Ryan Kaza Annual 
 

QTY PRODUCT NAME PRODUCT DESCRIPTION 
68 EagleView 3D - 1in EagleView 3D includes the creation of a 3D mesh from EagleView imagery. The 3D 

mesh is an imagery-derived realistic and high-resolution photo-textured 3D model in the 
form of a mesh created through an automated aerial triangulation process. Final data set 
may contain some anomalies and is provided as-is. 
 
Product Parameters: 
Base Imagery Source: Pictometry Imagery 
Base Imagery Capture Year: 2025 

25 EagleView 3D - 1in EagleView 3D includes the creation of a 3D mesh from EagleView imagery. The 3D 
mesh is an imagery-derived realistic and high-resolution photo-textured 3D model in the 
form of a mesh created through an automated aerial triangulation process. Final data set 
may contain some anomalies and is provided as-is. 

Product Parameters: 
Base Imagery Source: Pictometry Imagery 
Base Imagery Capture Year: 2025 

1 EagleView 3D - Additional 
Mesh Hosting 

Includes hosting and access to one additional 3D mesh on EagleView servers. Quantity 
indicates the number of additional mesh files entitled to the customer. 

1 EagleView 3D - Physical 
Delivery 

Provides a download link for a new EagleView 3D mesh so that it may be used/stored 
locally by a customer. 

1 EagleView 3D - Web 
Viewer 

A web-based application allowing users to view and analyze EagleView hosted 3D 
mesh imagery included with the EagleView 3D product. The hosting of the most recent 
3D mesh file is included. Optional access to additonal 3D mesh files available via a 
separate add-on product. 
 
Product Parameters: 
Base Imagery Source: Pictometry Imagery 
Base Imagery Capture Year: 2025 
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1 TerraExplorer Plus TerraExplorer is cutting-edge 3D GIS desktop viewer and creator that provides 
powerful tools and a high resolution 3D environment in which to view, query, analyze 
and present geospatial data. The Plus version enables loading of all 2D and 3D offline 
formats, feature layer editing and querying, advanced objects and drawing tools, and a 
set of tools for professional usage. 

1 TerraExplorer Pro TerraExplorer is cutting-edge 3D GIS desktop viewer and creator that provides 
powerful tools and a high resolution 3D environment in which to view, query, analyze 
and present geospatial data. The Pro version enables loading of all 2D and 3D offline 
formats, feature layer editing and querying, advanced objects and drawing tools, a set of 
tools for professional usage, and includes the additional functionality of publishing 
capabilities as well as uploading of data to SkylineGlobe cloud, and advanced data 
conversion tools. 

572 Third Party Planimetrics Planimetrics provided by third-party vendor. Refer to attached Appendix for 
specifications. 

 
 
 

FEES 
 

Due at Initial Activation of Services $141,850.00 
Due at First Anniversary of Initial Activation of Services $141,850.00 
Due at Second Anniversary of Initial Activation of Services $141,850.00 
Due at Third Anniversary of Initial Activation of Services $141,850.00 
Due at Fourth Anniversary of Initial Activation of Services $141,850.00 
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AOI(S) IF APPLICABLE 
 

 
 
 
 
 
 
 
 
 
 

 
[Signature page follows] 
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This Order Form is incorporated by reference into the Master Services Agreement between EagleView and 
Customer. 

 
CUSTOMER EAGLEVIEW 
DAVIDSON COUNTY, TN PICTOMETRY INTERNATIONAL CORP. DBA 

EAGLEVIEW 
 a Delaware corporation 

SIGNATURE: SIGNATURE: 

NAME: NAME: 

TITLE: TITLE: 

EXECUTION DATE: EXECUTION DATE: 
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EXHIBIT B 
 

 
SECURITY 

1. Definitions. 
1.1 “Critical Issue” means an issue that does, or has the potential to, compromise the confidentiality, integrity, 

availability, security, or privacy of Customer Confidential Information. 
1.2 “Security Incident” means any (a) access to Customer’s Confidential Information in the possession or 

control of EagleView or any Subcontractors, by an unauthorized party or by an authorized party for 
unauthorized purposes; (b) unauthorized use of any such Confidential Information; or (c) event involving 
data or information that results in a material impact to EagleView’s services or to Customer. 

1.3 “Standards Body” means any commercially recognized technology and or auditing standards organization, 
including but not limited to AICPA, ISO, ITIL, and NIST. 

1.4 "Subcontractor" means a subcontractor of EagleView. 

2 Payment Card Security Compliance. EagleView will meet the security requirements set forth in this Agreement 
or, alternatively, demonstrate and implement to Customer’s reasonable satisfaction appropriate compensating 
controls. 
2.1 To the extent applicable, EagleView will: (a) take all steps necessary to maintain its status as a PCI DSS 

compliant; (b) promptly notify Customer if EagleView ceases to be PCI DSS compliant, explaining the 
cause for non-compliance and the target date for becoming compliant; and (c) annually provide to Customer 
its current PCI DSS Attestation of Compliance report upon request. 

2.2 EagleView may elect to use an alternative to PCI DSS, should a commercially accepted framework 
approved by major credit card processors become available. 

2.3 If EagleView learns of any Critical Issues, EagleView will use all reasonable efforts to remediate such 
Critical Issues promptly. 

 
3. Data Security. EagleView will: 

3.1 Upon request, provide to Customer a report identifying where Customer Confidential Information is 
processed and stored, and how access is controlled. For any material changes in data center hosting, 
including, without limitation, outsourcing of data center hosting, such report will be accompanied by the 
most recent report for such data center. 

3.2 Not allow Customer Confidential Information to be disclosed, accessed, processed, or stored outside the 
United States, its territories, and possessions (“U.S.”) without notice to Customer, and will cooperate with 
Customer’s security assessment of such non-U.S. based activities. EagleView will be responsible for any 
such non-U.S. based activities and will ensure that such non-U.S. based activities are in compliance with 
applicable law and this Agreement, including, without limitation, all security requirements. 

3.3 When transmitting and storing Customer Confidential Information, encrypt such information using 
encryption at rest and encryption in transit that is applied to such Customer Confidential Information and 
maintains its protection throughout the lifecycle of such Customer Confidential Information. Use encryption 
keys and key management techniques that comply with security industry standards published by a Standards 
Body. 

3.4 Where practicable, store Customer Confidential Information in a manner that logically or physically 
separates the data from other EagleView customer data. 

3.5 Ensure that Customer Confidential Information is not stored on any portable removable media (such as USB 
mass storage, external hard drives, and CD/DVDs), except as necessary to support the services provided 
under this Agreement and provided that such Customer Confidential Information is encrypted as described 
in Section 3.3. 

3.6 Remove all Customer Confidential Information from any media taken out of service and destroy or securely 
erase such media to make it unreadable, undecipherable, and unrecoverable by any means consistent with 
data destruction practices recommended by a Standards Body. 

3.7 Conduct a security risk assessment, based upon a Standards Body framework, of all EagleView’s 
Subcontractors. Ensure Subcontractors have and follow appropriate security processes and remediate any 
Critical Issues Promptly. 
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3.8 From time to time, EagleView may update its practices as described herein, but will not materially decrease 
the overall security of the Products and Services during the Term. 

 
4. Penetration Testing. 

4.1 No more than once per year while this Exhibit is in effect and with no less than thirty (30) days prior written 
notice to EagleView, and prior written approval by EagleView, Customer will be permitted to conduct a 
penetration test at Customer’s expense, and targeted at sites or services directed by EagleView, in order to 
verify that EagleView has and continues to comply with the security and data requirements set forth in this 
Agreement. Customer may elect to use a qualified third-party vendor to conduct such penetration test. In 
no event will any such test exceed ten (10) business days in duration. Upon completion of such test, 
Customer will provide EagleView with a copy of the results of such test. 

 
5. Information Security Program. Without limiting EagleView’s obligation of confidentiality under this 

Agreement, EagleView will establish and maintain a written Information Security Program, together with 
adequate administrative, technical, and physical safeguards, to: 
5.1 Ensure the confidentiality, integrity, and availability of all Customer Confidential Information that is 

accessed, processed, stored, or controlled by EagleView; 
5.2 Take commercially reasonable efforts to protect against anticipated threats or hazards to the confidentiality, 

integrity, and availability of such Customer Confidential Information; 
5.3 Maintain a vulnerability management program to protect hardware and software assets from known 

exploitable vulnerabilities that have an approved vendor/supplier patch or mitigation strategy; 
5.4 Engage a third-party vendor to perform an annual penetration test. EagleView will also ensure all Critical 

Issues identified by such testing are remediated and retested promptly. Upon request, EagleView will 
provide Customer with a letter from the third-party stating that testing was performed, and all Critical 
Issues were addressed; 

5.5 Protect against unauthorized access to or use of such Customer Confidential Information; and 
5.6 Such written Information Security Program and administrative, technical, and physical safeguards must be 

no less rigorous than accepted industry practices (such as applicable security standards published by a 
Standards Body), and will ensure that all such safeguards, including the manner in which Customer 
Confidential Information is collected, accessed, used, stored, processed, disposed of, and disclosed, comply 
with applicable data protection and privacy laws, as well as the terms and conditions of this Agreement. 

 
6. Disaster Recovery and Business Continuity. EagleView will maintain a backup of Customer Confidential 

Information, for an orderly and timely recovery thereof if access to or use of the services hereunder may be 
interrupted. EagleView will maintain a Restore Point Objective (“RPO”) of one business day prior. 

 
7. Security Incident Process. EagleView will use commercially reasonable efforts to notify Customer, whose data 

is known to be or suspected to be impacted, of any Security Incident within 72 hours of confirming that a Security 
Incident has occurred. Unless otherwise agreed to in writing, EagleView will remediate the cause of such Security 
Incident immediately. 
7.1 Customer is responsible for providing EagleView with updated and accurate contact information. 
7.2 EagleView agrees to fully cooperate with Customer in responding to the Security Incident, including, 

without limitation, by: (a) designating an employee to serve as primary point of contact and a backup who 
will maintain reasonable communication with Customer; and (b) assisting with any investigation of the 
nature or cause of such Security Incident. 

7.3 If Customer determines that applicable law or regulation requires notification to any person of a Security 
Incident, such notification will be carried out by EagleView at EagleView's cost, including any costs for 
credit monitoring or other mitigation services, unless otherwise directed by Customer in writing; provided, 
however, that in all cases Customer will have sole control over the content, timing, and method of any such 
notification to persons affected by a Security Incident involving Customer's Confidential Information. 

7.4 EagleView will maintain Security Incident handling and reporting processes that ensure: (a) relevant logs 
or other digital records related to the Security Incident are maintained until the Security Incident is declared 
fully remediated; (b) all Security Incidents are appropriately logged; (c) all such logs and information are 
appropriately protected to ensure the integrity of such logs and information. 
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8. Human Resources Security. EagleView will: (a) unless agreed otherwise in the Agreement, perform criminal 
background checks covering charges and convictions of any felony or any misdemeanor involving violence, 
dishonesty, or breach of trust for all employees of EagleView and any Subcontractors who perform services at 
Customer facilities and/or access or process Customer Confidential Information and/or access Customer 
information systems; (b) ensure that physical and logical access for each employee of EagleView and of any 
Subcontractors are deactivated within twenty-four (24) hours of such employee’s termination of employment or 
such Subcontractor’s termination of engagement; and (c) provide regular security awareness training to all 
EagleView employees and require Subcontractors to provide such training for their employees. 

 
9. Facility Requirements. EagleView will employ physical security procedures to ensure that only authorized 

individuals have access to corporate facilities. Such procedures will include, but not be limited to, the use of 
video surveillance, cardkey access, and visitor authorization and supervision processes. Surveillance records will 
be maintained for at least 30 days. 

10. Record Retention. EagleView will retain Customer Confidential Information as long as EagleView is required 
to by applicable law. 
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SECTION A 1

General Terms and Conditions

1 Safeguards. In addition to the controls specified in the exhibits to this Agreement, Contractor agrees to implement administrative,
physical, and technical safeguards to protect the availability, confidentiality and integrity ofMetropolitan Government of Nashville
and Davison County (Metro Government) Information, information technology assets and services. All such safeguards shall be
in accordance with industry wide best security practices and commensurate with the importance of the information being
protected, but in no event less protective than those safeguards that Contractor uses to protect its own information or information
of similar importance, or is required by applicable federal or state law.

2 Inventory. Contractor agrees to maintain at all times during the Term of this Agreement a Product and Service Inventory.
Contractor shall upon request of Metro Government, which shall be no more frequently than semi annually, provide the current
Product and Service Inventory to Metro Government within thirty (30) days of the request.

3 Connection of Systems or Devices to the Metro Government Network. Contractor shall not place any systems or devices on the
Metro Government Network without the prior written permission of the Director of ITS, designee, or the designated Metro
Government contact for this Agreement.

4 Subcontracting/Outsourcing.

4.1 Prior Approval.Without Metro Government’s prior written consent, Contractor may not subcontract with a third party to
perform any of its obligations toMetro Governmentwhich involves access toMetro Government Information or connection
to Metro Government Network. Nor shall Contractor outsource any Contractor infrastructure (physical or virtual) which
stores Sensitive Information without such consent. To obtain Metro Government’s consent, Contractor shall contact the
Metro Government ITS department. In addition, Metro Governmentmaywithdraw any prior consent ifMetro Government
reasonably suspect a violation by the subcontractor or outsource provider of this Agreement, or otherwise deems such
withdraw necessary or appropriate to protect Metro Government Network, Metro Government Infrastructure or Metro
Government Information.

4.2 Subcontractor Confidentiality. Contractor Agents are bound by the same confidentiality obligations set forth in this
Agreement.

4.3 Contractor Responsibility. Prior to subcontracting or outsourcing any Contractor’s obligations to Metro Government,
Contractor shall enter into a binding agreement with its subcontractor or outsource service provider (“Third Party
Agreement”) which (a) prohibits such third party to further subcontract any of its obligations, (b) contains provisions no
less protective to Metro Government Network, Metro Government Infrastructure and/or Metro Government Information
than those in this Agreement, and (c) expressly provides Metro Government the right to audit such subcontractor or
outsource service provider to the same extent that Metro Government may audit Contractor under this Agreement.
Contractor warrants that the Third Party Agreement will be enforceable by Metro Government in the U.S. against the
subcontractor or outsource provider (e.g., as an intended third party beneficiary under the Third Party Agreement).

Without limiting any other rights of Metro Government in this Agreement, Contractor remains fully responsible and liable
for the acts or omissions of its Agents. In the event of an unauthorized disclosure or use of Sensitive Information by its
Agent, Contractor shall, at its own expense, provide assistance and cooperate fully with Metro Government to mitigate the
damages to Metro Government and prevent further use or disclosure.
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SECTION A 2

Definitions

Capitalized terms used in the Agreement shall have the meanings set forth in this Exhibit A 2 or in the Metropolitan Government
Information Security Glossary, which can be found on the Metropolitan Government of Nashville website . Terms not defined in this
Exhibit A 2 or otherwise in the Agreement shall have standard industry meanings.

1. “Affiliates” as applied to any particular entity, means those entities, businesses, and facilities that are controlled by, controlling,
or under common control with a stated entity, as well as (with respect to Metro Government) any entity to which Metro
Government and/or any of the foregoing provides information processing services.

2. “Agent” means any subcontractor, independent contractor, officer, director, employee, consultant or other representative of
Contractor, whether under oral or written agreement, whether an individual or entity.

3. “Agreement”means this Information Security Agreement, including all applicable exhibits, addendums, and attachments.

4. “Information Breach” means any actual or suspected unauthorized disclosure or use of, or access to, Metro Government
Information, or actual or suspected loss of Metro Government Information.

5. “Effective Date” means the date first set forth on page 1 of the Agreement.

6.  “Metro Government Information” means an instance of an information type belonging to Metro Government. Any
communication or representation of knowledge, such as facts, information, or opinions in any medium or form, including textual,
numerical, graphic, cartographic, narrative or audiovisual, owned by or entrusted to Metro Government.

7. “Metro Government Infrastructure” means any information technology system, virtual or physical, which is owned, controlled,
leased, or rented by Metro Government, either residing on or outside of the Metro Government Network. Metro Government
Infrastructure includes infrastructure obtained from an IAAS provider or systems that are provided and located on the Metro
Government Network as part of a Service.

8. “Metro Government Network” means any Wide Area Network (WAN) or Local Area Network (LAN) owned, operated, managed
or controlled by Metro Government.

9. “Term” means the period during which this Agreement is in effect.
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SECTIONAST

Agent Security and Training

1 Background Check. Contractor shall perform a background check which includes a criminal record check on all Agents, who may
have access to Metro Government Information. Contractor shall not allow any Agents to access Metro Government Information
or perform Services under a Purchasing Agreement if Contractor knows or reasonably should know that such Agent has been
convicted of any felony or has been terminated from employment by any employer or contractor for theft, identity theft,
misappropriation of property, or any other similar illegal acts.

2 Information Security Officer. If Agents will access or handle Metro Government Information, Contractor shall designate an
Information Security Officer, who will be responsible for Contractor information security and compliance with the terms of this
Agreement as it relates to Metro Government Information.

3 Agent Access Control. Contractor shall implement and maintain procedures to ensure that any Agent who accesses Metro
Government Information has appropriate clearance, authorization, and supervision. These procedures must include:

3.1 Documented authorization and approval for access to applications or information stores which contain Metro Government
Information; e.g., email from a supervisor approving individual access (note: approver should not also have technical rights
to grant access to Sensitive Information); documented role based access model; and any equivalent process which retains
documentation of access approval.

3.2 Periodic (no less than annually) reviews of Agent user access rights in all applications or information stores which contain
Sensitive Information. These reviews must ensure that access for all users is up to date, appropriate and approved.

3.3 Termination procedures which ensure that Agent’s user accounts are promptly deactivated from applications or
information stores which contain Sensitive Information when users are terminated or transferred. These procedures must
ensure that accounts are deactivated or deleted no more than 14 business days after voluntary termination, and 24 hours
after for cause terminations.

3.4 Procedures which ensure that Agent’s user accounts in applications or information stores which contain Sensitive
Information are disabled after a defined period of inactivity, no greater than every 180 days.

3.5 Procedures which ensure that all Agents use unique authentication credentials which are associated with the Agent’s
identity (for tracking and auditing purposes) when accessing systems which contain Sensitive Information.

3.6 Contractor will maintain record of all Agents who have been granted access to Metro Government Sensitive
Information. Contractor agrees to maintain such records for the length of the agreement plus 3 years after end of
agreement. Upon request, Contractor will supply Metro Government with the names and login IDs of all Agents who had
or have access to Metro Government Information.

4 Agent Training.

4.1 Contractor shall ensure that any Agent who access applications or information stores which contain Metro Government
Information are adequately trained on the appropriate use and protection of the information or information and the
security of the application. Completion of this training must be documented and must occur before Agent may access any
Sensitive Information. This training must include, at a minimum:

4.1.1 Appropriate identification and handling of Metro Government Information
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4.1.1.1 Awareness of confidentiality requirements contained in this Agreement;

4.1.1.2 Procedures for encryptingMetro Government Information before emailing or transmitting over an
Open Network, if the information classification of the information requires these controls;

4.1.1.3 Procedures for information storage onmedia or mobile devices (and encrypting when necessary).
4.1.2 Education about the procedures for recognizing and reporting potential Information Security Incidents;
4.1.3 Education about passwordmaintenance and security (including instructions not to share passwords);
4.1.4 Education about identifying security events (e.g., phishing, social engineering, suspicious login attempts and

failures);
4.1.5 Education about workstation and portable device protection; and
4.1.6 Awareness of sanctions for failing to comply with Contractor security policies and procedures regarding

Sensitive Information.
4.1.7 Periodic reminders to Agents about the training topics set forth in this section.

4.2 Contractor shall ensure that any Agent who accesses applications or information stores which contain Metro Government
Information are adequately trained on the appropriate use and protection of this information. Completion of this training
must be documented and must occur before Agent may access any customer information, including but not limited to
Metro Government Information. This training must include, at a minimum:

4.2.1 Instructions on how to identify customer Information.
4.2.2 Instructions not to discuss or disclose any Sensitive Information to others, including friends or family.
4.2.3 Instructions not to take media or documents containing Sensitive Information home unless specifically

authorized to do so.
4.2.4 Instructions not to publish, disclose, or send customer information using personal email, or to any Internet

sites, or through Internet blogs such as Facebook or Twitter.
4.2.5 Instructions not to store customer information on any personal media such as cell phones, thumb drives,

laptops, personal digital assistants (PDAs), unless specifically authorized by Metro Government to do so as
part of the Agent’s job.

4.2.6 Instructions on how to properly dispose of customer information, or media containing customer
information, according to the terms in Exhibit DMH as well as applicable law or regulations.

5 Agent Sanctions. Contractor agrees to develop and enforce a documented sanctions policy for Agents who inappropriately
and/or in violation of Contractor’s policies and this Agreement, access, use or maintain applications or information stores which
contain Sensitive Information. These sanctions must be applied consistently and commensurate to the severity of the violation,
regardless of level within management, and including termination from employment or of contract with Contractor.
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SECTIONBU

Information Backup, Contingency Planning and RiskManagement

1 General.

1.1 Contractor agrees to backupMetro Government Information which Contractor maintains or Stores. Backup and restoration
procedures and related infrastructure, including frequency of backup, offsite storage, media lifespan and media reliability,
must be commensurate with the criticality and availability requirement of the Metro Government Information being
backed up.

1.2 Upon Metro Government’s request, Contractor shall supply Metro Government with an inventory of Metro Government
Information that Contractor Stores and/or backed up.

1.3 Contractor shall periodically, no less often than annually, test backup tapes or media by restoring Metro Government
Information to a system similar to the original system where the Metro Government Information are stored.

1.4 UponMetro Government’s request, Contractor shall supply copies of Metro Government Information in a format mutually
agreed upon by Metro Government and Contractor.

2 Storage of Backup Media. Contractor shall store archival and backup media in a secured offsite location. Upon request,
Contractor will promptly notify Metro Government of the physical address of the offsite location. The backups of the information
should be stored in a manner commiserate with the security around the information. The backup tapes should be encrypted if
the sensitivity of the information requires that level of security.

3 Disaster Recovery Plan. Contractor will maintain a Disaster Recovery Plan for all applications or information stores which contain
business critical information. This plan will outline the procedures necessary to restore business critical information on the
application or systems in a timely fashion in the case of an emergency or disaster.

4 Emergency Mode Operation Plan. Contractor shall maintain an emergency mode operating plan which ensures that systems or
applications using or accessing business critical information are operational during an emergency or natural disaster, or are made
operational after a disaster in a prompt manner, commensurate with the criticality of the information on the system.

5 Testing and Revision Procedure. Contractor agrees to test, at least annually, Contractor Disaster Recovery Plan and emergency
mode operations plan andmaintain a documented procedure for such testing. Contractor shall document the results and findings
from such testing and revise the plan accordingly.

6 Risk Management Requirements. Contractor shall implement internal risk management practices to ensure the confidentiality,
integrity and availability of Metro Government Information. These practices will be no less secure than the ones used by
Contractor to protect Contractor's own Sensitive Information or information of comparable sensitivity.
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SECTIONCSP

Cloud Service Providers

1 Certifications and Compliance.
1.1. Contractor shall adhere to SOC 1/SSAE 16 compliance criteria and data security procedures (or any successor report of a

similar nature that is generally accepted in the industry and utilized by Contractor) applicable to Contractor.
1.2. Metro shall have the right to terminate this Agreement (together with any related agreements, including licenses and/or

Statement(s) of Work) and receive a full refund for all monies prepaid thereunder in the event that the Contractor fails to
produce an acceptable attestation of the Contractors information security management system.

1.3. Contractor agrees to comply with all applicable privacy laws.

2 Data Security. Metro data, including but not limited to data hosted, stored, or held by the Contractor in the Product(s) or in
the platform operated by Contractor, or on any device owned or in the custody of Contractor, its employees, agents or
Contractors, will be encrypted. Contractor will not transmit any unencrypted Metro Data over the internet or a wireless
network, and will not store any Metro Data on any mobile computing device, such as a laptop computer, USB drive or portable
data device, except where there is a business necessity and then only if the mobile computing device is protected by industry
standard encryption software approved by Metro.

3 Use of Subcontractors. The Contractor shall retain operational configuration and control of data repository systems used to
process and store Metro data to include any or remote work. In the event that the Contractor has subcontract the operational
configuration and control of any Metro data, Contractor is responsible for ensuring that any third parties that provide services
to the Contractor meets security requirements that the Contractor has agreed upon in this contract.

4 Location of Data. The Contractor shall maintain all data within the United States, which means the 50 States, the District of
Columbia, and outlying areas. The Contractor shall provide Metro with a list of the physical locations that may contain Metro
data within 20 days with updates on a quarterly basis.

5 Personnel Access. The Contactor will require all employees who will have access to Metro data, the architecture that supports
Metro data, or any physical or logical devices/code to pass an appropriate background investigation.

6 Asset Availability.
6.1. The Contractor must inform Metro of any interruption in the availability of the cloud service as required by the agreed

upon service level agreement. Whenever there is an interruption in service, the Contractor must inform Metro of the
estimated time that the system or data will be unavailable. The Contractor must provide regular updates to Metro on the
status of returning the service to an operating state according to any agreed upon SLAs and system availability
requirements.

6.2. The Contractor shall be responsible for maintaining and ensuring continued compatibility and interoperability with Metro’s
systems, infrastructure, and processes for the term of the contract. In the event of an unavoidable compatibility and
interoperability issue, the Contractor shall be responsible for providing timely notification to Metro and shall be
responsible for working with Metro to identify appropriate remedies and if applicable, work with Metro to facilitate a
smooth and seamless transition to an alternative solution and/or provider.

7 Misuse of Metro Data andMetadata.
7.1. The Contractor shall not access, use, or disclose Metro data unless specifically authorized by the terms of this contract or a

task order issued hereunder. If authorized by the terms of this contract or a task order issued hereunder, any access to, or
use or disclosure of, Metro data shall only be for purposes specified in this contract or task order. Contractor shall ensure
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that each of its employees and representatives, and any others (e.g., subcontractor employees) performing duties
hereunder, shall, prior to obtaining access to any Metro data, sign a contract or task order specific nondisclosure
agreement.

7.2. The Contractor shall use Metro related data only to manage the operational environment that supports Metro data and
for no other purpose unless otherwise permitted with the prior written approval of the Contracting Officer. A breach of the
obligations or restrictions may subject the Contractor to criminal, civil, administrative, and contractual actions in law and
equity for penalties, damages, and any other appropriate remedies by any party adversely affected by the breach.

8 Data Breach and Incident Reporting.
8.1. The Contractor will submit reports of cyber incidents through approved reporting mechanisms. The Contractor’s existing

notification mechanisms that are already in place to communicate between the Contractor and its customers may be used,
as long as those mechanisms demonstrate a level of assurance, equivalent to the listed encrypted mechanisms, for the
confidentiality and integrity of the information.

8.2. The Contractor will use a template format when reporting initial incidents by secure fax, telephonically, or by other
electronic means. Initial reports may be incomplete. Reporting should balance the necessity of timely reporting (reports
with critical information) versus complete reports (those with all blocks completed). Timely reporting is vital, and complete
information should follow as details emerge.

8.3. In addition to the above, if the incident concerns a breach of PII or a potential breach of PII, the Contractor will report to
the contracting officer’s designee within 72 hours of the discovery of any data breach. The Contractor shall provide Metro
with all information and cooperation necessary to enable compliance by the Contractor and/or Metro with data breach
reporting and mitigation actions required by applicable law, regulation, policy, and this contract.

9 Facility Inspections. The Contractor agrees to have an independent third party or other industry recognized firm, which has
been approved by Metro, conduct a security audit based on Metro’s criteria as needed, but no more than once a year. The audit
results and Contractor's plan for addressing or resolving of the audit results shall be shared with Metro within 20 days of the
Contractor's receipt of the audit results.

10 Law Enforcement.
10.1. The Contractor shall record all physical access to the cloud storage facilities and all logical access to Metro data. This may

include the entrant’s name, role, purpose, account identification, entry and exit time.
10.2. If Metro data is co located with the non Metro data, the Contractor shall isolate Metro data into an environment where it

may be reviewed, scanned, or forensically evaluated in a secure space with access limited to authorized Metro personnel
identified by the Metro personnel, and without the Contractor’s involvement.

11 Maintenance. The Contractor shall be responsible for all patching and vulnerability management (PVM) of software and other
systems’ components supporting services provided under this agreement to prevent proactively the exploitation of IT
vulnerabilities that may exist within the Contractor’s operating environment. Such patching and vulnerability management shall
meet the requirements and recommendations of NIST SP 800 40, with special emphasis on assuring that the vendor’s PVM
systems and programs apply standardized configurations with automated continuous monitoring of the same to assess and
mitigate risks associated with known and unknown IT vulnerabilities in the Contractor’s operating environment. Furthermore,
the Contractor shall apply standardized and automated acceptable versioning control systems that use a centralized model to
capture, store, and authorize all software development control functions on a shared device that is accessible to all developers
authorized to revise software supporting the services provided under this agreement. Such versioning control systems shall be
configured and maintained to assure all software products deployed in the Contractor’s operating environment and serving
Metro are compatible with existing systems and architecture of Metro.

12 Notification. The Contractor shall notify Metro within 60 minutes of any warrants, seizures, or subpoenas it receives that could
result in the loss or unauthorized disclosure of any Metro data. The Contractor shall cooperate with Metro to take all measures
to protect Metro data from any loss or unauthorized disclosure that might reasonably result from the execution of any such
warrant, seizure, subpoena, or similar legal process.

13 Supply Chain. The Contractor is responsible for exercising due diligence to use genuine hardware and software products that
are free of malware.

14 Service Level Agreements. The Contractor shall work with Metro to develop a service level agreement, including defining roles,
responsibilities, terms, and clear measures for performance by Contractor.
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SECTION IR

Incident Response

1 Incident Reporting. Contractor shall report any Information Security Incident of which it becomes aware, or failure of any
technical or procedural controls, which has or had a potential to affect Metro Government Network, Metro Government
Infrastructure or Metro Government Information to Metro Government and according to the following timeline and procedure:

1.1 Contractor shall promptly report toMetro Government any successful Information Security Incident (with or without actual
harm to system or information) within 72 hours of becoming aware of the incident. At a minimum, such report shall
contain: (a) date and time when the Information Security Incident occurred; (b) the date and time when such incident was
discovered by Contractor; (b) identification of the systems, programs, networks and/or Metro Government Information
affected by such incident; (c) preliminary impact analysis; (d) description and the scope of the incident; and (e) any
mitigation steps taken by Contractor However, if Contractor is experiencing or has experienced a Information Breach or a
successful Information Security Incident to systems that host or Store Sensitive Information or an Information Security
Incident that is causing or has causedmaterial disruption to the functionality or operation of Contractor systems or damage
to Contractor hardware, software or information, including a successful attack by Malicious Software, Contractor shall
report such security breach or incident to Metro Government both to the ITS Help Desk at (615) 862 HELP and to theMetro
Government department within 72hours from Contractor’s reasonable awareness of such security breach or incident.

1.2 Contractor shall document any attempted but unsuccessful Information Security Incident of which it becomes aware and
report to Metro Government upon its request. The frequency, content, and format of such report will be mutually agreed
upon by the parties.

2 Incident Response.

2.1 Contractor shall have a documented procedure for promptly responding to an Information Security Incidents and
Information Breach that complies with applicable law and shall follow such procedure in case of an incident. Contractor
shall have clear roles defined and communicated within its organization for effective internal incidence response.

2.2 Contractor shall designate a contact person for Metro Government to contact in the event of an Information Security
Incident. This contact person should possess the requisite authority and knowledge to: (i) act as a liaison to communicate
between Contractor and Metro Government regarding the incident (including providing information requested by Metro
Government); (ii) perform the reporting obligations of Contractor under this exhibit; and (iii) develop a mitigation strategy
to remedy or mitigate any damage to Metro Government Network, Metro Government Infrastructure, Metro Government
Information or the Product or Service provided to Metro Government that may result from the Information Security
Incident.
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SECTIONVMGT

ContractorManaged SystemRequirements

1 Vulnerability and PatchManagement.

1.1 For all Contractor Managed Systems that store Metro Government Information, Contractor will promptly address
Vulnerabilities though Security Patches. Unless otherwise requested by Metro Government, Security Patches shall be
applied within fourteen (14) days from its release for Critical Security Patches, forty five (45) days for Important Security
Patches, and twelve (12) months for all other applicable Security Patches. Contractor may provide an effective technical
mitigation in place of a Security Patch (if no Security Patch is available or if the Security Patch is incompatible) which doesn’t
materially impact Metro Government’s use of the system nor require additional third party products.

1.2 If the application of Security Patches or other technical mitigations could impact the operation of Contractor Managed
System, Contractor agrees to install patches only during Metro Government approved scheduled maintenance hours, or
another time period agreed by Metro Government.

1.3 Contractor Managed Systems on the Metro Government Network or Metro Government Infrastructure, the Metro
Government retains the right to delay patching for whatever reason it deems necessary.

1.4 Metro Government will monitor compliance and check for Vulnerabilities on all Products on the Metro Government
Network or Metro Government Infrastructure. Contractor shall provide Metro Government administrative credentials
upon request for the purpose of monitoring compliance of a given Product. Metro Government will not knowingly change
configurations of the Contractor Managed Systems without prior approval from Contractor.

1.5 Government may monitor compliance of Contractor Managed Systems. Contractor agrees to allow Metro Government to
check for Vulnerabilities during agreed upon times using mutually agreed upon audit methods.

1.6 Contractor shall use all reasonablemethods tomitigate or remedy a known Vulnerability in the ContractorManaged System
according to the level of criticality and shall cooperate fully with Metro Government in its effort to mitigate or remedy the
same. Upon Metro Government’s request, Contractor shall implement any reasonable measure recommended by Metro
Government in connection with Contractor’s mitigation effort.

2 SystemHardening.

2.1 Contractor Managed Systems, Contractor shall ensure that either: (i) file shares are configured with access rights which
prevent unauthorized access or (ii) Contractor shall remove or disable file shares that cannot be configured with access
controls set forth in (i) hereof. Access rights to file shares that remain under (i) must use the Principle of Least Privilege for
granting access.

2.2 In the event that Contractor is providing Products or systems that are to be directly accessible from the Internet, Contractor
shall disable or allow disabling by Metro Government of all active or executed software components of the Product or
system that are not required for proper functionality of the Product or system.

2.3 Contractor shall ensure that Contractor Managed Systems are synchronized with reliable time sources and have the proper
time zone set or no time offset (e.g., GMT or UTC). In the case of systems residing on the Metro Government Network,
Contractor shall ensure that all such systems are synchronized with an Metro Government corporate timeserver in their
respective Regional Information Centers (RDC).

2.4 For Contractor Managed Systems, Contractor shall remove or disable any default or guest user accounts. Default accounts
that cannot be removed or disabled must have their default password changed to a Strong Password that is unique to the
respective site and Metro Government.

2.5 For Contractor Managed Systems, Contractor shall ensure that the system is configured to disable user accounts after a
certain number of failed login attempts have occurred, in a period of time as defined in the Contractor’s access control
policies, of the last login attempt or that systemmonitoring and notification is configured to alert system administrators to
successive failed login attempts for the same user account.
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3 Authentication.

3.1 Contractor shall assign a unique user ID to any Agent or end user who accesses Sensitive Information on Contractor
Managed Systems. This unique ID shall be configured so that it enables tracking of each user’s activity within the system.

3.2 Contractor agrees to require authentication for access to Sensitive Information on ContractorManaged System.

3.3 Contractor agrees to configure the system to support Strong Authentication for accessing Sensitive Information from any
Open Network (e.g., Internet, open wireless). For avoidance of doubt, Metro Government Network is considered a trusted
network.

3.4 Contractor shall configure the system to expire passwords at least every one hundred and eighty (180) days and require a
password change on the next successful login. For system that cannot support Strong Passwords, Contractor shall configure
the system to expire passwords every ninety (90) days.

3.5 Unless otherwise agreed by Metro Government, Contractor shall ensure that Contractor Managed Systems will require
Strong Password for user authentication.

4 Automatic Log off. Contractor shall configure systems which store Sensitive Information to automatically logoff user sessions
after a period of inactivity as defined by the Contractor’s access control policies.

5 Information Segregation, Information Protection and Authorization. Contractor shall implement processes and/or controls to
prevent the accidental disclosure of Metro Government Sensitive Information to other Contractor Metro Governments, including
an Affiliates of Metro Government.

6 Account Termination. Contractor shall disable user accounts of Agents or Metro Government end users for the system within
five (5) business days of becoming aware of the termination of such individual. In the cases of cause for termination, Contractor
will disable such user accounts as soon as administratively possible.

7 System / Information Access.

7.1 Contractor and its Agents shall only access system, application or information which they are expressly authorized by Metro
Government to access, even if the technical controls in the system or application do not prevent Contractor or its Agent
from accessing those information or functions outside of Metro Government’s authorization. Contractor shall impose
reasonable sanctions against any Agent who attempts to bypass Metro Government security controls.

7.2 Contractor agrees to use the Principle of Least Privilege when granting access to Contractor Managed Systems or Metro
Government Information.

8 SystemMaintenance.

8.1 Contractor shall maintain system(s) that generate, store, transmit or process Metro Government Sensitive Information
according to manufacturer recommendations. Contractor shall ensure that only those personnel certified to repair such
systems are allowed to provide maintenance services.

8.2 Contractor shall keep records of all preventative and corrective maintenance on systems that generate, store, transmit or
process Metro Government Sensitive Information. Such records shall include the specific maintenance performed, date of
maintenance, systems that themaintenancewas performed on including identifiers (e.g., DNS name, IP address) and results
of the maintenance. Upon request by Metro Government, Contractor shall supply such record within thirty (30) days.
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To whom it may concern:

In our continuing effort to provide timely certificate delivery, Lockton Companies is 
transitioning to paperless delivery of Certificates of Insurance.

To ensure electronic delivery for future renewals of this certificate, we need your email address. 
Please contact us via one of the methods below, referencing Certificate ID 16712795.

Email: PacificeDelivery@lockton.com
Phone: (213) 689-2300

If you received this certificate through an internet link where the current certificate is viewable, 
we have your email and no further action is needed.

In the event your mailing address has changed, will change in the future, or you no longer 
require this certificate, please let us know using one of the methods above.

The above inbox is for automating electronic delivery of certificates only. Please do NOT send
future certificate requests to this inbox.

Thank you for your cooperation and willingness in reducing our environmental footprint.

Lockton Insurance Brokers, LLC
License #0F15767

777 S Figueroa Street, 52nd Fl / Los Angeles, CA 90017-5524
213-689-0065 / FAX: 213-689-0550

lockton.com

Attachment Code: D568356 Master ID: 1365503, Certificate ID: 16712795



Technology General Liability Extension Endorsement

It is understood and agreed that this endorsement amends the COMMERCIAL GENERAL LIABILITY COVERAGE
PART as follows. If any other endorsement attached to this policy amends any provision also amended by this
endorsement, then that other endorsement controls with respect to such provision, and the changes made by this
endorsement with respect to such provision do not apply.

TABLE OF CONTENTS
1. Additional Insureds
2.
3.
4. Broad Knowledge of Occurrence/ Notice of Occurrence
5. Broad Named Insured
6. Estates, Legal Representatives and Spouses
7.
8. In Rem Actions
9. Incidental Health Care Malpractice Coverage
10. Joint Ventures/Partnership/Limited Liability Companies
11.
12. Medical Payments
13. Non-owned Aircraft Coverage
14. Non-owned Watercraft 
15.
16. Personal And Advertising Injury - Limited Contractual Liability
17. Property Damage - Elevators
18. Supplementary Payments
19.
20. Unintentional Failure To Disclose Hazards
21.

CNA74872XX (1-15) Policy No: 6078602551
Page 1 of 15 Endorsement No:

Effective Date: 6/20/2024
Insured Name: EAGLEVIEW TECHNOLOGIES INC.

Copyright CNA All Rights Reserved.   Includes copyrighted material of Insurance Services Office, Inc., with its permission.
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1. ADDITIONAL INSUREDS
a. WHO IS AN INSURED is amended to include as an Insured any person or organization described in

paragraphs A. through K. below whom a Named Insured is required to add as an additional insured on this
Coverage Part under a written contract or written agreement, provided such contract or agreement:

(1) is currently in effect or becomes effective during the term of this Coverage Part; and

(2) was executed prior to:

(a) the bodily injury or property damage; or

(b) the offense that caused the personal and advertising injury,

for which such additional insured seeks coverage.

b. However, subject always to the terms and conditions of this policy, including the limits of insurance, the
Insurer will not provide such additional insured with:

(1) a higher limit of insurance than required by such contract or agreement; or

(2) coverage broader than required by such contract or agreement, and in no event broader than that
described by the applicable paragraph A. through K. below.

Any coverage granted by this endorsement shall apply only to the extent permissible by law.

A. Controlling Interest
Any person or organization with a controlling interest in a Named Insured, but only with respect to such
person or liability for bodily injury, property damage or personal and advertising injury
arising out of:

1. Named Insured; or

2. premises such person or organization owns, maintains or controls while a Named Insured leases or
occupies such premises;

provided that the coverage granted by this paragraph does not apply to structural alterations, new
construction or demolition operations performed by, on behalf of, or for such additional insured.

B. Co-owner of Insured Premises
A co-owner of a premises co-owned by a Named Insured and covered under this insurance but only with
respect to such liability for bodily injury, property damage or personal and advertising injury
as co-owner of such premises.

C. Grantor of Franchise
Any person or organization that has granted a franchise to a Named Insured, but only with respect to such
person or liability for bodily injury, property damage or personal and advertising injury as
grantor of a franchise to the Named Insured.

D. Lessor of Equipment
Any person or organization from whom a Named Insured leases equipment, but only with respect to liability
for bodily injury, property damage or personal and advertising injury caused, in whole or in part, by the
Named maintenance, operation or use of such equipment, provided that the occurrence giving
rise to such bodily injury, property damage or the offense giving rise to such personal and advertising
injury takes place prior to the termination of such lease.

Attachment Code: D491571 Certificate ID: 16712795
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E. Lessor of Land
Any person or organization from whom a Named Insured leases land but only with respect to liability for
bodily injury, property damage or personal and advertising injury arising out of the ownership,
maintenance or use of such land, provided that the occurrence giving rise to such bodily injury, property
damage or the offense giving rise to such personal and advertising injury takes place prior to the
termination of such lease. The coverage granted by this paragraph does not apply to structural alterations,
new construction or demolition operations performed by, on behalf of, or for such additional insured.

F. Lessor of Premises
An owner or lessor of premises leased to the Named Insured, or such owner or real estate
manager, but only with respect to liability for bodily injury, property damage or personal and advertising
injury arising out of the ownership, maintenance or use of such part of the premises leased to the Named
Insured, and provided that the occurrence giving rise to such bodily injury or property damage, or the
offense giving rise to such personal and advertising injury, takes place prior to the termination of such
lease. The coverage granted by this paragraph does not apply to structural alterations, new construction or
demolition operations performed by, on behalf of, or for such additional insured.

G. Mortgagee, Assignee or Receiver
A mortgagee, assignee or receiver of premises but only with respect to such mortgagee, assignee or

liability for bodily injury, property damage or personal and advertising injury arising out of the
ownership, maintenance, or use of a premises by a Named Insured.

The coverage granted by this paragraph does not apply to structural alterations, new construction or
demolition operations performed by, on behalf of, or for such additional insured.

H.
A state or governmental agency or subdivision or political subdivision that has issued a permit or
authorization but only with respect to such state or governmental agency or subdivision or political

bodily injury, property damage or personal and advertising injury arising out of:

1. the following hazards in connection with premises a Named Insured owns, rents, or controls and to
which this insurance applies:

a. the existence, maintenance, repair, construction, erection, or removal of advertising signs, awnings,
canopies, cellar entrances, coal holes, driveways, manholes, marquees, hoistaway openings,
sidewalk vaults, street banners, or decorations and similar exposures; or

b. the construction, erection, or removal of elevators; or

c. the ownership, maintenance or use of any elevators covered by this insurance; or

2. the permitted or authorized operations performed by a Named Insured or on a Named
behalf.

The coverage granted by this paragraph does not apply to:

a. Bodily injury, property damage or personal and advertising injury arising out of operations
performed for the state or governmental agency or subdivision or political subdivision; or

b. Bodily injury or property damage included within the products-completed operations hazard.

With respect to this requirement that additional insured status must be requested under a written
contract or agreement, the Insurer will treat as a written contract any governmental permit that requires the
Named Insured to add the governmental entity as an additional insured.

Attachment Code: D491571 Certificate ID: 16712795
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I. Trade Show Event Lessor
1. With respect to a Named participation in a trade show event as an exhibitor, presenter or

displayer, any person or organization whom the Named Insured is required to include as an additional
insured, but only with respect to such person or liability for bodily injury, property
damage or personal and advertising injury caused by:

a. the  acts or omissions; or

b. the acts or omissions of those acting on the  behalf,

in the performance of the Named ongoing operations at the trade show event premises
during the trade show event.

2. The coverage granted by this paragraph does not apply to bodily injury or property damage included
within the products-completed operations hazard.

J. Vendor
Any person or organization but only with respect to such person or liability for bodily injury or
property damage arising out of your products which are distributed or sold in the regular course of such
person or organization's business, provided that:

1. The coverage granted by this paragraph does not apply to:

a. bodily injury or property damage for which such person or organization is obligated to pay
damages by reason of the assumption of liability in a contract or agreement unless such liability
exists in the absence of the contract or agreement;

b. any express warranty unauthorized by the Named Insured;

c. any physical or chemical change in any product made intentionally by such person or organization;

d. repackaging, except when unpacked solely for the purpose of inspection, demonstration, testing, or
the substitution of parts under instructions from the manufacturer, and then repackaged in the
original container;

e. any failure to make any inspections, adjustments, tests or servicing that such person or organization
has agreed to make or normally undertakes to make in the usual course of business, in connection
with the distribution or sale of the products;

f. demonstration, installation, servicing or repair operations, except such operations performed at such

g. products which, after distribution or sale by the Named Insured, have been labeled or relabeled or
used as a container, part or ingredient of any other thing or substance by or for such person or
organization; or

h. bodily injury or property damage arising out of the sole negligence of such person or organization
for its own acts or omissions or those of its employees or anyone else acting on its behalf. However,
this exclusion does not apply to:

(1) the exceptions contained in Subparagraphs d. or f. above; or

(2) such inspections, adjustments, tests or servicing as such person or organization has agreed
with the Named Insured to make or normally undertakes to make in the usual course of
business, in connection with the distribution or sale of the products.

Attachment Code: D491571 Certificate ID: 16712795
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2. This Paragraph J. does not apply to any insured person or organization, from whom the Named
Insured has acquired such products, nor to any ingredient, part or container, entering into,
accompanying or containing such products.

3. This Paragraph J. also does not apply:

a. to any vendor specifically scheduled as an additional insured by endorsement to this Coverage
Part;

b. to any of your products for which coverage is excluded by endorsement to this Coverage Part; nor

c. if bodily injury or property damage included within the products-completed operations hazard
is excluded by endorsement to this Coverage Part.

K. Other Person Or Organization / Your Work
Any person or organization who is not an additional insured under Paragraphs A. through J. above. Such
additional insured is an Insured solely for bodily injury, property damage or personal and advertising
injury for which such additional insured is liable because of the  acts or omissions.

The coverage granted by this paragraph does not apply to any person or organization:

1. who is specifically scheduled as an additional insured on another endorsement to this Coverage Part;
nor

2. for bodily injury or property damage included within the products-completed operations hazard
except to the extent all of the following apply:

a. this Coverage Part provides such coverage;

b. the written contract or agreement described in the opening paragraph of this ADDITIONAL
INSUREDS Provision requires the Named Insured to provide the additional insured such coverage;
and

c. the bodily injury or property damage results from your work that is the subject of the written
contract or agreement, and such work has not been excluded by endorsement to this Coverage
Part.

2. ADDITIONAL INSURED - PRIMARY AND NON-CONTRIBUTORY TO ADDITIONAL
INSURANCE
A. The Other Insurance Condition in the COMMERCIAL GENERAL LIABILITY CONDITIONS Section is

amended to add the following paragraph:

If the Named Insured has agreed in writing in a contract or agreement that this insurance is primary and
non-contributory relative to an additional insured's own insurance, then this insurance is primary, and the
Insurer will not seek contribution from that other insurance. For the purpose of this Provision 2., the
additional insured's own insurance means insurance on which the additional insured is a named insured.

B. With respect to persons or organizations that qualify as additional insureds pursuant to paragraph 1.K. of
this endorsement, the following sentence is added to the paragraph above:

Otherwise, and notwithstanding anything to the contrary elsewhere in this Condition, the insurance provided
to such person or organization is excess of any other insurance available to such person or organization.

3.
Under DEFINITIONS, the definition of bodily injury is deleted and replaced by the following:
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Bodily injury means physical injury, sickness or disease sustained by a person, including death, humiliation,
shock, mental anguish or mental injury sustained by that person at any time which results as a consequence of
the physical injury, sickness or disease.

4. BROAD KNOWLEDGE OF OCCURRENCE/ NOTICE OF OCCURRENCE
Under CONDITIONS, the condition entitled Duties in The Event of Occurrence, Offense, Claim or Suit
Condition is amended to add the following provisions:

A. BROAD KNOWLEDGE OF OCCURRENCE
The Named Insured must give the Insurer or the authorized representative notice of an
occurrence, offense or claim only when the occurrence, offense or claim is known to a natural person
Named Insured, to a partner, executive officer, manager or member of a Named Insured, or to an
employee designated by any of the above to give such notice.

B. NOTICE OF OCCURRENCE
The Named rights under this Coverage Part will not be prejudiced if the Named Insured fails to
give the Insurer notice of an occurrence, offense or claim and that failure is solely due to the Named

reasonable belief that the bodily injury or property damage is not covered under this Coverage
Part. However, the Named Insured shall give written notice of such occurrence, offense or claim to the
Insurer as soon as the Named Insured is aware that this insurance may apply to such occurrence, offense
or claim.

5. BROAD NAMED INSURED
WHO IS AN INSURED is amended to delete its Paragraph 3. in its entirety and replace it with the following:

3. Pursuant to the limitations described in Paragraph 4. below, any organization in which a Named Insured
has management control:

a. on the effective date of this Coverage Part; or

b. by reason of a Named Insured creating or acquiring the organization during the policy period,

qualifies as a Named Insured, provided that there is no other similar liability insurance, whether primary,
contributory, excess, contingent or otherwise, which provides coverage to such organization, or which would
have provided coverage but for the exhaustion of its limit, and without regard to whether its coverage is
broader or narrower than that provided by this insurance.

But this BROAD NAMED INSURED provision does not apply to:

(a) any partnership or joint venture; or

(b) any organization for which coverage is excluded by another endorsement attached to this Coverage
Part.

For the purpose of this provision, and of this JOINT VENTURES / PARTNERSHIP /
LIMITED LIABILITY COMPANIES provision, management control means:

A. owning interests representing more than 50% of the voting, appointment or designation power for the
selection of a majority of the Board of Directors of a corporation, or the members of the management
board of a limited liability company; or

B. having the right, pursuant to a written trust agreement, to protect, control the use of, encumber or
transfer or sell property held by a trust.
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4. With respect to organizations which qualify as Named Insureds by virtue of Paragraph 3. above, this
insurance does not apply to:

a. bodily injury or property damage that first occurred prior to the date of management control, or that
first occurs after management control ceases; nor

b. personal or advertising injury caused by an offense that first occurred prior to the date of
management control or that first occurs after management control ceases.

5. The insurance provided by this Coverage Part applies to Named Insureds when trading under their own
names or under such other trading names or doing-business-as names (dba) as any Named Insured
should choose to employ.

6. ESTATES, LEGAL REPRESENTATIVES, AND SPOUSES
The estates, heirs, legal representatives and spouses of any natural person Insured shall also be insured
under this policy; provided, however, coverage is afforded to such estates, heirs, legal representatives, and
spouses only for claims arising solely out of their capacity or status as such and, in the case of a spouse,
where such claim seeks damages from marital community property, jointly held property or property transferred
from such natural person Insured to such spouse. No coverage is provided for any act, error or omission of an
estate, heir, legal representative, or spouse outside the scope of such person's capacity or status as such,
provided however that the spouse of a natural person Named Insured and the spouses of members or
partners of joint venture or partnership Named Insureds are Insureds with respect to such acts,
errors or omissions in the conduct of the  business.

7.
Under COVERAGES, Coverage A Bodily Injury And Property Damage Liability, the paragraph entitled
Exclusions is amended to delete the exclusion entitled Expected or Intended Injury and replace it with the
following:

This insurance does not apply to:

Expected or Intended Injury
Bodily injury or property damage expected or intended from the standpoint of the Insured. This exclusion
does not apply to bodily injury or property damage resulting from the use of reasonable force to protect
persons or property.

8. IN REM ACTIONS
A quasi in rem action against any vessel owned or operated by or for the Named Insured, or chartered by or for
the Named Insured, will be treated in the same manner as though the action were in personam against the
Named Insured.

9. INCIDENTAL HEALTH CARE MALPRACTICE COVERAGE
Solely with respect to bodily injury that arises out of a health care incident:
A. Under COVERAGES, Coverage A Bodily Injury And Property Damage Liability, the Insuring

Agreement is amended to replace Paragraphs 1.b.(1) and 1.b.(2) with the following:

b. This insurance applies to bodily injury provided that the professional health care services are incidental
to the primary business purpose, and only if:

(1) such bodily injury is caused by an occurrence that takes place in the coverage territory.
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(2) the bodily injury first occurs during the policy period. All bodily injury arising from an
occurrence will be deemed to have occurred at the time of the first act, error, or omission that is
part of the occurrence; and

B. Under COVERAGES, Coverage A Bodily Injury And Property Damage Liability, the paragraph entitled
Exclusions is amended to:

i. add the following to the Employers Liability exclusion:

This exclusion applies only if the bodily injury arising from a health care incident is covered by other
liability insurance available to the Insured (or which would have been available but for exhaustion of its
limits).

ii. delete the exclusion entitled Contractual Liability and replace it with the following:

This insurance does not apply to:

Contractual Liability
the actual or alleged liability under any oral or written contract or agreement, including but not
limited to express warranties or guarantees.

iii. add the following additional exclusions.

This insurance does not apply to:

Discrimination
any actual or alleged discrimination, humiliation or harassment, that includes but shall not be limited to
claims based on an race, creed, color, age, gender, national origin, religion, disability,
marital status or sexual orientation.

Dishonesty or Crime
Any actual or alleged dishonest, criminal or malicious act, error or omission.

Medicare/Medicaid Fraud
any actual or alleged violation of law with respect to Medicare, Medicaid, Tricare or any similar federal,
state or local governmental program.

Services Excluded by Endorsement
Any health care incident for which coverage is excluded by endorsement.

C. DEFINITIONS is amended to:

i. add the following definitions:

Health care incident means an act, error or omission by the Named employees or
volunteer workers in the rendering of:

a. professional health care services on behalf of the Named Insured or

b. Good Samaritan services rendered in an emergency and for which no payment is demanded or
received.

Professional health care services means any health care services or the related furnishing of food,
beverages, medical supplies or appliances by the following providers in their capacity as such but solely
to the extent they are duly licensed as required:

a. Physician;
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b. Nurse;

c. Nurse practitioner;

d. Emergency medical technician;

e. Paramedic;

f. Dentist;

g. Physical therapist;

h. Psychologist;

i. Speech therapist;

j. Other allied health professional; or

Professional health care services does not include any services rendered in connection with human
clinical trials or product testing.

ii. delete the definition of occurrence and replace it with the following:

Occurrence means a health care incident. All acts, errors or omissions that are logically connected by
any common fact, circumstance, situation, transaction, event, advice or decision will be considered to
constitute a single occurrence;

iii. amend the definition of Insured to:

a. add the following:

the employees are Insureds with respect to:

(1) bodily injury to a co-employee while in the course of the co- employment by
the Named Insured or while performing duties related to the conduct of the Named

 business; and

(2) bodily injury to a volunteer worker while performing duties related to the conduct of the
 business;

when such bodily injury arises out of a health care incident.
the volunteer workers are Insureds with respect to:

(1) bodily injury to a co-volunteer worker while performing duties related to the conduct of
the  business; and

(2) bodily injury to an employee while in the course of the employment by the
Named Insured or while performing duties related to the conduct of the Named
business;

when such bodily injury arises out of a health care incident.
b. delete Subparagraphs (a), (b), (c) and (d) of Paragraph 2.a.(1) of WHO IS AN INSURED.

c. add the following:

Insured does not include any physician while acting in his or her capacity as such.

D. The Other Insurance condition is amended to delete Paragraph b.(1) in its entirety and replace it with the
following:

Other Insurance
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b. Excess Insurance
(1) To the extent this insurance applies, it is excess over any other insurance, self insurance or risk

transfer instrument, whether primary, excess, contingent or on any other basis, except for insurance
purchased specifically by the Named Insured to be excess of this coverage.

10. JOINT VENTURES / PARTNERSHIP / LIMITED LIABILITY COMPANIES
WHO IS AN INSURED is amended to delete its last paragraph and replace it with the following:

No person or organization is an Insured with respect to:

the conduct of any current or past partnership or joint venture that is not shown as a Named Insured in
the Declarations; nor

the conduct of a current or past limited liability company in which a Named interest does/did
not rise to the level of management control;

except that if the Named Insured was a joint venturer, partner, or member of such a limited liability company,
and such joint venture, partnership or limited liability company terminated prior to or during the policy period,
then such Named Insured is an Insured with respect to its interest in such joint venture, partnership or limited
liability company but only to the extent that:

a. any offense giving rise to personal and advertising injury occurred prior to such termination date, and the
personal and advertising injury arising out of such offense, first occurred after such termination date;

b. the bodily injury or property damage first occurred after such termination date; and

c. there is no other valid and collectible insurance purchased specifically to insure the partnership, joint venture
or limited liability company.

11.
A. Under COVERAGES, Coverage A Bodily Injury and Property Damage Liability, the paragraph entitled

Exclusions is amended to delete the first paragraph immediately following subparagraph (6) of the Damage
to Property exclusion and replace it with the following:

Paragraphs (1), (3) and (4) of this exclusion do not apply to property damage (other than damage by fire,
lightning, explosion, smoke or leakage from automatic fire protective systems) to premises rented to the
Named Insured or temporarily occupied by the Named Insured with the permission of the owner, nor to the
contents of premises rented to the Named Insured for a period of 7 or fewer consecutive days. A separate
limit of insurance applies to Damage To Premises Rented To You as described in LIMITS OF INSURANCE.

B. Under COVERAGES, Coverage A Bodily Injury and Property Damage Liability, the paragraph entitled
Exclusions is amended to delete its last paragraph and replace it with the following:

Exclusions c. through n. do not apply to damage by fire, lightning, explosion, smoke or leakage from
automatic fire protective systems to premises while rented to a Named Insured or temporarily occupied by
a Named Insured with permission of the owner, nor to damage to the contents of premises rented to a
Named Insured for a period of 7 or fewer consecutive days.

A separate limit of insurance applies to this coverage as described in the LIMITS OF INSURANCE Section.

C. LIMITS OF INSURANCE is amended to delete Paragraph 6. (the Damage To Premises Rented To You
Limit) and replace it with the following:

6. Subject to Paragraph 5. above, (the Each Occurrence Limit), the Damage To Premises Rented To You
Limit is the most the Insurer will pay under COVERAGE A for damages because of property damage
to:
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a. any one premises while rented to a Named Insured or temporarily occupied by a Named Insured
with the permission of the owner; and

b. contents of such premises if the premises is rented to the Named Insured for a period of 7 or fewer
consecutive days.

The Damage To Premises Rented To You Limit is $500,000. unless a higher Damage to Premises
Rented to You Limit is shown in the Declarations.

D. The Other Insurance Condition is amended to delete Paragraph b.(1)(a)(ii), and replace it with the
following:

(ii) That is property insurance for premises rented to a Named Insured, for premises temporarily occupied
by the Named Insured with the permission of the owner; or for personal property of others in the

 care, custody or control;

E. This Provision 11. does not apply if liability for damage to premises rented to a Named Insured is excluded
by another endorsement attached to this Coverage Part.

12. MEDICAL PAYMENTS
A. LIMITS OF INSURANCE is amended to delete Paragraph 7. (the Medical Expense Limit) and replace it with

the following:

7. Subject to Paragraph 5. above (the Each Occurrence Limit), the Medical Expense Limit is the most the
Insurer will pay under Coverage C Medical Payments for all medical expenses because of bodily
injury sustained by any one person.  The Medical Expense Limit is the greater of:

(1) $15,000 unless a different amount is shown here: @@@@@@@@@@@@@@ ; or

(2) the amount shown in the Declarations for Medical Expense Limit.

B. Under COVERAGES, the Insuring Agreement of Coverage C Medical Payments is amended to replace
Paragraph 1.a.(3)(b) with the following:

(b) The expenses are incurred and reported to the Insurer within three years of the date of the accident;
and

13. NON-OWNED AIRCRAFT
Under COVERAGES, Coverage A Bodily Injury and Property Damage Liability, the paragraph entitled
Exclusions is amended as follows:

The exclusion entitled Aircraft, Auto or Watercraft is amended to add the following:

This exclusion does not apply to an aircraft not owned by any Named Insured, provided that:

1. the pilot in command holds a currently effective certificate issued by the duly constituted authority of the
United States of America or Canada, designating that person as a commercial or airline transport pilot;

2. the aircraft is rented with a trained, paid crew to the Named Insured; and

3. the aircraft is not being used to carry persons or property for a charge.

14. NON-OWNED WATERCRAFT
Under COVERAGES, Coverage A Bodily Injury and Property Damage Liability, the paragraph entitled
Exclusions is amended to delete subparagraph (2) of the exclusion entitled Aircraft, Auto or Watercraft, and
replace it with the following.

This exclusion does not apply to:
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(2) a watercraft that is not owned by any Named Insured, provided the watercraft is:

(a) less than 75 feet long; and

(b) not being used to carry persons or property for a charge.

15.
A. Under DEFINITIONS, the definition of personal and advertising injury is amended to add the following

tort:

Discrimination or humiliation that results in injury to the feelings or reputation of a natural person.

B. Under COVERAGES, Coverage B Personal and Advertising Injury Liability, the paragraph entitled
Exclusions is amended to:

1. delete the Exclusion entitled Knowing Violation Of Rights Of Another and replace it with the
following:

This insurance does not apply to:

Knowing Violation of Rights of Another
Personal and advertising injury caused by or at the direction of the Insured with the knowledge that
the act would violate the rights of another and would inflict personal and advertising injury. This
exclusion shall not apply to discrimination or humiliation that results in injury to the feelings or reputation
of a natural person, but only if such discrimination or humiliation is not done intentionally by or at the
direction of:

(a) the Named Insured; or

(b) any executive officer, director, stockholder, partner, member or manager (if the Named Insured is
a limited liability company) of the Named Insured.

2. add the following exclusions:

This insurance does not apply to:

Employment Related Discrimination
Discrimination or humiliation directly or indirectly related to the employment, prospective employment,
past employment or termination of employment of any person by any Insured.

Premises Related Discrimination
discrimination or humiliation arising out of the sale, rental, lease or sub-lease or prospective sale,
rental, lease or sub-lease of any room, dwelling or premises by or at the direction of any Insured.

Notwithstanding the above, there is no coverage for fines or penalties levied or imposed by a governmental
entity because of discrimination.

The coverage provided by this PERSONAL AND ADVERTISING INJURY OR
HUMILIATION Provision does not apply to any person or organization whose status as an Insured derives
solely from

Provision 1. ADDITIONAL INSURED of this endorsement; or

attachment of an additional insured endorsement to this Coverage Part.
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16. PERSONAL AND ADVERTISING INJURY - LIMITED CONTRACTUAL LIABILITY
A. Under COVERAGES, Coverage B and Advertising Injury Liability, the paragraph entitled

Exclusions is amended to delete the exclusion entitled Contractual Liability and replace it with the
following:

This insurance does not apply to:

Contractual Liability
Personal and advertising injury for which the Insured has assumed liability in a contract or agreement.

This exclusion does not apply to liability for damages:

(1) that the Insured would have in the absence of the contract or agreement; or

(2) assumed in a contract or agreement that is an insured contract provided the offense that caused such
personal or advertising injury first occurred subsequent to the execution of such insured contract.
Solely for the purpose of liability assumed in an insured contract, reasonable attorney fees and
necessary litigation expenses incurred by or for a party other than an Insured are deemed to be
damages because of personal and advertising injury provided:

(a) liability to such party for, or for the cost of, that party's defense has also been assumed in such
insured contract; and

(b) such attorney fees and litigation expenses are for defense of such party against a civil or alternative
dispute resolution proceeding in which covered damages are alleged.

B. Solely for the purpose of the coverage provided by this paragraph, DEFINITIONS is amended to delete the
definition of insured contract in its entirety, and replace it with the following:

Insured contract means that part of a written contract or written agreement pertaining to the Named
business under which the Named Insured assumes the tort liability of another party to pay for

personal or advertising injury arising out of the offense of false arrest, detention or imprisonment. Tort
liability means a liability that would be imposed by law in the absence of any contract or agreement.

C. Solely for the purpose of the coverage provided by this paragraph, the following changes are made to the
Section entitled

1. Paragraph 2.d. is replaced by the following:

d. The allegations in the suit and the information the Insurer knows about the offense alleged in such
suit are such that no conflict appears to exist between the interests of the Insured and the interests
of the indemnitee;

2. The first unnumbered paragraph beneath Paragraph 2.f.(2)(b) is deleted and replaced by the following:

So long as the above conditions are met, attorneys fees incurred by the Insurer in the defense of that
indemnitee, necessary litigation expenses incurred by the Insurer, and necessary litigation expenses
incurred by the indemnitee at the request will be paid as defense costs. Notwithstanding the
provisions of Paragraph e.(2) of the Contractual Liability exclusion (as amended by this Endorsement),
such payments will not be deemed to be damages for personal and advertising injury and will not
reduce the limits of insurance.

D. This PERSONAL AND ADVERTISING INJURY - LIMITED CONTRACTUAL LIABILITY Provision does not
apply if Coverage B and Advertising Injury Liability is excluded by another endorsement
attached to this Coverage Part.
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17.
A. Under COVERAGES, Coverage A Bodily Injury and Property Damage Liability, the paragraph entitled

Exclusions is amended such that the Damage to Your Product Exclusion and subparagraphs (3), (4) and
(6) of the Damage to Property Exclusion do not apply to property damage that results from the use of
elevators.

B. Solely for the purpose of the coverage provided by this PROPERTY DAMAGE ELEVATORS Provision,
the Other Insurance conditions is amended to add the following paragraph:

This insurance is excess over any of the other insurance, whether primary, excess, contingent or on any
other basis that is Property insurance covering property of others damaged from the use of elevators.

18. SUPPLEMENTARY PAYMENTS
The section entitled  is amended as follows:

A. Paragraph 1.b. is amended to delete the $250 limit shown for the cost of bail bonds and replace it with a
$5,000. limit; and

B. Paragraph 1.d. is amended to delete the limit of $250 shown for daily loss of earnings and replace it with a
$1,000. limit.

19. PROPERTY DAMAGE - PATTERNS MOLDS AND DIES
Under COVERAGES, Coverage A Bodily Injury and Property Damage Liability, the paragraph entitled
Exclusions is amended to delete subparagraphs (3) and (4) of the Exclusion entitled Damage to Property, but
only with respect to patterns, molds or dies that are in the care, custody or control of the Insured, and only if
such patterns, molds or dies are not being used to perform operations at the time of loss. A limit of insurance of
$25,000 per policy period applies to this PROPERTY DAMAGE - PATTERNS MOLDS AND DIES coverage,
and this limit:

A. is included within the General Aggregate Limit as described in LIMITS OF INSURANCE; and

B. applies excess over any valid and collectible property insurance available to the Insured, including any
deductible applicable to such insurance; the Other Insurance condition is changed accordingly.

20. UNINTENTIONAL FAILURE TO DISCLOSE HAZARDS
If the Named Insured unintentionally fails to disclose all existing hazards at the inception date of the Named

Coverage Part, the Insurer will not deny coverage under this Coverage Part because of such failure.

21. WAIVER OF SUBROGATION - BLANKET
Under CONDITIONS, the condition entitled Transfer Of Rights Of Recovery Against Others To Us is
amended to add the following:

The Insurer waives any right of recovery the Insurer may have against any person or organization because of
payments the Insurer makes for injury or damage arising out of:

1. the  ongoing operations; or

2. your work included in the products-completed operations hazard.

However, this waiver applies only when the Named Insured has agreed in writing to waive such rights of
recovery in a written contract or written agreement, and only if such contract or agreement:

1. is in effect or becomes effective during the term of this Coverage Part; and
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2. was executed prior to the bodily injury, property damage or personal and advertising injury giving rise
to the claim.

All other terms and conditions of the Policy remain unchanged.

This endorsement, which forms a part of and is for attachment to the Policy issued by the designated Insurers, takes
effect on the effective date of said Policy at the hour stated in said Policy, unless another effective date is shown
below, and expires concurrently with said Policy.

CNA74872XX (1-15) Policy No: 6078602551
Page 15 of 15 Endorsement No:

Effective Date: 6/20/2024
Insured Name: EAGLEVIEW TECHNOLOGIES INC.

Copyright CNA All Rights Reserved.   Includes copyrighted material of Insurance Services Office, Inc., with its permission.

Attachment Code: D491571 Certificate ID: 16712795



SCA 23 500D
(Ed. 10/11)

THIS ENDORSEMENT CHANGES THE POLICY. PLEASE READ IT CAREFULLY.

This endorsement modifies insurance provided under the following:

BUSINESS AUTO COVERAGE FORM

I. LIABILTY COVERAGE
A. Who Is An Insured

The following is added to Section II, Paragraph
A.1., Who Is An Insured:
1. a. Any incorporated entity of which the Named

Insured owns a majority of the voting stock
on the date of inception of this Coverage
Form; provided that,

b. The insurance afforded by this provision
A.1. does not apply to any such entity that
is an "insured" under any other liability
"policy" providing "auto" coverage.

2. Any organization you newly acquire or form,
other than a limited liability company,
partnership or joint venture, and over which you
maintain majority ownership interest.
The insurance afforded by this provision A.2.:
a. Is effective on the acquisition or formation

date, and is afforded only until the end of
the policy period of this Coverage Form, or
the next anniversary of its inception date,
whichever is earlier.

b. Does not apply to:
(1) "Bodily injury" or "property damage"

caused by an "accident" that occurred
before you acquired or formed the
organization; or

(2) Any such organization that is an
"insured" under any other liability
"policy" providing "auto" coverage.

3. Any person or organization that you are
obligated to provide Insurance where required
by a written contract or agreement is an
insured, but only with respect to legal
responsibility for acts or omissions of a person
for whom Liability Coverage is afforded under
this policy. 

4. An "employee" of yours is an "insured" while
operating an "auto" hired or rented under a
contract or agreement in that "employee's"
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name, with your permission, while performing
duties related to the conduct of your business.

"Policy," as used in this provision A. Who Is An
Insured, includes those policies that were in force
on the inception date of this Coverage Form but:

1. Which are no longer in force; or
2. Whose limits have been exhausted.

B. Bail Bonds and Loss of Earnings
Section II, Paragraphs A.2.a.(2) and A.2.a.(4) are
revised as follows:
1. In a.(2), the limit for the cost of bail bonds is

increased from $2,000 to $5,000, and
2. In a.(4), the limit for the loss of earnings is

increased from $250 to $500 a day.

C. Fellow Employee
Section II, Paragraph B.5 does not apply.
Such coverage as is afforded by this provision C. is
excess over any other collectible insurance.

II. PHYSICAL DAMAGE COVERAGE
A. Towing

Section III. Paragraph A.2., is revised to include
Light Trucks up to 10,000 pounds G.V.W.

B. Glass Breakage Hitting A Bird Or Animal
Falling Objects Or Missiles
The following is added to Section III, Paragraph
A.3.:
With respect to any covered "auto," any deductible
shown in the Declarations will not apply to glass
breakage if such glass is repaired, in a manner
acceptable to us, rather than replaced.

C. Transportation Expenses
Section III, Paragraph A.4.a. is revised, with
respect to transportation expense incurred by you,
to provide:

a. $60 per day, in lieu of $20; subject to
b. $1,800 maximum, in lieu of $600.

D. Loss of Use Expenses
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Section III, Paragraph A.4.b. is revised, with
respect to loss of use expenses incurred by you, to
provide:

a. $1,000 maximum, in lieu of $600.
E. Personal Property 

The following is added to Section III, Paragraph
A.4.
c. We will pay up to $500 for loss to Personal

Property which is:
(1) Owned by an "insured"; and
(2) In or on the covered "auto."
This coverage applies only in the event of a
total theft of your covered "auto."
This insurance is excess over any other
collectible insurance and no deductible applies.

F. Rental Reimbursement
The following is added to Section III, Paragraph
A.4.:
d. We will pay for rental reimbursement expenses

incurred by you for the rental of an "auto"
because of "loss" to a covered "auto." Payment
applies in addition to the otherwise applicable
amount of each coverage you have on a
covered "auto." No deductibles apply to this
coverage.
1. We will pay only for those expenses

incurred during the policy period beginning
24 hours after the "loss" and ending,
regardless of the policy's expiration, with
the lesser of the following number of days:
(a) The number of days reasonably

required to repair or replace the
covered "auto"; or,

(b) 15 days. 
2. Our payment is limited to the lesser of the

following amounts:
(a) Necessary and actual expenses

incurred; or, 
(b) $25 per day subject to a maximum of

$375.
3. This coverage does not apply while there

are spare or reserve "autos" available to
you for your operations. 

4. If "loss" results from the total theft of a
covered "auto" of the private passenger
type, we will pay under this coverage only
that amount of your rental reimbursement
expenses which is not already provided for
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under the Physical Damage Coverage
Extension.

G. Hired "Autos"
The following is added to Section III. Paragraph
A.:
5. Hired "Autos"

If Physical Damage coverage is provided under
this policy, and such coverage does not extend
to Hired Autos, then Physical Damage coverage
is extended to:
a. Any covered "auto" you lease, hire, rent or

borrow without a driver; and
b. Any covered "auto" hired or rented by your

"employee" without a driver, under a
contract in that individual "employee's"
name, with your permission, while
performing duties related to the conduct of
your business.

c. The most we will pay for any one "accident"
or "loss" is the actual cash value, cost of
repair, cost of replacement or $75,000
whichever is less minus a $500 deductible
for each covered auto. No deductible
applies to "loss" caused by fire or lightning.

d. The physical damage coverage as is
provided by this provision will be limited to
the types of physical damage coverage(s)
provided on your owned "autos."

e. Such physical damage coverage for hired
"autos" will:
(1) Include loss of use, provided it is the

consequence of an "accident" for which
the Named Insured is legally liable, and
as a result of which a monetary loss is
sustained by the leasing or rental
concern.

(2) Such coverage as is provided by this
provision G.e.(1) will be subject to a
limit of $750 per "accident."

H. Airbag Coverage
The following is added to Section III, Paragraph
B.3.
The accidental discharge of an airbag shall not be
considered mechanical breakdown.

I. Electronic Equipment
Section III, Paragraphs B.4.c and B.4.d. are
deleted and replaced by the following:

c. Physical Damage Coverage on a covered
"auto" also applies to "loss" to any
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permanently installed electronic equipment
including its antennas and other
accessories

d. A $100 per occurrence deductible applies to
the coverage provided by this provision.

J. Diminution In Value
The following is added to Section III, Paragraph
B.6.
Subject to the following, the "diminution in value"
exclusion does not apply to:

a. Any covered "auto" of the private passenger
type you lease, hire, rent or borrow, without
a driver for a period of 30 days or less,
while performing duties related to the
conduct of your business; and

b. Any covered "auto" of the private passenger
type hired or rented by your "employee"
without a driver for a period of 30 days or
less, under a contract in that individual
"employee's" name, with your permission,
while performing duties related to the
conduct of your business.

c. Such coverage as is provided by this
provision is limited to a "diminution in value"
loss arising directly out of accidental
damage and not as a result of the failure to
make repairs; faulty or incomplete
maintenance or repairs; or the installation of
substandard parts.

d. The most we will pay for "loss" to a covered
"auto" in any one accident is the lesser of:
(1) $5,000; or
(2) 20% of the "auto's" actual cash value

(ACV)

III.
The following is added to Sections II and III:
1. Any "auto" you don't own, hire or borrow is a

covered "auto" for Liability Coverage while
being used by, and for Physical Damage
Coverage while in the care, custody or control
of, any of your "executive officers," except:
a. An "auto" owned by that "executive officer"

or a member of that person's household; or
b. An "auto" used by that "executive officer"

while working in a business of selling,
servicing, repairing or parking "autos."

Such Liability and/or Physical Damage
Coverage as is afforded by this provision will
be:
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(1) Equal to the greatest of those
coverages afforded any covered "auto";
and

(2) Excess over any other collectible
insurance.

2. For purposes of this provision, "executive
officer" means a person holding any of the
officer positions created by your charter,
constitution, by-laws or any other similar
governing document, and, while a resident of
the same household, includes that person's
spouse.
Such "executive officers" are "insureds" while
using a covered "auto" described in this
provision.

IV. BUSINESS AUTO CONDITIONS
A. Duties In The Event Of Accident, Claim, Suit Or

Loss
The following is added to Section IV, Paragraph
A.2.a.

(4) Your "employees" may know of an
"accident" or "loss." This will not mean that
you have such knowledge, unless such
"accident" or "loss" is known to you or if you
are not an individual, to any of your
executive officers or partners or your
insurance manager.

The following is added to Section IV, Paragraph
A.2.b.

(6) Your "employees" may know of documents
received concerning a claim or "suit." This
will not mean that you have such
knowledge, unless receipt of such
documents is known to you or if you are not
an individual, to any of your executive
officers or partners or your insurance
manager.

B. Concealment, Misrepresentation or Fraud
The following is added to Section IV, Paragraph
B.2.
Your failure to disclose all hazards existing on the
date of inception of this Coverage Form shall not
prejudice you with respect to the coverage afforded
provided such failure or omission is not intentional.

C. Policy Period, Coverage Territory
Section IV, Paragraph B.7.b.(5) is revised to
provide:

a. 45 days of coverage in lieu of 30 days
V. DEFINITIONS
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Section V. Paragraph C. is deleted and replaced
by the following:

"Bodily injury" means bodily injury, sickness or
disease sustained by a person, including mental
anguish, mental injury or death resulting from any of
these
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Workers Compensation And Employers Liability Insurance
Policy Endorsement

WAIVER OF OUR RIGHT TO RECOVER FROM OTHERS ENDORSEMENT

We have the right to recover our payments from anyone liable for an injury covered by this policy. We will not enforce our 
right against the person or organization named in the Schedule. This agreement applies only to the extent that you 
perform work under a written contract that requires you to obtain this agreement from us.

This agreement shall not operate directly or indirectly to benefit anyone not named in the Schedule.
Any person or organization for which the employer has agreed by written contract, executed prior to loss, may execute a 
waiver of subrogation. However, for purposes of work performed by the employer in Missouri, this waiver of subrogation 
does not apply to any construction group of classifications as designated by the waiver of right to recover from others 
(subrogation) rule in our manual.

Schedule

Any Person or Organization on whose behalf you are required to obtain this waiver of our right to recover from under 
a written contract or agreement.
The premium charge for the endorsement is reflected in the Schedule of Operations. 

All other terms and conditions of the policy remain unchanged.

This endorsement, which forms a part of and is for attachment to the policy issued by the designated Insurers, takes effect 
on the Policy Effective Date of said policy at the hour stated in said policy, unless another effective date (the Endorsement 
Effective Date) is shown below, and expires concurrently with said policy unless another expiration date is shown below.

Form No: WC 00 03 13 (04-1984) Policy No: WC 6 78602520
Endorsement Effective Date: Endorsement Expiration Date: Policy Effective Date: 06/20/2023
Endorsement No: 34; Page: 1 of 1 Policy Page: 250 of 399 
Underwriting Company: The Continental Insurance Company, 151 N Franklin St, Chicago, IL 60606

Copyright 1983 National Council on Compensation Insurance.
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Sole Source Review 

 

 
Reviewed By: Zak Kelley  
Recommendation:  Approve Department:  Assessor of Property 
Supplier: Eagle View Pricing: $825,000.00 
Description: Oblique Aerial Imagery for Assessments Method: Multi-Year Contract 
 
 
Procurement Code:  MC 4.12.060  
 
Procurement Regulations:   R4.12.060.02 – Other  
 
Department Justification:  See Request. 
 
 
Review: Under section R4.12.060.05 of the procurement regulations, a contract may be awarded without competition 
when only a single supplier is available for a good/service.  
 
This is a request to sole source oblique aerial imagery software from Eagle View. R4.12.060.05(B) approves for sole 
source procurement the maintenance of high technology equipment & systems. Eagle View has been utilized by the 
department since at least 2018. The software is complex, tailored, and highly integrated with other Metro legacy 
systems. Changing suppliers for this service would be cost prohibitive and potentially disruptive to the functioning of 
government.  
 
The division of purchases finds that, due primarily to the high level of integration, this software meets the standard set 
by R4.12.060.05(B). A sole source is recommended.  
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